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NAME
intro ,errno — introduction to system calls and error numbers

SYNOPSIS
#include <errno.h>

DESCRIPTION
This section praides an werview of the system calls, their error returns, and other common definitions and
concepts.

DIAGNOSTICS
Nearly all of the system calls provide an error number in xkermal \ariableerrno. errnois implemented
as a macro which expands to a modifiable Ivalue ofitypge

When a system call detects an eribreturns an integer value indicating failure (usually —1) and sets the
variable errno accordingly (This allows interpretation of the failure on receiving a —1 and te #akon
accordingly) Successfutalls neer seterrno; once set, it remains until another error occurs. It should only
be examined after an erroNote that a number of system calledoad the meanings of these error num-
bers, and that the meanings must be interpreted according to the type and circumstances of the call.

The manual page for each system call will list some of the common errno codes that system call can return,
but that should not be considered athaustve list, i.e. a properly written program should be able to grace-

fully recover from ary error that a system call might return. Documenting all the error codes that a system
call can return in a more specificationdikanner would ta& more resources than this project haalable.

The following is a complete list of the errors and their namesvas mi [érrno.h [
0 Error 0. Not used.

1 EPERM Opeiration not permitted An atempt was made to perform an operation limited to processes
with appropriate privileges or to the owner of a file or other resources.

2 ENOENT No sud file or directory A component of a specified pathname did not exist, or the pathname
was an enpty string.

3 ESRCH No sut process No process could be found corresponding to that specified byvée gbcess
ID.

4 EINTR Interrupted function call An asynchronous signal (such 88GINT or SIGQUIT) was caught
by the process during theeeution of an interruptible function. If the signal handler performs a
normal return, the interrupted function call will seem teeh@aturned the error condition.

5 EIO Input/output eror. Some physical input or output error occurred. This error will not be reported
until a subsequent operation on the same file descriptor and may beédostr{tien) by ary subse-
quent errors.

6 ENXIO Device not configied Input or output on a special file referred to a device that did not exist, or
made a request beyond the limits of theicke Thiserror may also occur when, faxample, a tape
drive is not online or no disk pack is loaded on averi

7 E2BIG Arg list too long The number of bytes used for the argument and environment list ofwthe ne
process exceeded the current limit of Bytes ARG_MAXM [8ys/syslimits.h 0.

8 ENOEXECExec format ewr. A request was made taeeute a file that, although it has the appropriate
permissions, was not in the format required foryecatable file.
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9 EBADF Bad file descriptar A file descriptor argument was out of range, referred to no open file, had
been reoked by revoke (2), or aread (2) (orwrite (2)) request &s made to a file that was only
open for writing (or reading).

10 ECHILD No child pocesses A wait (2) orwaitpid (2) function was xecuted by a process that had
no existing or unwaited-for child processes.

11 EDEADLK Resouce deadlok avoided An datempt was made to lock a system resource thailds
have resulted in a deadlock situation.

12 ENOMEM Cannot allocate memoryThe nav process image required more memory than wasvatio
by the hardware or by system-imposed memory management constrdiriigck of swap space is
normally temporary; hoever, a lack of core is not.Soft limits may be increased to their corre-
sponding hard limits.

13 EACCES Pemission denied An atempt was made to access a file in a way forbidden by its file access
permissions.

14 EFAULT Bad addess The system detected arvétid address in attempting to use an argument of a
call. Thereliable detection of this error cannot be guaranteed and when not detected may result in
the generation of a signal, indicating an address violation, which is sent to the process.

15 ENOTBLK Blodk device required A block device operation was attempted on a non-block device or
file.

16 EBUSY Resouce husy. An atempt to use a system resource which was in use at the time in a manner
which would hae conflicted with the request.

17 EEXIST File exists An existing file was mentioned in an inappropriate context, for instance, as the
new link name in dink (2) function.

18 EXDEV Improper link A hard link to a file on another file system was attempted.

19 ENODEV Opeifation not supported by diee An atempt was made to apply an inappropriate function
to a device, for example, trying to read a write-only device such as a printer.

20 ENOTDIR Not a diectory. A component of the specified pathname existed, but it was not a directory
when a directory was expected.

21 EISDIR Is a directory An atempt was made to open a directory with write mode specified.

22 EINVAL Invalid amgument Some irvalid argument was suppliedFor example, specifying an unde-
fined signal to aignal (3) orkill (2) function).

23 ENFILE Too many open files in systenMaximum number of file descriptors allable on the system
has been reached and a requests for an open cannot be satisfied until at least one has been closed.

24 EMFILE Too many open files <As released, the limit on the number of open files per process is 64.>
Thegetrlimit (2) call with theRLI M T_NOCFI LE resource will obtain the current limit.

25 ENOTTY Inappropriate ioctl for deice A control function (seéctl (2)) was attempted for a file or
special device for which the operation was inappropriate.

26 ETXTBSY Tex file busy The nev process was a pure procedure (shared text) file which was open for
writing by another process, or while the pure procedure fils being »ecuted anopen (2) call
requested write access.

27 EFBIG File too lage The size of a file exceeded the maximum. (The system-wide maximum file size
is 23 bytes. Eacliile system may impose a lower limit for files contained within it).
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28 ENOSPC Device out of spaceA write (2) to an ordinary file, the creation of a directory or symbolic
link, or the creation of a directory entry failed because no more disk blockswagabla on the file
system, or the allocation of an inode for a newly createddiledf because no more inodes were
available on the file system.

29 ESPIPE lllegal seek Anlseek (2) function was issued on a socket, pipEI&O.

30 EROFS Read-only file systemAn atempt was made to modify a file or directory was made on a file
system that was read-only at the time.

31 EMLINK Too many links The number of hard links to a single file hasee=ded the maximum(The
system-wide maximum number of hard links is 327&&ch file system may impose a lower limit
for files contained within it).

32 EPIPE Broken pipe A write on a pipe, socket &1FO for which there is no process to read the data.

33 EDOM Numerical argument out of domai numerical input argument was outside the defined domain
of the mathematical function.

34 ERANGE Result too lage o too small The result of the function is too &g or too small to be repre-
sented in thewailable space.

35 EAGAIN Resouce temporarily unavailableThis is a temporary condition and later calls to the same
routine may complete normally.

36 EINPROGRESS Opeiation now in pogress An operation that takes a long time to complete (such as a
connect (2)) was attempted on a non-blocking object fsad (2)).

37 EALREADY Opeifation already in pogress An operation was attempted on a non-blocking object that
already had an operation in progress.

38 ENOTSOCK Sodet operation on non-sd&. Self-explanatory.

39 EDESTADDRREQDestination addressejuired A required address was omitted from an operation on
a cket.

40 EMSGSIZE Messge bo long A message sent on a socket wagdathan the internal messagsfer
or some other network limit.

41 EPROTOTYPE Protocol wrong type for séet. A protocol was specified that does not support the
semantics of the socket type requested. example, you cannot use tA®PA InternetUDP proto-
col with typeSOCK_STREAM

42 ENOPROTOOPT Protocol option not available A bad option or leel was specified in a
getsockopt (2) orsetsockopt (2) call.

43 EPROTONOSUPPORProtocol not supportedThe protocol has not been configured into the system or
no implementation for it exists.

44 ESOCKTNOSUPPORTBoke type not supportedThe support for the socket type has not been config-
ured into the system or no implementation for it exists.

45 EOPNOTSUPP Opemation not supported The attempted operation is not supported for the type of
object referenced. Usually this occurs when a file descriptor refers to a file et gukcannot
support this operation, for example, tryingatmepta connection on a datagram socket.

46 EPFNOSUPPORTProtocol family not supportedThe protocol family has not been configured into the
system or no implementation for it exists.
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47 EAFNOSUPPORTAddress family not supported bygpocol family An address incompatible with the
requested protocol & used.For example, you shouldb’necessarily expect to be able to &
addresses witARPA Internet protocols.

48 EADDRINUSE Address already in uséOnly one usage of each address is normally permitted.

49 EADDRNOTAVAIL Cannot assign requested adds Normally results from an attempt to create a
socket with an address not on this machine.

50 ENETDOWNNetwork is down A socket operation encountered a dead network.

51 ENETUNREACH Network is uneachable A soclet operation was attempted to an unreachable net-
work.

52 ENETRESET Network dopped connection oreset The host you were connected to crashed and
rebooted.

53 ECONNABORTEDSoftwae caused connection abortA connection abort was caused internal to your
host machine.

54 ECONNRESET Connection reset by peeA connection \as forcibly closed by a peefhis normally
results from a loss of the connection on the remote socket due to a timeout or a reboot.

55 ENOBUFS No huffer space available An operation on a socket or pipe was not performed because the
system lacked sufficient buffer space or because a queue was full.

56 EISCONN Sodke is already connectedA connect (2) request was made on an already connected
soclet; or asendto (2) orsendmsg(2) request on a connected socket specified a destination when
already connected.

57 ENOTCONN Sodet is not connected An request to send or reeei data was disallowed because the
socket was not connected and (when sending on a datagram socket) no address was supplied.

58 ESHUTDOWNCannot send after sket shutdown A request to send data was disallowed because the
socket had already been shut down with a prevsbusdown (2) call.

60 ETIMEDOUT Opeiation timed out A connect (2) orsend (2) requestdiled because the connected
party did not properly respond after a period of tirfiehe timeout period is dependent on the com-
munication protocol).

61 ECONNREFUSEDConnection efused No connection could be made because the target machine
actively refused it. This usually results from trying to connect to a service that isvimactihe for
eign host.

62 ELOOP Too many levels of symbolic linksA path name lookup wolved more than 32
(MAXSYMLINKS$ symbolic links.

63 ENAMETOOLONG-ile name too long A component of a path name exceeded 2BBAXNAMELEN
characters, or an entire path name exceeded 10Z3XPATHLENL ) characters.

64 EHOSTDOWNHost is down A socket operation failed because the destination host was down.
65 EHOSTUNREACHNO route to host A socket operation was attempted to an unreachable host.

66 ENOTEMPTY Directory not empty A directory with entries other than™and ‘.. ' was supplied to a
remove drectory or rename call.

67 EPROCLIM Too many processes

68 EUSERS Too many users The quota system ran out of table entries.
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69 EDQUOT Disc quota gceeded A write (2) to an ordinary file, the creation of a directory or symbolic
link, or the creation of a directory entry failed because the sugpota of disk blocks as
exhausted, or the allocation of an inode for aigecreated file failed because the usexiota of
inodes was exhausted.

70 ESTALE Stale NFS file handleAn atempt was made to access an open file (oNRfilesystem)
which is nav unavailable as referenced by the file descriptdhis may indicate the file was deleted
on theNFSserver or some other catastrophierg occurred.

72 EBADRPC RPC struct is bad Exchange oRPCinformation was unsuccessful.

73 ERPCMISMATCH RPC version wang The version oRPCon the remote peer is not compatible with
the local version.

74 EPROGUNAVAIL RPC ppg. not avail The requested program is not registered on the remote host.

75 EPROGMISMATCHProgram \ersion wiong The requestedersion of the program is novalable on
the remote hostRPC).

76 EPROCUNAVAIL Bad pocedue for program. An RPC call was attempted for a procedure which
doesnt exist in the remote program.

77 ENOLCK No locks available A system-imposed limit on the number of simultaneous file locks w
reached.

78 ENOSYS Function not implementedAttempted a system call that is nwtitable on this system.

79 EFTYPE Inappmopriate file type or formatAttempted a file operation on a file of a type for which it
was invdid.

80 EAUTH Authentication eror. Attempted to use anvalid authentication ticket to mount atFSfilesys-
tem.

81 ENEEDAUTH Need authenticator An authentication ticket must be obtained before thergiNFS
filesystem may be mounted.

82 EIDRM Identifier emoved An IPC identifier was remwed while the current process was waiting on it.

83 ENOMSG No messge d the desired type An IPC message queue does not contain a message of the
desired type, or a message catalog does not contain the requested message.

84 EOVERFLOWValue too lage b be $ored in data type A numerical result of the function was toodar
to be stored in the caller-provided space.

85 EILSEQ lllegal byte sequenceA wide character/multibyte character encoding error occurred.
86 ENOTSUP Not supported An atempt was made to set or change a parameter to an unsupported value.
87 ECANCELED Operation canceledThe requested operation was canceled.

88 EBADMSG Bad or corrupt mesgge A message in the specified message catalog did not satisfy imple-
mentation defined criteria, or a STREAMS operation encounteredvalidimessage or a file
descriptor at the STREAM head.

89 ENODATA No messge available No message iswailable on the STREAM head read queue

90 ENOSR No STREAMesources Buffers could not be allocated due to irfgiént STREAMS memory
resources.

91 ENOSTR Not a STREAMA STREAM is not associated with the specified file descriptor.
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92 ETIME STREAM ioctl timeoutThe timer set for a STREAMi®ctl  (2) operation has expired.
93 ENOATTR Attribute not found The specified extended attribute does not exist.

94 EMULTIHOP Multihop attempted Components of path require hopping to multiple remote machines
and the file system does not all@. It occurs when users try to access remote resources which are
not directly accessible.

95 ENOLINK Link has been sered Occurs when the link (virtual circuit) connecting to a remote
machine is gone.

96 EPROTO Protocol eror. Some protocol error occurred. This error is device-specifitjdgenerally
not related to a hardware failure.

DEFINITIONS
Process ID
Each actie process in the system is uniquely identified by a nagahe integer called a process
ID. Therange of this ID is from 0 to 30000.

Paent process ID
A new process is created by a currently eetprocess; (seéork (2)). Theparent process ID of a
process is initially the process ID of its creattirthe creating process exits, the parent process ID
of each child is set to the ID of a system prociss, (8).

Process Group
Each actire process is a member of a process group that is identified by a gaivaéteger called
the process group ID. This is the process ID of the group ledtés grouping permits the signal-
ing of related processes (deemios (4)) and the job control mechanismscsh (1).

Session
A session is a set of one or more process grodpsession is created by a successful call to
setsid (2), which causes the caller to become the only member of the only process group in the
new session.

Session leader
A process that has created avreession by a successful callgetsid (2), is known as a session
leader Only a session leader may acquire a terminal as its controlling termin&tisees (4)).

Controlling process
A session leader with a controlling terminal is a controlling process.

Controlling terminal
A terminal that is associated with a session isaknas the controlling terminal for that session and
its members.

Terminal Process Group ID
A terminal may be acquired by a session leader as its controlling terr@ne¢ a terminal is asso-
ciated with a session, yamf the process groups within the session may be placed into the fore-
ground by setting the terminal process group ID to the ID of the process group. This facility is used
to arbitrate between multiple jobs contending for the same termi8akcsh (1) andtty (4) for
more information on job control.)

Orphaned Process Group
A process group is considered to dmphanedif it is not under the control of a job control shell.
More preciselya process group is orphaned when none of its members has a parent process that is
in the same session as the groug,ib in a different process group. Note that when a procéss e
the parent process for its children is changed timibe (8), which is in a separate session. Not all
members of an orphaned process group are necessarily orphaned processes (those whose creating
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process hasxéed). Theprocess group of a session leader is orphaned by definition.

Real User ID and Real Group ID
Each user on the system is identified by a pa@sititeger termed the real user ID.

Each user is also a member of one or more groOpe of these groups is distinguished from others
and used in implementing accountiragifities. Thepositive integer corresponding to this distin-
guished group is termed the real group ID.

All processes hse a eal user ID and real group IDThese are initialized from the egdient
attributes of the process that created it.

Effective User Id, Effectve Group Id, and Group Access List
Access to system resources ivgaed by tvo values: the ééctive wser ID, and the group access
list. Thefirst member of the group access list is alsoknas the déctive goup ID. (In POSIX.1,
the group access list is kmn as the set of supplementary group IDs, and it is unspecified whether
the effectve goup ID is a member of the list.)

The efective wser ID and déctive goup ID are initially the processieal user ID and real group ID
respectiely. Either may be modified throughecution of a set-usdD or set-group-ID file (possi-
bly by one its ancestors) (segecve (2)). By corvention, the efective goup ID (the first member
of the group access list) is duplicated, so that tteewtion of a set-group-ID program does not
result in the loss of the original (real) group ID.

The group access list is a set of group IDs used only in determining resource accesiidubns
checks are performed as describedweio"File Access Permissions".

Saved Set User ID and Seed Set Group 1D
When a processxecutes a ne file, the efective wser ID is set to the owner of the file if the file is
set-usedD, and the d&ctive goup ID (first element of the group access list) is set to the group of
the file if the file is set-group-IDThe efective wser ID of the process is then recorded as tiiedsa
set-useiD, and the dective goup ID of the process is recorded as theedaet-group-ID. These
values may be used togan those values as thefedtive user or group ID after werting to the real
ID (seesetuid (2)). (InPOSIX.1, the szd st-usetlD and s&ed set-group-ID are optional, and
are used in setuid and setgid, but this does not work as desired for the super-user.)

Super-user
A process is recognized asaper-useprocess and is granted speciaVipeges if its efective wser
IDis 0.

Special Processes
The processes with process IDs of 0 and 1 are spdtiatess O is the scheduldrocess 1 is the
initialization processnit (8), and is the ancestor (parent) véry other process in the systerit.
is used to control the process structufée kernel will allocate other kernel threads to handle cer
tain periodic tasks or device related tasks, such as:

acctwatch System accounting disk watcheseacct (2), acct (5).

aiodoned Asynchronous I/O done handleseeuvm(9).
atabusX ATA bus handler seeata (4).

cardslotX CardBus slot watcher thread, seedslot  (4).
cryptoret The software crypto daemon.

fsshsX File system snapshot thread, &= (4).
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ioflush The in-kernel periodic flush theuffer cache to disk task, which replaces the old
update program.

nfsio, nfskqpoll
NFS handing daemons.

Ifs_writer Log filesystem writer.
pagedaemon The page daemon.

raidX, raidioX, raid_parity , raid_recon, raid_reconip, raid_copyback
Raid framevork related threads, seaid (4).

scsibusX SCSI bus handleseescsi (4).

smbiodX, smbkq
SMBFS handling daemon, seetsmb (4).

swdmover The software data meer I/O thread, sedmoverio (4).
sysmon The systems monitoring franverk daemon.

usbX, usbtask
USB bus handleseeusb (4).

There are more machine-dependent kernel threads allocatedfdrgrdifdrvers. Seethe specific
driver manual pages for more information.

Descriptor
An integer assigned by the system when a file is referenceabéw (2) or dup(2), or when a
soclet is created bpipe (2), socket (2), orsocketpair  (2), which uniquely identifies an access
path to that file or socket from avgn process or anof its children.

File Name
Names consisting of up to 2§9MAXNAMELENcharacters may be used to name an ordinary file,
special file, or directory.

These characters may be selected from the set ofSalll character excluding 0 (NUL) and the
ASCII code for /' (slash). (Theparity bit, bit 7, must be 0).

Note that it is generally unwise to ugé “?’, ‘[ ' or ‘] " as part of file names because of the special
meaning attached to these characters by the shell.

Pahname
A path name is &lUL-terminated character string starting with an optional slaghfdllowed by
zero or more directory names separated by slashes, optionallddlloy a file name. The total
length of a path name must be less than 102AXPATHLEN characters.

If a path name begins with a slash, the path seargimdat theroot directory Otherwise, the
search begins from the current working directofyslash by itself names the root directodn
empty string is not a valid pathname.

Directory
A directory is a special type of file that contains entries that are references to othddifidesory
entries are called linksBy corvention, a directory contains at leastotlinks, *. " and ‘.. ’, referred
to asdot anddot-dotrespectiely. Dot refers to the directory itself and dot-dot refers to its parent
directory.

Root Directory and Current Working Directory
Each process has associated with it a concept of a root directory and a carkémg directory for
the purpose of resolving path name searckeprocesss root directory need not be the root direc-
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tory of the root file system.

File Access Permissions
Every file in the file system has a set of access permissiimsse permissions are used in deter
mining whether a process may perform a requested operation on the file (such as opening a file for
writing). Accesspermissions are established at the time a file is credtiegll may be changed at
some later time through tlelhmod(2) call.

File access is broken down according to whether a file may be: read, writtgeguied. Directory
files use thexecute permission to control if the directory may be searched.

File access permissions are interpreted by the system yaspply to three different classes of

users: the wner of the file, those users in the Blgtoup, anyone elseEvery file has an indepen-

dent set of access permissions for each of these classes. When an access check is made, the system
decides if permission should be granted by checking the access information applicable to the caller.

Read, write, andxecute/search permissions on a file are granted to a process if:

The process'dfective wser ID is that of the sup@iser (Note: e/en the super-user cannoteeute a
non-eecutable file).

The process’ dfective wser ID matches the user ID of the owner of the file and wmeiopermis-
sions allev the access.

The process' dfective wser ID does not match the user ID of the owner of the file, and either the
processs dfective goup ID matches the group ID of the file, or the group ID of the file is in the
processs goup access list, and the group permissionsvale access.

Neither the dective wser ID nor efective goup ID and group access list of the process match the
corresponding user ID and group ID of the file, but the permissions for “other adlers’access.

Otherwise, permission is denied.

Sockets and Address Families
A socket is an endpoint for communication between procedsash socket has queues for sending
and receiving data.

Soclets are typed according to their communications properfieese properties include whether
messages sent and reeei at a ®cket require the name of the partnehether communication is
reliable, the format used in naming message recipients, etc.

Each instance of the system supports some collection oétstygles; consukocket (2) for more
information about the typewsailable and their properties.

Each instance of the system supports some number of sets of communications protocols. Each pro-
tocol set supports addresses of a certain format. An Address Family is the set of addresses for a spe-
cific group of protocols. Each samkhas an address chosen from the address family in which the
socket was created.

SEE ALSO
intro (3), perror (3)

HISTORY
Anintro manual page appeared in VersioAT&T UNIX.
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NAME
_Exit, _exit — terminate the calling process
LIBRARY
Standard C Library (libc, —Ic)
SYNOPSIS
#include <stdlib.h>
voi d
_Exit (int status);
#include <unistd.h>
voi d
_exit (int status);
DESCRIPTION
The Exit () and_exit () functions are equélent. The each terminate a process with the following con-
sequences:

All of the descriptors open in the calling process are closbik may entail delays, for exampleaiting
for output to drain; a process in this state may not be killed, as it is already dying.

If the parent process of the calling process has an outstamding2) call or catches th8IGCHLDsig-
nal, it is notified of the calling proces¢ermination and thetatusis set as defined lwait (2).

The parent process-ID of all of the calling processisting child processes are set to 1; the initialization
process (see the DEFINITIONS sectiorirdfo (2)) inherits each of these processes.

If the termination of the process causeg process group to become orphaned (usually because the par
ents of all members of the groupvkaow exited; see “orphaned process group’intro (2)), and if

ary member of the orphaned group is stopped,St@HUP signal and the&SIGCONTSsignal are sent to

all members of the newly-orphaned process group.

If the process is a controlling process (#&eo (2)), the SIGHUP signal is sent to the fogeound
process group of the controlling terminal, and all current access to the controlling termiviakted.re

Most C programs call the library routiesit (3), which flushes udfers, closes streams, unlinks temporary
files, etc., before callingexit ().

RETURN VALUES
_Exit () and_exit () can n&er return.

SEE ALSO
fork (2),sigaction (2),wait (2),exit (3)

STANDARDS
The _exit () function conforms taSO/IEC 9945-1:1990 (POSIX1"). The Exit () function conforms to
ISO/IEC9899:1999 (ISO C99).
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NAME
_lwp_create — create a n& light-weight process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>

i nt
_lwp_create (ucontext _t [tontext, unsigned long flags,|wid_t Chew | wp);

DESCRIPTION
_lwp_create () causes creation of awmeight-weight process, orWP, and adds it to the current process.
The cont ext amument specifies the initiakecution context for the me LWP including signal mask,
stack, and machine registers.

The following flags affect the creation of themneWP:

LWP_DETACHED The LWP is created detached. The resources associated with a detached LWP will be
automatically reclaimed by the system when the LWiBs.e Otherwisea terminated
LWP’s resources will not be reclaimed until its status is reported to another LWP via
_lwp_wait (2).

LWP_SUSPENDED
The WP is created suspended, and will not begiecetion until it is resumed by
another LWP via lwp_continue  (2).

The LWP ID of the m& LWP is stored in the location pointed torogw | wp.
RETURN VALUES

Upon successful completionlwp_create () returns a value of 0Otherwise, an error code is returned to
indicate the error.

ERRORS
_lwp_create () will fail and no LWP will be created if:

[EAGAIN] The system-imposed limit on the total number @Rs under xecution would be xceeded.
This limit is configuration-dependent.

[ENOMEM There is insufficient swap space for thevia/VP.

[EFAULT] The address pointed to lmpnt ext or new_| wp is outside the processdlocated address
space.

SEE ALSO
_lwp_continue  (2), _lwp_exit (2),_lwp_wait (2), Iwp_makecontext (3)

HISTORY
The_lwp_create () system call first appeareditetBSD 2.0.
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NAME
_lwp_ctl — prepare per-LWP communication area between kernel and userland

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>
i nt
_lwp_ctl (int features, struct |wpctl [Maddress);

DESCRIPTION

_lwp_ctl () prepares petWP communication area for the callin§VB, and maps it into the calling
process’ address space. It takes the following arguments.

f eat ur es The bitwise-OR of the following flags.
LWPCTL_FEATURE_CURCHREquest Ic_curcpu.
LWPCTL_FEATURE_PCTR Request Ic_pctr.

address The address to store a pointer to lwpctl structure for the calling LWP.

The pefrLWP communication area is described by an Iwpctl structure. It hawiiajanembers, depending
onf eat ur es.

int Ic_curcpu The integral identifier of the CPU on which the LWP is running, or
LWPCTL_CPU_NON&E&hen the LWP is not running onya€PU. It's ypdated by the
kernel and should be considered as read-only for userldinsl. available only if
requested with theWPCTL_FEATURE_CURCHa&L.

int Ic_pctr The integer which is incremented oresy context switches to theA/P. It can be used
to detect preemption of the\lP. (thus its name "preemption countertt)s updated by
the kernel and should be considered as read-only for userlindevailable only if
requested with theWPCTL_FEATURE_PCTRg.

RETURN VALUES
_lwp_ctl () returns 0 on success. Otherwise, -1 is returnectand is set to indicate the error.

SEE ALSO
errno (2)
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NAME
_lwp_detach — detach a light-weight process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>

i nt
_lwp_detach (I wpi d_t | wp);

DESCRIPTION
_lwp_detach () causes a light-weight process to become detacheihghthe same effect as if th&MP
was aeated with thé WP_DETACHEfag.

The resources associated with a detached LWP will be automatically reclaimed by the system wiéh the L
exits. Corversely an datached M/P’s resources will not be reclaimed until its status is reported to another
LWP via_lwp_wait (2).

RETURN VALUES
A 0 value indicates that the call succeed@d-1 return value indicates an error occurred amto is set to
indicate the reason.

ERRORS
[EINVAL] The LWP is already detached.

[ESRCH No LWP can be found in the current process corresponding to that specifigg by

SEE ALSO
_lwp_create (2), _lwp_wait (2)

HISTORY
The_lwp_detach () system call first appearedtetBSD 5.0.
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NAME
_lwp_exit — terminate the calling light-weight process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>

voi d
_lwp_exit (voi d);

DESCRIPTION
_lwp_exit () terminates the callingWP. If it is the last LWP in the process, the process exits with a status
of 0. If the LWP was not created in a detached state, then the system will not reclafPit®Luntil its
status is reported to another LWP in the processivip_wait (2).

RETURN VALUES
_lwp_exit () can neer return.

SEE ALSO
_exit (2),_lwp_create (2),_lwp_wait (2)

HISTORY
The_lwp_exit () system call first appearedNetBSD 2.0.
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NAME
_lwp_getname — get descriptie rame of an LWP

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>
i nt
_lwp_getname (Iwpid_t target, char [hane, size_t |en);
DESCRIPTION
_lwp_getname () gets the descripte rame of the LWPIt takes the following arguments.
t arget The LWP whose descripg rame will be obtained.
nane  The buffer to be filled with the descriyggi mme of the LWP.
I en The size of the buffarane in bytes.

RETURN VALUES
_lwp_getname () returns 0 on success. Otherwise, —1 is returnecandis set to indicate the error.

SEE ALSO
top (1), ps(1),errno (2), lwp_setname (2)
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NAME
_lwp_getprivate , _lwp_setprivate — get and set light-weight processvate data

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>

void O
_lwp_getprivate (voi d);

voi d
_lwp_setprivate (void [ptr);
DESCRIPTION
_lwp_setprivate () stores the pointer to pete datgpt r in a location pate to the LWP.
_lwp_getprivate () returns the pointer to pate data for the LWP.
ERRORS

The _lwp_getprivate () and _lwp_setprivate () functions are a¥ays successful, and no return
value is reserved to indicate an error.

SEE ALSO
_lwp_makecontext (3)

HISTORY
The_lwp_getprivate () and_lwp_setprivate () system calls first appearedNietBSD 2.0.
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NAME
_lwp_kill — send a signal to a light-weight process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>
i nt
_lwp_kill  (Iwpid_t Iwp,int sig);

DESCRIPTION
_lwp_kill () sends the signal specified Byg to the light-weight process specified loyp. If thesi g
argument is gren as 0 gero), lwp_Kkill will test for the existance of the targat/B, but will take no fur-
ther action.

Job control signals and uncatchable signals can not be directed to a sp@t#ficifLposted with
_lwp_kill , they will affect all LWPs in the process.

Signals will be posted successfully to suspended LWPs, but will not be handled further until the LWP has
been continued.

RETURN VALUES
A 0 value indicates that the call succeed@d-1 return value indicates an error occurred amdo is set to
indicate the reason.

ERRORS
[EINVAL] si gis not a valid signal number.

[ESRCH No LWP can be found in the current process corresponding to that specifigg by

SEE ALSO
_lwp_continue  (2), _lwp_suspend (2),kill (2),sigaction (2),signal (7)

HISTORY
The_lwp_kill () system call first appearedNetBSD 5.0.
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NAME
_lwp_park — wait interruptably in the kernel

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>

i nt
_lwp_park (const struct tinespec [Bbstine, |lwid_ t unpark, const void [hint,
const void [unparkhint);

DESCRIPTION
_lwp_park () can be used to synchronize access to resources among multiple light-weight prdtesses.
causes the calling LWP to wait interruptably in the kernel, until one of the following conditions is met:

» Theabst i me argument is non-NULL, and the absolute UTC time it specifies has passed.

» The LWP receies a drected signal posted usindwp_kill (), or is elected to handle a signal on
behalf of its containing process.

» The LWP is avoken by another LWP in the same process that has made a cadjpo wakeup ().
» The LWP is awoken by another IWP in the same process that has made a calwp unpark () or
_lwp_unpark_all 0.

The preferred method tavaken an IWP sleeping as a result of a call tovp_park () is to male a @ll to
_lwp_unpark (), or_lwp_unpark_all (). The_lwp_wakeup () system call is a more generactiiity,
and requires more resources xecite.

The optionalhi nt amgument specifies the address of object upon which \tHe s synchronizingWhen
the hint wvalue is matched between calls tolwp park () and _lwp unpark () or
_lwp_unpark_all (), it may reduce the time necessary for the system to resxenation of waiting
LWPs.

Theunpar k andunpar khi nt amguments can be used to fold a park operation and unpark operation into a
single system calllf unpar k is non-zero, the system will beleas if the following call had been made
before the calling thread begins to wait:

_lwp_unpark(unpark, unparkhint);
RETURN VALUES

_lwp_park () may return a value of 0. Otherwise, -1 is returnedeamb is set to provide more informa-
tion.

ERRORS
[EALREADY
A request was made to wathe LWP before it bgen to wait in the kernel.

[EINTR] The LWP has beenwmken by a dgnal or by a call to one of the following functions:
_lwp_unpark (), _Iwp_unpark_all 0, _Iwp_wakeup ().

[EINVAL] The time value specified lgbst i e is invalid.
[ESRCH No LWP can be found in the current process correspondinggar k.

NetBSD 3.0 September 25, 2007 1



_LWP_RARK (2) NetBSD System Calls Manual _LWPRARK (2)

[ETIMEDOUT
The UTC time specified bgbst i ne has passed.

SEE ALSO
_lwp_unpark (2), _lwp_unpark_all (2), _lwp_wakeup (2)

HISTORY
The_lwp_park () system call first appearedNetBSD 5.0.
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NAME

_lwp_self — get light-weight process identification
LIBRARY

Standard C Library (libc, —Ic)
SYNOPSIS

#include <lwp.h>

[ wpi d_t

_lwp_self (voi d);

DESCRIPTION
_lwp_self () returns the LWP ID of the calling LWP.

ERRORS
The_lwp_self () function is alvays successful, and no return value is reserved to indicate an error.

SEE ALSO
_lwp_create (2)

HISTORY
The_lwp_self () system call first appearedNetBSD 2.0.
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NAME
_lwp_setname — set descriptte rame of an LWP

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>
i nt
_lwp_setname (Iwpid_t target, const char [hane);
DESCRIPTION
_lwp_setname () sets the descript rame of the LWP It takes the following arguments.
t arget The LWP whose descripg rame will be set.
nane  The string to be used as the descorgptiame of the LWP.
The name is used ltigp (1) when showing LWPs, for example.

RETURN VALUES
_lwp_setname () returns O on success. Otherwise, —1 is returnecandis set to indicate the error.

SEE ALSO
top (1), ps(1),errno (2), lwp_getname (2)
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NAME
_lwp_suspend , _Iwp_continue  — suspend or continue a light-weight process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>
i nt
_lwp_suspend (I wpid_t | wp);
i nt

_lwp_continue (I wpi d_t | wp);

DESCRIPTION
_Ilwp_suspend () suspendsxecution of the LWP specified bywp. Once an WP is suspended, subse-
guent calls to lwp_suspend () have ro efect. Theonly way to resumexecution of a suspended LWP is
via_lwp_continue ().

_lwp_continue () resumes xecution of the LWP specified bywp. Once an LWP is resumed, subse-
guent calls to lwp_continue () have ro dfect.

RETURN VALUES
Upon successful completion|jwp_suspend () and_Iwp_continue () return a value of 0Otherwise,
an error code is returned to indicate the error.

ERRORS
_lwp_suspend () and_Ilwp_continue () will fail if:
[ESRCH No LWP can be found in the current process corresponding to that specifieq by
_lwp_suspend () will fail if:
[EDEADLK The LWP specified bywp is the only LWP in the process.

SEE ALSO
_lwp_create (2)

HISTORY
The_lwp_create () system call first appearedhtetBSD 2.0.
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NAME
_lwp_unpark — resume gecution of a waiting LWP

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <lwp.h>

i nt

_lwp_unpark (Iwpid_t |wp, const void Chint);
DESCRIPTION

_lwp_unpark () resumes>ecution of the light-weight proce$swp.

The target WP is assumed to be waiting in the kernel as a result of a cdlvfo park (). If the taget
LWP is ot currently waiting, it will return immediatyeupon the next call tolwp_park ().

See lwp_park (2) for a description of thiei nt argument.

RETURN VALUES
A 0 value indicates that the call succeed@d-1 return value indicates an error occurred amdo is set to
indicate the reason.

ERRORS
[ESRCH No LWP can be found in the current process corresponding to that specifigg by

SEE ALSO
_lwp_park (2), _Iwp_unpark_all (2), _lwp_wakeup (2)

HISTORY
The_Ilwp_unpark () system call first appeareditetBSD 5.0.

NetBSD 3.0 January 20, 2007 1



_LWP_UNRRK_ALL (2) NetBSD System Calls Manual _LWP_UARK_ALL (2)

NAME
_lwp_unpark_all — resume gecution of a waiting LWP

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>
ssize t

_lwp_unpark_all (lwpid_t [Targets, size_t ntargets, const void [hint);

DESCRIPTION
_lwp_unpark_all () resumesxecution of one or more light-weight processes listed in the array pointed
to byt ar get s.

The target WPs are assumed to be waiting in the kernel as a result of callsgopark (). If ary of the
target LWPs are not currently aiting, those LWPs will return immediagleupon the next call to
_lwp_park ().

The value pointed to byt ar get s specifies the size of the array pointed td by get s. Ifthet arget s
argument is gien as NULL, the maximum size of the array (expressed as the number of entries) is returned.

See lwp_park (2) for a description of thiei nt argument.
RETURN VALUES

If the maximum size of thear get s array is not being queried, a return of O indicates that the call suc-
ceeded. A-1 return value indicates an error occurred @mdo is set to indicate the reason.

ERRORS
[EFAULT] The value specified fdrar get s is invalid.

[EINVAL] The value specified fart ar get s is out of range.

[ENOMEM Insufficient resources arealable to complete the operation.

SEE ALSO
_lwp_park (2), _Iwp_unpark (2), Iwp_wakeup (2)

HISTORY
The_lwp_unpark_all () system call first appearedhtetBSD 5.0.
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NAME
_lwp_wait — wait for light-weight process termination

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>

i nt
_lwp_wait (Iwpid_ t wWwp, lwid_ t OFlwp);
DESCRIPTION
_lwp_wait () suspendsxecution of the calling WP until the LWP specified byl wp terminates. The

specified LWP must not be detachdflw wp is O, then lwp_wait () waits for ay undetached LWP in
the current process.

If r I wp is notNULL, then it points to the location where the LWP ID of the exited LWP is stored.

RETURN VALUES
Upon successful completion)wp_wait () returns a value of 00Otherwise, an error code is returned to

indicate the error.
ERRORS
_lwp_wait () will fail if:
[ESRCH No undetached\WP can be found in the current process corresponding to that specified by
W wp.
[EDEADLK The calling LWP is the only LWP in the process.
[EDEADLK The LWP ID specified by wp is the LWP ID of the calling LWP.

[EINTR] _lwp_wait () was interrupted by a caught signal, or the signal did nat hhe
SA_RESTARTlag set.

SEE ALSO
_lwp_create (2), _lwp_exit (2)

HISTORY
The_lwp_wait () system call first appearedNetBSD 2.0.
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NAME
_lwp_wakeup — make a bBocked light-weight process runnable

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <lwp.h>
i nt
_lwp_wakeup (I wpi d_t | wp);
DESCRIPTION
_lwp_wakeup () makes a blocked LWP runnabl&he blocked LWP must be IlSSLEEPstate. Unblock-

ing the LWP does not guarantee that it will mgkogress; it may block again as soon as it resuasie
tion in the kernel.

RETURN VALUES
Upon successful completionlwp_wakeup () returns a value of 0Otherwise, an error code is returned to
indicate the error.

ERRORS
_lwp_wakeup () will fail if:
[ESRCH No LWP can be found in the current process corresponding to that specifiag by
[ENODEY The specified LWP is not ihSSLEEPstate.
[EBUSY The specified LWP is blocked in an uninterruptible sleep.

HISTORY
The_lwp_wakeup () system call first appeareditetBSD 2.0.
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NAME
accept — accept a connection on a socket

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>
i nt
accept (int s, struct sockaddr Orestrict addr,
socklen_t Orestrict addrlen);

DESCRIPTION
The aguments is a socket that has been created witbket (2), bound to an address whind (2), and is
listening for connections afterlisten (2). Theaccept () argument extracts the first connection request
on the queue of pending connections, createsvasoeket with the same properties ®fand allocates a ne

file descriptor for the soek. If no pending connections are present on the queue, and the socket is not
marked as non-blockingaccept () blocks the caller until a connection is present. If the socket isethark
non-blocking and no pending connections are present on the guweapt () returns an error as described
belon. The accepted socket may not be used to accept more connedtie@riginal sockt s remains

open.

The agumentaddr is a result parameter that is filled in with the address of the connecting @ntitpwn

to the communications layeihe exact format of theddr parameter is determined by the domain in which
the communication is occurringfhe addr | en is a value-result parameter; it should initially contain the
amount of space pointed to laygldr ; on return it will contain the actual length (in bytes) of the address
returned. Thigall is used with connection-based socket types, currentlyS@GBOK_STREAM

It is possible toselect (2) orpoll (2) a socket for the purposes of doingatept () by selecting or
polling it for read.

For certain protocols which require an explicit confirmation, suchSa@sor DATAKIT, accept () can be
thought of as merely dequeuing the next connection request and not implying confirn@aiidgimmation
can be implied by a normal read or write on the fike descriptgrand rejection can be implied by closing
the nev socket.

One can obtain user connection request data without confirming the connection by issavwgsy (2)
call with annmsg_i ovl en of 0 and a non-zerasg_control | en, or by issuing agetsockopt (2)
request. Similarlyone can provide user connection rejection information by issuisgndmsg (2) call
with providing only the control information, or by callisgtsockopt (2).

RETURN VALUES

The call returns -1 on erroif it succeeds, it returns a nongative integer that is a descriptor for the
accepted socket.

ERRORS

Theaccept () will fail if:
[EAGAIN] The socket is marked non-blocking and no connections are present to be accepted.
[EBADH The descriptor is walid.

[ECONNABORTHEDA connection has been aborted.
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[EFAULT]
[EINTR]
[EINVAL]

[EMFILE]
[ENFILE]
[ENOTSOCK
[EOPNOTSUPP

SEE ALSO

NetBSD System Calls Manual ACCEPT (2)

Theaddr parameter is not in a writable part of the user address space.
Theaccept () call has been interrupted by a signal.

The sockt has not been set up to accept connections (usind (2) and
listen (2)).

The per-process descriptor table is full.
The system file table is full.
The descriptor references a file, not a socket.

The referenced socket is not of typ® CK_STREAM

bind (2),connect (2),listen (2),poll (2),select (2),socket (2)

HISTORY

Theaccept () function appeared in 485D.

NetBSD 3.0
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NAME
access — check access permissions of a file or pathname

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
access (const char [path,int node);

DESCRIPTION
Theaccess () function checks the accessibility of the file namegdayh for the access permissions indi-
cated bynode. The value ofrrode is the bitwise inclusie OR of the access permissions to be cleetck
(R_OKfor read permissionV_OKor write permission anX_OKfor execute/search permission) or thdse
tence testF_OK All components of the pathnanpat h are checked for access permissions (including
F_OK.

The real user ID is used in place of théeetive wser ID and the real group access list (including the real
group ID) are used in place of the effeetiD for verifying permission.

If a process has super-usewpéeges and indicates success RorOKor W_OKthe file may not actually ka
read or write permission bits set. If a process has super-ugigeges and indicates success ¥orOK at
least one of the usegroup, or otherxecute bits is set(However, the file may still not bexecutable. See
execve (2).)

RETURN VALUES
If pat h cannot be found or if gnof the desired access modesul not be granted, then a -1 value is
returned; otherwise a O value is returned.

ERRORS
Access to the file is denied if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EROF3 Write access is requested for a file on a read-only file system.

[ETXTBSY Write access is requested for a pure procedure (shaxdfite presently being
executed.

[EACCES$ Permission bits of the file mode do not permit the requested access, or search permis-

sion is denied on a component of the path prefixe owner of a file has permission

checled with respect to théowner” read, write, and>@cute mode bits, members of

the file's goup other than the owner \rea permission checked with respect to the
“group’ mode bits, and all others V& permissions checked with respect to the
“ other’ mode bits.
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[EFAULT] pat h points outside the processllocated address space.
[EIO] An I/O error occurred while reading from or writing to the file system.
SEE ALSO

chmod(2), execve (2),stat (2)

STANDARDS
Theaccess () function conforms t¢SO/IEC9945-1:1990 (POSIX 1").

BUGS
access () is a potential security hole and shoulderde wsed.
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ACCT (2) NetBSD System Calls Manual ACCT (2)

NAME
acct — enable or disable process accounting

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
acct (const char [File);

DESCRIPTION
Theacct () call enables or disables the collection of system accounting records. I§timeestf i | e is a
nil pointer accounting is disabledIf fi | e is anexsting pathname (null-terminated), record collection is
enabled and forvery process initiated which terminates under normal conditions an accounting record is
appended tbi | e. Abnormal conditions of termination are reboots or otatal fsystem problem$kecords
for processes which wer terminate can not be produceddmct ().

For more information on the record structure usedabgt (), see/usr/include/sys/acct.h and
acct (5).

This call is permitted only to the super-user.

NOTES
Accounting is automatically disabled when the file system the accounting file resides on runs out of space; it
is enabled when space once again beconaéiafale. For this purposeacct () creates a kernel thread called
“acctwatch”.

RETURN VALUES
On error —1 is returned. The file must exist and the call maydseised only by the super-user.

ERRORS
acct () will fail if one of the following is true:
[EPERNI The caller is not the super-user.
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.

[EACCE$ Search permission is denied for a component of the path prefix, or the path name is not
a reqular file.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EROF3 The named file resides on a read-only file system.

[EFAULT] fi | e points outside the processllocated address space.

[EIO] An I/O error occurred while reading from or writing to the file system.

Also, acct () fails if failed to create kernel thread describedvab&eefork (2) forerrnovalue.
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SEE ALSO
fork (2),acct (5),sa(8)

HISTORY
An acct () function call appeared in Versiom/AT&T UNIX.
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NAME
adjtime — correct the time to allw synchronization of the system clock

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/time.h>
i nt
adjtime (const struct timeval [delta, struct timeval [l ddelta);

DESCRIPTION
adjtime () makes small adjustments to the system time, as returngetioyeofday  (2), advancing or
retarding it by the time specified by the tirdledel t a. If del t a is negative, the clock is slowed den by
incrementing it more slowly than normal until the correction is complételel t a is positve, a larger
increment than normal is used. Thewkused to perform the correction is generally a fraction of one per
cent. Thusthe time is alays a monotonically increasing functioA time correction from an earlier call to
adjtime () may not be finished wheadjtime () is called agin. If ol ddel t a is non-nil, the structure
pointed to will contain, upon return, the number of microseconds still to be corrected from the earlier call.

This call may be used by time servers that synchronize the clocks of computers in a local arka Seteh
time servers would sto down the clocks of some machines and speed up the clocks of others to bring them
to the &erage network time.

If the calling user is not the super ygsben theadjtime () function in the standard C library will try to use
theclockctl  (4) device if present, thus making possible for nowvilpded users to adjust the system time.
If clockctl  (4) is not present or not accessible, tlaeitime () reverts to theadjtime () system call,
which is restricted to the super user.

RETURN VALUES
A return value of 0 indicates that the call succeededeturn value of —1 indicates that an error occurred,
and in this case an error code is stored in the global vagaiie

ERRORS
adjtime () will fail if:
[EFAULT] An argument points outside the procesfiocated address space.
[EPERNI The process dfective wser ID is not that of the super user.

SEE ALSO

date (1), gettimeofday (2),clockctl  (4),timed (8),timedc (8)
R. Gusella and S. Zatf,SP: The Time Synchronization Protocol for UNIX 4.3BSD

HISTORY
Theadijtime () function call appeared in 883D.

NetBSD 3.0 June 4, 1993 1
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NAME
arm_drain_writebuf — drains the CPU write buffer

LIBRARY
ARM Architecture Library (libarm, —larm)

SYNOPSIS
#include <machine/sysarch.h>
i nt
arm_drain_writebuf 0;

DESCRIPTION

arm_drain_writebuf () will make aure that all the entries in the processor writlfdy are written out to
memory.

Not all processors support this operation (currently only the SA110). Those processes that do not treat this
function as a null-op.

ERRORS
arm_drain_writebuf () will never fail so will aways return O.

REFERENCES
StrongARM Data Sheet
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NAME
arm_sync_icache — clean the CPU data cache and flush the CPU instruction cache

LIBRARY
ARM Architecture Library (libarm, —larm)

SYNOPSIS
#include <machine/sysarch.h>
i nt
arm_sync_icache (u_int addr,int |en);

DESCRIPTION
arm_sync_icache () will make are that all the entries in the processor instruction cache are synchro-
nized with main memory and thatyadata in a write back cache has been cleaned. Some ARM processors
(e.g. SA110) hee sparate instruction and data caches thysdgnamically generated or modified code
needs to be written back fromyadata caches to main memory and the instruction cache needs to be syn-
chronized with main memory.

On such processoesm_sync_icache () will clean the data cache and/@idate the processor instruction
cache to force reloading from main memo@n processors that ke a $ared instruction and data cache
and hae a wite through cache (e.g. ARMG6) no action needs to be taken.

The routine takes a start addresidr and a length en to describe the area of memory that needs to be
cleaned and synchronized.

ERRORS
arm_sync_icache () will never fail so will aways return 0.

REFERENCES
StrongARM Data Sheet
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NAME
bind — bind a name to a socket

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>

i nt
bind (int s, const struct sockaddr [hane, sockl en_t nanel en);

DESCRIPTION
bind () assigns a name to an unnamed sbckVhena cket is created witlsocket (2) it exists in a name
space (address family) but has no name assighiedl () requests thatame be assigned to the sak
nanel en indicates the amount of space pointed tmbye, in bytes.

NOTES
Binding a name in th&NIX domain creates a sagkin the file system that must be deleted by the caller
when it is no longer needed (usinglink  (2)).

The rules used in name binding vary between communication domains. Consult the manual entries in sec-
tion 4 for detailed information.

RETURN VALUES
If the bind is successful, a 0 value is return@d.eturn value of -1 indicates an etrahich is further speci-
fied in the globakrrno.

ERRORS
Thebind () call will fail if:
[EBADH s is not a valid descriptor.
[ENOTSOCK S is not a socket.

[EADDRNOTAVAIL
The specified address is netidable from the local machine.

[EADDRINUSE The specified address is already in use.

[EINVAL] The socket is already bound to an address.

[EINVAL] The family of the socket and that requestechame- >sa_f am | y are not equi-
alent.

[EACCES$ The requested address is protected, and the current user has inadequate permission to
access it.

[EFAULT] The nanme parameter is not in a valid part of the user address space.

The following errors are specific to binding names intR& domain.
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnameceededNAME_MAXharacters, or an entire path name
exceeded®ATH_MAXharacters.
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[ENOENT A prefix component of the path name does not exist.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EIO] An I/O error occurred while making the directory entry or allocating the inode.
[EROF3 The name would reside on a read-only file system.
[EISDIR ] An empty pathname was specified.

SEE ALSO

connect (2),getsockname (2),listen (2),socket (2)

HISTORY
Thebind () function call appeared in 83D.

SECURITY CONSIDERATIONS
bind () was changed iNetBSD 1.4 to preent the binding of a socket to the same port asxistieg soclet
when all of the following is true:
» either of the existing or meaddresses iNADDR_ANY
» the uid of the n& socket is not root, and the uids of the creators of the sockets are different,
» the address is not a multicast address, and
» both sockets are not boundiIdMADDR_ANYwith SO REUSEPORSet.

This prevents an attack where a user could bind to a port with theshéRt'aldress (after setting
SO_REUSEADDRNd ‘steal’ packets destined for a server that bound to the same poftiAMIDR_ANY

bind () was changed inNetBSD 4.0 to honor the user'umask when binding sockets in the local domain.
This was done to match the beilwa of other operating systems, includifigeeBSD OpenBSD and Linux,
and to impree compatibility with some third-party soffave. Pleasaote that this belwor is not portable

If you must bind a local socket in a portable and secasgeyou need to maka drectory with tight permis-
sions and then create the socket inside it.
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NAME
brk , sbrk — change data segment size

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

i nt
brk (voi d Caddr);

void O
sbrk (intptr_t incr);

DESCRIPTION
The brk and sbrk functions are legacy interfaces from bejre the advent of moden virtual memory
management.

Thebrk () andsbrk () functions are used to change the amount of memory allocated in a [Fob&sSseg-
ment. Thg do this by maing the location of the “break”. The break is the first address after the end of the
processs wninitialized data segment (also known as the “BSS”).

While the actual process data segment size maintained by the kernel will amlgrggiarink in page sizes,
these functions all@ setting the break to unalignedhlues (i.e. it may point to greddress inside the last
page of the data segment).

Thebrk () function sets the break &aldr .

The sbrk () function raises the break by at leasicr bytes, thus allocating at leashcr bytes of ne
memory in the data genent. Ifi ncr is neyaive, the break is lowered byncr bytes.

sbrk () returns the prior address of the bredke current value of the program break may be determined by
callingsbrk (0). (Seealsoend (3)).

The getrlimit (2) system call may be used to determine the maximum permissible sizedaftdlseg-
ment; it will not be possible to set the break beyondhMIT_DATA rlim_maxvaue returned from a call
to getrlimit (2), e.g. “etext + rlim.rlim_max”. (seend (3) for the definition oktex).

RETURN VALUES
brk () returns 0 if successful; otherwise —1 wattino set to indicate withe allocation failed.

Thesbrk () function returns the prior break value if successful; otherwiggd((y—1) is returned andrrno
is set to indicate whthe allocation failed.

ERRORS
brk () orsbrk () will fail and no additional memory will be allocated if one of the following are true:
[ENOMEM The limit, as set bgetrlimit (2), was exceeded.
[ENOMEM The maximum possible size of a data segment (compiled into the systsn) w
exceeded.
[ENOMEM Insufficient space existed in the swap area to support the expansion.
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SEE ALSO
execve (2), getrlimit (2), mmaygg2), end (3), free (3), malloc (3),sysconf (3)

HISTORY
A brk () function call appeared in VersiomT&T UNIX .

BUGS
Note that mixindork () andsbrk () with malloc (3),free (3), and similar functions may result in non-por
table program behavioiCaution is advised.

Setting the break may fail due to a temporary lack of swap speisenot possible to distinguish this from a
failure caused by exceeding the maximum size of the data segment without comyaiitingt (2).
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NAME
chdir ,fchdir — change current working directory

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
chdir (const char [pat h);
i nt
fchdir (i nt fd);

DESCRIPTION
The pat h argument points to the pathname of a directdrige chdir () function causes the named direc-
tory to become the currentorking directory that is, the starting point for path searches of pathnames not
beginning with a slash/ ".

Thefchdir () function causes the directory referenced dyto become the current working directotlye
starting point for path searches of pathnames not beginning with a sfash, *

In order for a directory to become the current directargrocess must ha exeute (search) access to the
directory.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
chdir () will fail and the current warking directory will be unchanged if one or more of the following are
true:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named directory does not exist.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EACCES$ Search permission is denied folyamomponent of the path name.

[EFAULT] pat h points outside the processllocated address space.

[EIO] An I/O error occurred while reading from or writing to the file system.

fchdir () will fail and the current wrking directory will be unchanged if one or more of the following are
true:

[EACCES$ Search permission is denied for the directory referenced by the file descriptor.
[ENOTDIR The file descriptor does not reference a directory.

[EBADH The argument d is not a valid file descriptor.
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[EPERNI The agumentf d references a directory which is not at or betbe current process’
root directory.

SEE ALSO
chroot (2)

STANDARDS
Thechdir () function conforms teSO/IEC9945-1:1990 (POSIX1").

HISTORY
Thefchdir () function call appeared in 83D.
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NAME
chflags ,Ichflags ,fchflags — setfile flags

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/stat.h>
#include <unistd.h>
i nt
chflags (const char [path, u_l ong flags);
i nt
Ichflags (const char [path, u_l ong fl ags);
i nt
fchflags (int fd, u_l ong flags);

DESCRIPTION
The file whose name is\gn by pat h or referenced by the descriptiod has its flags changed td ags.
For Ichflags (), symbolic links are not tv@rsed and thus their modes may be changed with this call.

The flags specified are formed dwying the following values:

UF_NODUMP Do not dump the file.

UF_IMMUTABLEThe file may not be changed.

UF_APPEND  The file may only be appended to.

UF_OPAQUE The file (if a directory) is opaque for union mounts.
SF_ARCHIVED The file is archied.

SF_IMMUTABLEThe file may not be changed.

SF_APPEND  The file may only be appended to.

TheUF_NODUMRJF_IMMUTABLEUF_APPENDand UF_OPAQUHBags may be set or unset by either the
owner of a file or the suparser except on block and character devices, where only the super-user may set or
unset them.

The SF_ARCHIVED SF_IMMUTABLE and SF_APPENDlags may only be set or unset by the stysar.
Attempts by the non-supeiser to set the super-user only flags are silently ignored. These flags may be set at
ary time, but normally may only be unset when the system is in single-user n{®deinit (8) for
details.)

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, -1 is returned and theagiahblalevrno
is set to indicate the error.

ERRORS
chflags () will fail if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.
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[EACCE$
[ELOOR
[EPERN

[EOPNOTSUPP
[EROFS
[EFAULT]
[EIO]

NetBSD System Calls Manual CHFGS (2)

Search permission is denied for a component of the path prefix.
Too mary symbolic links were encountered in translating the pathname.

The efective wser ID does not match the owner of the file and tfextfe wser ID is
not the supeuser or the efective wser ID is not the super-user and one or more of the
super-user-only flags for the named file would be changed.

The named file resides on a file system that does not support file flags.
The named file resides on a read-only file system.
pat h points outside the processllocated address space.

An I/0O error occurred while reading from or writing to the file system.

fchflags () will fail if:

[EBADH
[EINVAL]
[EPERN

[EOPNOTSUPP
[EROFS
[EIO]

SEE ALSO

The descriptor is not valid.
f d refers to a socket, not to a file.

The efective wser ID does not match the owner of the file and tfextfe wser ID is
not the supeuser or the efective wser ID is not the super-user and one or more of the
super-user-only flags for the file would be changed.

The file resides on a file system that does not support file flags.
The file resides on a read-only file system.

An I/O error occurred while reading from or writing to the file system.

chflags (1),stat (2),init (8), mount_union (8)

HISTORY

The chflags () andfchflags () functions first appeared in 88D. The Ichflags () function first
appeared ilNetBSD 1.5.

NetBSD 3.0
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NAME
chmod, Ichmod , fchmod — change mode of file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/stat.h>
i nt
chmod(const char [path, node_t node);
i nt
Ichmod (const char [path, node_t node);
i nt
fchmod (i nt fd, node_t node);

DESCRIPTION

The functionchmod() sets the file permission bits of the file specified by the pathpernhbd to node.
fchmod () sets the permission bits of the specified file descripdorlchmod () is like chmod() except in
the case where the named file is a symbolic link, in whichlchseod () sets the permission bits of the link,
while chmod() sets the bits of the file the link referencebmod() verifies that the process owner (user)
either owns the file specified fmat h (or f d), or is the supeuser A mode is created fromr'd permission
bit masks defined imys/stat.h O

#define S_IRWXU 0000700 / 0 RWX mask for owner o

#define S_IRUSR 0000400 / OR forowner [

#define S_IWUSR 0000200 / 0w forowner [

#define S_IXUSR 0000100 / O X forowner [

#define S_IRWXG 0000070 /O RWX mask for group o
#define S_IRGRP 0000040 / OR forgroup O
#define S_IWGRP 0000020 / OW forgroup O
#define S_IXGRP 0000010 / O X forgroup O

#define S_IRWXO 0000007 / O RWX mask for other o
#define S_IROTH 0000004 / O R for other o
#define S_IWOTH 0000002 / O W for other o
#define S_IXOTH 0000001 / O X forother o

#define S_ISUID 0004000 / O set user id on execution o
#define S_ISGID 0002000 / O set group id on execution o
#define S_ISVTX 0001000 / 0 save swapped text even after use o

ThelSVTX (thesticky Lit) indicates to the system whickeeutable files are shareable (theaisf) and the
system maintains the program text of the files in the swap area. Thelstiokay only be set by the super
user on shareableeutable files.

If modelSVTX (the ‘sticky bit’) is set on a directoryan wnprivileged user may not delete or rename files of
other users in that directoryrhe sticky bit may be set by gnuser on a directory which the user owns or has
appropriate permission$-or more details of the properties of the stidiit, seesticky (7).

Changing the owner of a file turnd tifie set-useid and set-group-id bits; writing to a file turng dfe set-
userid and set-group-id bits unless the user is the sug@r This makes the system somewhat more secure
by protecting set-used (set-group-id) files from remaining set-user-id (set-group-id) if #ne modified, at

NetBSD 3.0 January 9, 2007 1



CHMOD (2) NetBSD System Calls Manual CHMOD (2)

the expense of a degree of compatibility.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
chmod() andichmod () will fail and the file mode will be unchanged if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.

[EACCES$ Search permission is denied for a component of the path prefix.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EPERNI The efective wser ID does not match the owner of the file and tfectfe wser ID is
not the super-user.

[EPERNI The mode includes the setgid Bi&_ISGID ) but the files goup is neither the &fc-
tive goup ID nor is it in the group access list.

[EROF3 The named file resides on a read-only file system.

[EFAULT] pat h points outside the processllocated address space.

[EIO] An I/O error occurred while reading from or writing to the file system.

[EFTYPH The efective wer ID is not the superser the node includes the stick bit

(S_ISVTX), and pat h does not refer to a directory.
fchmod () will fail if:

[EBADH The descriptor is not valid.

[EINVAL] f d refers to a socket, not to a file.

[EPERNI The efective wser ID does not match the owner of the file and tfectfe wser ID is
not the super-user.

[EPERNI The mode includes the setgid Bi&_ISGID ) but the files goup is neither the &fc-
tive goup ID nor is it in the group access list.

[EROF3 The file resides on a read-only file system.

[EIO] An I/O error occurred while reading from or writing to the file system.

[EFTYPH The efective wer ID is not the superser the node includes the stick bit

(S_ISVTX), andf d does not refer to a directory.

SEE ALSO
chmod(1), chflags (2),chown(2), open (2), stat (2), sticky (7),symlink (7)

STANDARDS
Thechmod() function conforms teSO/IEC 9945-1:1990 (POSIX1").
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HISTORY
Thefchmod () function call appeared in 8%D. Thelchmod () function call appeared iKet8SD 1.3.
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NAME

LIBRA

chown, Ichown , fchown — change owner and group of a file

RY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <unistd.h>

i nt

chown(const char [path, uid_t owner, gid_t group);
i nt

Ichown (const char [path,uid_t owner,gid_t group);
i nt

fchown (int fd, uid_t owner, gid_t group);

DESCRIPTION

The owner ID and group ID of the file namedmt h or referenced by d is changed as specified by the
argument®wner andgr oup. The owner of a file may change theoup to a group of which he or she is
a member but the changewner capability is restricted to the super-user.

When called to change thewoer of a file,chown(), Ichown () and fchown () clear the set-used
(S_ISUID ) hit on the file. When a called to change the group of adiiewn (), Ichown () andfchown ()
clear the set-group-idS(ISGID ) bit on the file. These actions are émkto prgent accidental or mis-
chievous creation of set-user-id and set-group-id programs.

Ichown () is like chown() except in the case where the named file is a symbolic link, in which case
Ichown () changes the owner and group of the link, wbilewn () changes the owner and group of the file
the link references.

fchown () is particularly useful when used in conjunction with the file locking prmesitiseeflock (2)).

One of the owner or group &limay be left unchanged by specifying it as (uid_t)-1 or (gid_t)-1 resplycti

RETURN VALUES

Zero is returned if the operatioraw/ successful; -1 is returned if an error occurs, with a more specific error
code being placed in the global variabteno.

ERRORS

chown () andlchown () will fail and the file will be unchanged if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.

[EACCES$ Search permission is denied for a component of the path prefix.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EPERNI The effectve wser ID is not the super-user.

[EROF3 The named file resides on a read-only file system.
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[EFAULT] pat h points outside the processllocated address space.
[EIO] An I/O error occurred while reading from or writing to the file system.

fchown () will fail if:

[EBADH f d does not refer to a valid descriptor.

[EINVAL] f d refers to a socket, not a file.

[EPERNI The effectve wser ID is not the super-user.

[EROF3 The named file resides on a read-only file system.

[EIO] An I/O error occurred while reading from or writing to the file system.
SEE ALSO

chgrp (1), chmod(2), flock (2), symlink (7), chown(8)

STANDARDS
The chown() function deviates from the semantics definedS@Q/IEC 9945-1:1990 (POSIX1"), which
specifies that, unless the caller is the swser both the set-user-id and set-group-id bits on a file shall be
cleared, rgadless of the file attribute changed@he Ichown () andfchown () functions, as defined by
X/OpenPortability Guide Issue 4, Version 2X¢¢G4.2"), provide the same semantics.

To retain conformance to these standards, compatibility interfaces are providedAnyStixeCompatibility

Library (libposix, —lposix) as follows:

* The chown() function conforms tdSO/IEC 9945-1:1990 (POSIX1") and X/Open Portability Guide
Issue 4, Version 2 KPG4.2").

* The Ichown () and fchown () functions conform toX/Open Portability Guide Issue 4, é/sion 2
(“XPG4.2").

HISTORY
Thefchown () function call appeared in 83D.

The chown () andfchown () functions were changed to follosymbolic links in 4.8SD. Thelchown ()
function call appeared iNetBSD 1.3.
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NAME

LIBRA

chroot — change root directory

RY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <unistd.h>

i nt

chroot (const char [di r name);
i nt

fchroot (i nt fd);

DESCRIPTION

di r name is the address of the pathname of a directeryninated by an ASCIl NULchroot () causes
di r name to become the root directorthat is, the starting point for path searches of pathnangsniirg
with ‘/ .

In order for a directory to become the root directory a process mustelx@ute (search) access for that
directory.

If the current warking directory is not at or under thewneoot directory it is slently set to the n& root
directory It should be noted that, on most other systechspot () has no déct on the process’aurrent
directory.

This call is restricted to the super-user.

Thefchroot () function performs the same operation on an open directory filerkbg the file descriptor
fd.

RETURN VALUES

ERRO

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate an error.

RS
chroot () will fail and the root directory will be unchanged if:
[ENOTDIR A component of the path name is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named directory does not exist.

[EACCES$ Search permission is denied folyamomponent of the path name.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EFAULT] di r name points outside the processllocated address space.

[EIO] An I/O error occurred while reading from or writing to the file system.
[EPERNI The effectve wser ID of the calling process is not the super-user.

fchroot () will fail and the root directory will be unchanged if:
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[EACCES$ Search permission is denied for the directory referenced by the file descriptor.
[EBADH The argument d is not a valid file descriptor.
[EIO] An I/O error occurred while reading from or writing to the file system.
[ENOTDIR The argument d does not reference a directory.
[EPERNI The effectve wser ID of the calling process is not the super-user.

SEE ALSO
chdir (2)

STANDARDS

The chroot () function conforms toX/Open System Interfaces and Headers Issue X8K5"), with the
restriction that the calling processbrking directory must be at or under thevm@ot directory Otherwise,
the working directory is silently set to thewneoot directory; this is an extension to the standard.

chroot () was declared adecy interface, and subsequently reved in IEEE Std 1003.1-2001 fOSIX1").
HISTORY
Thechroot () function call appeared in 888D. Working directory handling was changedNatBSD 1.4 to

prevent one way a process could use a seadmdot () call to a different directory to "escape" from the
restricted subtree. THehroot () function appeared iNetBSD 1.4.
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NAME
clock_settime , clock_gettime  , clock_getres — clock and timer functions

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <time.h>
i nt
clock_settime  (cl ockid_t clock_id, const struct timespec [1p);
i nt
clock_gettime  (cl ockid_t clock_id, struct timespec [1p);
i nt
clock_getres (clockid_t clock_id, struct tinespec [tes);

DESCRIPTION
Theclock_settime () function sets the clock identified Iy ock_i d to the absolute time specified by
t p. If the time specified byp is not a multiple of the resolution of the clotlp is truncated to a multiple
of the resolution.

clock_gettime () function stores the time of the clock identifiedddyock i d into the location speci-
fied byt p.

Theclock_getres () function stores the resolution of the clock identifieccbpck i d into the location
specified by es, unlessr es is NULL

A cl ock_i d of CLOCK_REALTIMEdentifies the realtime clock for the systeffor this clock, the alues
specified byclock_settime () and obtained byglock gettime () represent the amount of time (in
seconds and nanoseconds) since 00:00dwsd@l Coordinated Time, January 1, 1970.

A cl ock_i d of CLOCK_MONOTONIi@entifies a clock that increases at a steady rate (monotonically).
This clock is not affected by calls t@jtime (2) andsettimeofday  (2) and will fail with anEINVAL
error if it's the clock specified in a call tdock_settime (). Theorigin of the clock is unspecified.

If the calling user is not the supeser then theclock_settime () function in the standard C library will
try to use theclockctl  (4) device if present, thus making possible for norvitgged users to set the sys-
tem time. If clockctl (4) is not present or not accessible, thdock settime () reverts to the
clock_settime () system call, which is restricted to the super user.

RETURN VALUES
A value of 0 is returned on succe€3therwise, a value of —1 is returned amchois set to indicate the ertor

ERRORS
Theclock_settime (), clock_gettime () andclock_getres () functions will fail if:
[EINVAL] Thecl ock_i d argument does not specify a known clock.
[ENOSY$ The function is not supported by this implementation.

Theclock_settime () function will fail if:

[EINVAL] Thet p argument is outside the range for the specified clockck i d.
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[EINVAL] Thet p agument specified a nanosecond value less than zero of greater than or equal
1000 million.

[EINVAL] Thecl ock_i d argument is a clock that can not be adjusted.

[EPERNI The calling process does notveahe appropriate prilege to set the specified clock,
clock_id.

Theclock_gettime () function will fail if:

[EFAULT] The t p amgument specifies an address that is not a valid part of the process address
space.

SEE ALSO
ctime (3),time (3),clockctl (4)

STANDARDS

The clock_settime (), clock_gettime () and clock_getres () functions conform toEEE Std
1003.1b-1993 (POsSIX1").
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NAME
clone — spawn n& process with options

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sched.h>

pid_t
clone (int (OQunc)(void [arg), void [stack,int flags, void [CarQg);

pid_t
__clone (int (Hunc)(void Carg), void [ktack,int flags, void [arg);

DESCRIPTION
Theclone system call (and associated library support code) creates proeess in a way that allows the
caller to specify seeral options for the ne process creation.

Unlike fork (2) orvfork (2), in which the child process returns to the call sitene causes the child
process to beginxecution at the function specified Byunc. The agumentar g is passed to the entry

point, as a means for the parent to provide context to the child. The stack pointer for the child process will
be set tast ack. Note that theslone interface requires that the application tniine stack direction for the
architecture, and that the caller initialize #teack argument as appropriate for the stack direction.

Thef | ags amgument specifies geral options that control o the child process is createdhe lower 8
bits of f | ags specify the signal that is to be sent to the parent when the citidd &hefollowing flags
may also be specified by bitwise-or'ing them with the signal value:

CLONE_VM Share the virtual address space with the parBiné address space is shared in the same
way asvfork (2).

CLONE_FS Share the “file system information” with the parent. This include the curreriivg
directory and file creation mask.

CLONE_FILES  Share the file descriptor table with the parent.

CLONE_SIGHANDshare the signal handler set with the paréte that the signal mask isuwee shared
between the parent and the childereif CLONE_SIGHANI set.

CLONE_VFORK Presere the synchronization semantics \dbrk (2); the parent blocks until the child
exits.

Theclone call returns the pid of the child in the parsmintext. Thechild is prasided no return alue,
since it begins»ecution at a different address.

If the child process entry point returns, thealue it returns is passed texit (2), and the child process
exits. Notethat if the child process wants to exit directtyshould use _exit (2), and noexit (3), since
exit (3) will flush and close standard I/O channels, and thereby corrupt the parent prdaessird 1/0
data structures yen with fork (2) it is wrong to callexit (3) since bffered data would then be flushed
twice).

Note thatclone is not intended to be used forweative NetBSD applications. lis provided as a means to
port software originally written for the Linux operating systerniétBSD.
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RETURN VALUES
Same as fofork (2).

ERRORS
Same as fofork (2).

SEE ALSO
chdir (2),chroot (2),fork (2),sigaction (2),sigprocmask (2),umask(2),vfork (2),wait (2)

HISTORY
Theclone () function call appeared iRetBSD 1.6. Itis compatible with the Linux function call of the same
name.

BUGS
The NetBSD implementation oftlone does not implement thELONE_PIDoption that is present in the
Linux implementation.

The NetBSD implementation otlone does not implement theLONE_PTRACIEBption that is present in
the Linux implementation.
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NAME
close — delete a descriptor

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
close (int d);

DESCRIPTION
The close () system call deletes a descriptor from the per-process object reference table. If this is the last
reference to the underlying object, the object will be degieti. For example, on the last close of a file the
currentseekpointer associated with the file is lost; on the last closesotket (2) associated naming infor
mation and queued data are discarded; on the last close of a file holding an advisory lock the lock is released
(seeflock (2)).

When a process exits, all associated descriptors are figesinbe there is a limit on ae# descriptors per
processes, theose () system call is useful when a large quantity of file descriptors are being handled.

When a process calferk (2), all descriptors for the mechild process reference the same objects gs the
did in the parent before thierk (). If a rew process is then to be run usiegecve (2), the process ould
normally inherit these descriptors. Most of the descriptors can be rearrangetiipt(®) or deleted with
close () before theexecve () is attempted, Ut if some of these descriptors will still be needed if the
execve () fails, it is necessary to arrange for them to be closed only @theve () succeedsFor this rea-
son, the system call

fecntl (d, F_SETFD, 1);
is provided, which arranges that a descriptBrwill be closed after a successéxecve (); the system call
fentl (d, F_SETFD, 0);
restores the default, which is to not close descripttr “
RETURN VALUES

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
close () will fail if:
[EBADH d is not an actie descriptor.
[EINTR] An interrupt was recged.
SEE ALSO

accept (2),execve (2),fcntl  (2),flock (2), open(2), pipe (2),socket (2),socketpair (2)

STANDARDS
Theclose () function conforms teSO/IEC9945-1:1990 (POSIX1").
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NAME
connect — initiate a connection on a socket

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>

i nt
connect (int s, const struct sockaddr [hane, socklen_t nanel en);

DESCRIPTION
The parametes is a sockt. Ifit is of typeSOCK_DGRANhis call specifies the peer with which the seick
is to be associated; this address is that to which datagrams are to be sent, and the only address from which
datagrams are to be reoa. If the socket is of typ€OCK_STREAMhis call attempts to maka ®nnec-
tion to another soek. Theother sockt is specified byane, which is an address in the communications
space of the soek. nanel en indicates the amount of space pointed toawye, in bytes. Eacltommuni-
cations space interprets thane parameter in its own &y. Generally sream sockets may successfully
connect () only once; datagram sockets may asenect () multiple times to change their association.
Datagram sockets may disseline association by connecting to awaid address, such as a null address.

If a connect () call is interrupted by a signal, it will return with errno seEIDNTR and the connection
attempt will proceed as if the satkwas non-blocking. Subsequent callscemnect () will set errno to
EALREADY

RETURN VALUES
If the connection or binding succeeds, 0 is return@therwise a -1 is returned, and a more specific error
code is stored ierrno.

ERRORS
Theconnect () call fails if:
[EBADH s is not a valid descriptor.
[ENOTSOCK s is a descriptor for a file, not a socket.

[EADDRNOTAVAIL
The specified address is negiéable on this machine.

[EAFNOSUPPORT Addresses in the specified address family cannot be used with this socket.
[EISCONN The socket is already connected.

[ETIMEDOUT Connection establishment timed out without establishing a connection.
[ECONNREFUSEDThe attempt to connect was forcefully rejected.

[ENETUNREACQH The network isrt reachable from this host.

[EADDRINUSE The address is already in use.

[EFAULT] The nane parameter specifies an area outside the process address space.

[EINPROGRESE The socket is non-blocking and the connection cannot be completed immediately
possible toselect (2) orpoll (2) for completion by selecting or polling the setk
for writing. The success orilure of the connect operation may be determined by
usinggetsockopt (2) to read the soek error status with th8§O_ERRORption at

NetBSD 3.0 May 18, 2004 1



CONNECT (2) NetBSD System Calls Manual CONNECT (2)

theSOL_SOCKETevel. Thereturned socket error status is zero on success, or one of
the error codes listed here on failure.

[EALREADY Either the socket is non-blocking mode or a previous catotmect () was intef
rupted by a signal, and the connection attempt has not yet been completed.

[EINTR] The connection attempt was interrupted by a signal.

The following errors are specific to connecting names inUeX domain. Theserrors may not apply in
future versions of theNIX IPC domain.

[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named socket does not exist.
[EACCES$ Search permission is denied for a component of the path prefix, or write access to the
named socket is denied.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
SEE ALSO

accept (2),getsockname (2),getsockopt (2),poll (2),select (2),socket (2)

HISTORY
Theconnect () function call appeared in 883D.
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NAME

LIBRA

dup, dup2 — duplicate an existing file descriptor

RY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <unistd.h>
i nt

dup(i nt ol dd);

i nt

dup2(i nt ol dd, int newd);

DESCRIPTION

dup() duplicates an existing object descriptor and returns its value to the calling proeesb <
dup (ol dd)). Theargumenwbl dd is a small non-rgetive integer index in the per-process descriptor table.
The value must be less than the size of the table, which is returngetdigblesize (3). Thenew
descriptor returned by the call is the lowest numbered descriptor currently not in use by the process.

The object referenced by the descriptor does not distinguish betheehandnewd in ary way. Thus if

newd andol dd are duplicate references to an open fdad (2), write (2) andlseek (2) calls all moe a

single pointer into the file, and append mode, non-blocking 1/0O and asynchronous 1/O options are shared
between the references. If a separate pointer into the file is desired, a different object reference to the file
must be obtained by issuing an additioopén (2) call. The close-onxec flag on the ng file descriptor is

unset.

In dup2 (), the value of the medescriptomewd is specified.If this descriptor is already in use, the descrip-
tor is first deallocated as ifdose (2) call had been done firstf newd andol dd are the same, the call
has no effect.

RETURN VALUES

The value —1 is returned if an error occurs in either call. The exteanableerrno indicates the cause of
the error.

ERRORS
dup () anddup2 () fail if:
[EBADH ol dd ornewd is not a valid actie descriptor
[EMFILE] Too mary descriptors are acte.

SEE ALSO

accept (2),close (2),fcntl (2), open(2), pipe (2),socket (2),socketpair (2),
getdtablesize 3)

STANDARDS

Thedup () anddup?2 () functions conform téSO/IEC9945-1:1990 (POSIX1").
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NAME
execve — execute a file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
execve (const char [path, char [tonst argv[], char [tonst envp[]);

DESCRIPTION
execve () transforms the calling process into avi@ocess. The&ew process is constructed from an ordi-
nary file, whose name is pointed to pgt h, called thenew process file This file is either anxecutable
object file, or a file of data for an interpretémn executable object file consists of an identifying heattsr
lowed by pages of data representing the initial progrart) (gad initialized data pages. Additional pages
may be specified by the header to be initialized with zero dateg.@eae (5).

An interpreter file begins with a line of the form:
#! interpreter[arg]

When an interpreter file sxecve ()d the system runs the specifiaterpreter If the optionalarg is speci-
fied, it becomes the firstgument to thenterpreter, and the name of the originalxecve ()d file becomes
the second argument; otherwise, the name of the origieedlgve ()d file becomes the firstgument. The
original arguments are shiftegtas to become the subsequengaments. Theeroth argument, normally the
name of theexecve ()d file, is left unchangedThe interpreter named bigterpretermust not itself be an
interpreter file. (Sescript (7) for a detailed discussion of interpreter fikegution.)

The agumentar gv is a pointer to a null-terminated array of character pointers to null-terminated character
strings. Thesetrings construct the argument list to be maghilable to the ne process. Bycustom, the
first element should be the name of thkecaeted program (for example, the last componeptadth).

The agumentenvp is also a pointer to a null-terminated array of character pointers to null-terminated
strings. Apointer to this array is normally stored in the glotsiableenviron These strings pass informa-
tion to the ne process that is not directly an argument to the commanc:(sa@®n (7)).

File descriptors open in the calling process image remain open invii@oeess image, except for those for
which the close-onx&c flag is set (seelose (2) andfcntl (2)). Descriptorghat remain open are unaf-
fected byexecve ().

In the case of a mesetuid or setgid xecutable being ecuted, if file descriptors 0, 1, or 2 (representing

stdin, stdout, and stderr) are currently unallocated, these descriptors will be opened to point to some system
file like /dev/null . The intent is to ensure these descriptors are not unallocated, singdilonaries

malke assumptions about the use of these 3 file descriptors.

Signals set to be ignored in the calling process are set to be ignored iwtp@cess. Signalahich are set

to be caught in the calling process image are set tuldefction in the ne process imageBlocked signals

remain blocked mgardless of changes to the signal action. The signal stack is reset to be undefined (see
sigaction  (2) for more information).

If the set-user-ID mode bit of thewerocess image file is set (selemod(2)), the efective wser ID of the
new process image is set to the owner ID of the peocess image filelf the set-group-ID mode bit of the
new process image file is set, thdegftive goup ID of the ne process image is set to the group ID of the
new process image file. (Thefettive goup ID is the first element of the group list.) The real user ID, real
group ID and other group IDs of thewprocess image remain the same as the calling process irAfige.
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ary set-usetlD and set-group-ID processing, thdeetive wser ID is recorded as thevsd set-useflD, and
the efective goup ID is recorded as theved set-group-ID. Thesedues may be used in changing the
effective IDs later (sesetuid (2)).

The nev process also inherits the following attributes from the calling process:

process ID segetpid (2)
parent process ID  seetppid (2)
process group ID  sagetpgrp (2)

access groups sgetgroups (2)

working directory  seehdir (2)

root directory seehroot (2)

control terminal setermios (4)

resource usages sgetrusage (2)

interval timers segetitimer  (2)

resource limits segetrlimit (2)

file mode mask seemask(2)

signal mask sesigaction  (2), sigprocmask (2)

When a program isxecuted as a result of @axecve () call, it is entered as follows:
main(argc, argv, envp)
int argc;
char [Margv, [Menvp;

wherear gc is the number of elements @ gv (the “aig count”) andar gv points to the array of character
pointers to the arguments themselves.

RETURN VALUES
As theexecve () function oserlays the current process image with avrgocess image the successful call
has no process to return th.execve () does return to the calling process an error has occurred; the return
value will be -1 and the global varialdernois set to indicate the error.

ERRORS
execve () will fail and return to the calling process if:

[EAGAIN] A setuid (7) process hasxeeeded the current resource limit for the number of pro-
cesses it is allowed to run concurrently.

[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The nev process file does not exist.

[ENOENT The nev process file is a script starting with and the script interpreter does not
exist.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EACCE$ Search permission is denied for a component of the path prefix,whgroeess file is

not an ordinary file, its file mode denieseeute permission, or it is on a filesystem
mounted with grecution disabledNINT_NOEXE( [3ys/mount.h 0.

[ENOEXEC The nev process file has the appropriate access permission, but haglah nimagic
number in its header.
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[ETXTBSY The nev process file is a pure procedure (shared text) file that is currently open for
writing or reading by some process.

[ENOMEM The nev process requires more virtual memory than isvadld by the imposed maxi-
mum (getrlimit 2)).

[E2BIG] The number of bytes in the weprocesss agument list is lager than the system-
imposed limit. The limit in the system as released is 262144 byWSARGSN
[$ys/param.h [

[EFAULT] The nev process file is not as long as indicated by the size values in its header.
[EFAULT] pat h, ar gv, or envp point to an illgd address.
[EIO] An I/O error occurred while reading from the file system.

SEE ALSO

_exit (2),fork (2),execl (3),environ (7),script (7)

STANDARDS
Theexecve () function conforms téSO/IEC9945-1:1990 (POSIX 1").

HISTORY
Theexecve () function call first appeared in VersiorAT&T UNIX .

BUGS

If a program issetuidto a non-supeuser but is executed when the realid is “root”, then the program has
some of the powers of a super-user as well.
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NAME
extattr_get fd , extattr_set_fd , extattr_delete fd , extattr_list_fd ,
extattr_get_file , extattr_set file , extattr_delete_file , extattr_list_file ,
extattr_get_link , extattr_set_link , extattr_delete_link , extattr_list_link —

system calls to manipulate VFS extended attributes

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/extattr.h>

ssize t

extattr_get fd (int fd,int attrnamespace, const char [attrnane, void [data,
size_t nbytes);

i nt

extattr_set_fd (int fd,int attrnamespace, const char [Attrnane,
const void [data, size_t nbytes);

i nt

extattr_delete_fd (int fd,int attrnamespace, const char [attrnane);

Ssi ze_t

extattr_list_fd (int fd,int attrnamespace, void [data, size_t nbytes);

ssize t

extattr_get_file (const char [path,int attrnanmespace, const char [attrnane,
voi d [data, size_t nbytes);

i nt

extattr_set_file (const char [path,int attrnamespace, const char [Cattrnane,
const voi d [data, size_t nbytes);

i nt

extattr_delete_file (const char [path,int attrnanmespace,
const char [Attrnane);

ssize t

extattr_list_file (const char [path,int attrnamespace, void [data,
size_t nbytes);

ssize t

extattr_get_link (const char [path,int attrnanmespace, const char [attrnane,
voi d [data, size_t nbytes);

i nt

extattr_set_link (const char [path,int attrnamespace, const char [Cattrnane,
const voi d [data, size_t nbytes);

i nt

extattr_delete_link (const char [path,int attrnanespace,
const char [Attrnane);

Ssi ze_t

extattr_list_link (const char [path,int attrnanespace, void [Mata,

size_t nbytes);
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DESCRIPTION
Named extended attubes are meta-data associated with vnodes representing files and diredibeegs.
exist as hame=value " pairs within a set of namespaces.

The extattr_get_file () system call retriees the value of the specifiecktended attribute into aufffer
pointed to bydat a of sizenbyt es. Theextattr_set_file () system call sets the value of the speci-
fied extended attribute to the data describeddilya. Theextattr_delete_file () system call deletes
the extended attribute specifiedhe extattr_list_file () returns a list of attributes present in the
requested namespace, separated by ASCIl 0 (nul) charactérs. extattr_get file () and
extattr_list_file () calls consume thelat a and nbyt es amguments in the style ofead (2);
extattr_set_file () consumes these arguments in the stylergé (2).

If dat a isNULLIin a call toextattr_get_file () then the size of defined extended attribute data will be
returned, rather than the quantity read, permitting applications to test the size of the data without performing
aread.

The extattr_delete_link (), extattr_get_link (), and extattr_set_link () system calls
behae in the same way as their _file counterparts, except thattheot follow symlinks.

The extattr_get_fd (), extattr_set_fd (), and extattr_delete_fd () calls are identical to
their " _file " counterparts except for the firsgament. The'_fd " functions tak a fle descriptorwhile
the " file " functions tak a mth. Botharguments describe a file associated with tttereded attribute that
should be manipulated.

The following arguments are common to all the system calls described here:
attrnanespace the namespace in which the extended attribute residesxsge  (9)
attrnane the name of the extended attribute

Named extended attribute semantiesyvby file system implementing the call. Not all operations may be
supported for a particular attute. Additionally the format of the data iat a is attribute-specific.

For more information on named extended attributes, pleasextatr  (9).

RETURN VALUES
If successful, thextattr_get_file () andextattr_set_file () calls return the number of bytes
that were read or written from tliat a, respectiely, or if dat a was NULL, thenextattr_get_file 0
returns the number of bytesadable to read. If ay of the calls are unsuccessful, the value -1 is returned
and the global variablerrnois set to indicate the error.

The extattr_delete_file () function returns the alue O if successful; otherwise the value -1 is
returned and the global varialdernois set to indicate the error.

ERRORS
The following errors may be returned by the system calls theesseldditionally the file system imple-
menting the call may return yaother errors it desires.

[EFAULT] The at t r nanmespace andat t r name aguments, or the memory range defined by
dat a andnbyt es point outside the processllocated address space.

[ENAMETOOLONGThe attribute name was longer tHBKTATTR_MAXNAMELEN

The extattr_get_fd (), extattr_set_fd (), andextattr_delete_fd () system calls may also
fail if:
[EBADH The file descriptor referenced byl was invdid.
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Additionally, the extattr_get_file (), extattr_set_file (), and extattr_delete_file 0
calls may also fail due to the following errors:

[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathname exceeded 255 characters, or an entire patixcesdec
1023 characters.

[ENOENT A component of the path name that must exist does not exist.
[EACCES$ Search permission is denied for a component of the path prefix.
SEE ALSO

getextattr (1), extattr  (3), extattr  (9)

HISTORY

Extended attribute support wasvdeped as part of th&rustedBSDProject, and introduced ifreeBSD5.0

andNetBSD 3.0. Itwas devdoped to support securitinsions requiring additional labels to be associated
with each file or directory.

CAVEATS

This interfaice is under aete devdopment, and as such is subject to change as applications are adapted to use
it. Developers are discouraged from relying on its stability.
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NAME
fcntl  — file descriptor control

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <fcntl.h>
i nt
fentt (int fd,int cmd, .. .);

DESCRIPTION
fcntl () provides for controlwer descriptors. Thargumenf d is a descriptor to be operated ondayd as
described belm. The third parameter is called g and is technically a pointer twid, but it is interpreted
as an int by some commands and ignored by others.

Commands are:
F_DUPFD Return a ne descriptor as follows:

* Lowest humberedvailable descriptor greater than or equalatog, which is inter
preted as an int.

» Same object references as the original descriptor.

* New descriptor shares the same file offset if the object was a file.

» Same access mode (read, write or read/write).

« Same file status flags (i.e., both file descriptors share the same file status flags).

» The close-onxc flag associated with the wdfile descriptor is cleared to remain
open acrosexecve (2) system calls.

F _GETFD Get the close-onxec flag associated with the file descripfad as FD_CLOEXEC If the
returned value ANDed witkRD_CLOEXEGs 0, the file will remain open acrosgec (), oth-
erwise the file will be closed uporeeution ofexec () (ar g is ignored).

F_SETFD Set the close-onxec flag associated withfd to arg, where arg is either 0 or
FD_CLOEXE(as ascribed abee.

F_GETFL Get descriptor status flags, as describedw&o g is ignored).
F_SETFL  Set descriptor status flagsaog, which is interpreted as an int.

F_GETOWN Get the process ID or process group currently vawpSIGIO andSIGURGsignals; process
groups are returned asgave values ér g is ignored).

F_SETOWN Set the process or process group to wec8IGIO and SIGURGsignals; process groups are
specified by supplyingr g as ngative, otherwisear g is interpreted as a process IDhe
argumentr g is interpreted as an int.

F_CLOSEM Close all file descriptors greater than or equéldo
F_MAXFD Return the maximum file descriptor number currently open by the process.
The flags for thé&_GETFLandF_SETFL flags are as follows:

O_NONBLOCK Non-blocking 1/O; if no data isvailable to aread (2) call, or if awrite (2) operation
would block, the read or write call returns —1 with the eEAGAIN
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O_APPEND  Force each write to append at the end of file; corresponds t® tAdPPENDflag of
open (2).

O_ASYNC Enable theSIGIO signal to be sent to the process group when 1/O is possible, e.g., upon
availability of data to be read.

Several commands arevailable for doing advisory file locking; tlgeall operate on the following structure:

struct flock {

off t | start; / O starting offset o

off t | len; / O len = 0 means until end of file o
pid_t |_pid; / O lock owner o

short | type; / O lock type: read/write, etc. o
short | _whence; / O type of |_start o

h
The commandsvailable for advisory record locking are as follows:

F_GETLK Get the first lock that blocks the lock description pointed to by the tigtdreant,ar g, taken
as a pointer to atruct fl ock (see abee). Theinformation retriged overwrites the
information passed tizntl  in thef | ock structure. Ifno lock is found that would pvent
this lock from being created, the structure is left unchanged by this functionasit éor the
lock typel _t ype, which is set td&=_UNLCK

F_SETLK Set or clear a file genent lock according to the lock description pointed to by the thing ar
ment,ar g, taken as a pointer tost r uct fl ock (see abee). Asspecified by the value of
| _type, F_SETLKIis used to establish shared (or read) lotksRDLCK) or exclusive (or
write) locks, (F_WRLCH, as well as remue dther type of lock(F_UNLCK). If a shared or
exclusive lock cannot be sefigntl  returns immediately witEAGAIN

F_SETLKW This command is the sameRsSETLK except that if a shared or@usive lock is blocked by
other locks, the process waits until the request can be satifeedignal that is to be caught
is receved while fcntl  is waiting for a region, thé&ntl  will be interrupted if the signal
handler has not specified tB&_RESTARTseesigaction (2)).

When a shared lock has been set organsat of a file, other processes can set shared locks ongherde
or a portion of it. A shared lock preents aly other process from setting arctusive lock on aw portion of
the protected area@ request for a shared lock fails if the file descriptor was not opened with read access.

An exclusive lock prevents aly other process from setting a shared lock orarusive lock on ag portion
of the protected aredA request for an exclug lock fails if the file was not opened with write access.

The value ofl _whence is SEEK_SET SEEK_CURor SEEK_ENDto indicate that the relat dfset,

| _start bytes, will be measured from the start of the file, current position, or end of the file, xebpecti
The value ofl _| en is the number of consecuti bytes to be lockd. Ifl _| en is neydive, the result is
undefined. Theé _pi d field is only used witi-_GETLKto return the process ID of the process holding a
blocking lock. After a successfil GETLKrequest, the value 6f whence is SEEK_SET

Locks may start and extend beyond the current end of a file, but may not start or extend befgiartimg be
of the file. A lock is set to extend to the largest possible value of the file offset for that fileeh is set to
zero. Ifl _whence andl _start point to the beginning of the file, ahd | en is zero, the entire file is
locked. Ifan application wishes only to do entire file locking, flbek (2) system call is much morefief
cient.

There is at most one type of lock set for each byte in theBigdore a successful return from BnSETLK
or anF_SETLKWequest when the calling process has previousstieg locks on bytes in the region speci-
fied by the request, the previous lock type for each byte in the specdied i replaced by the welock
type. Asspecified abee under the descriptions of shared locks ardlusive locks, anF_SETLK or an
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F_SETLKWequest fails or blocks respaaly when another process hadsting locks on bytes in the spec-
ified region and the type of yof those locks conflicts with the type specified in the request.

This interfice follows the completely stupid semanticab&T System VUNIX andIEEE Std 1003.1-1988
(“POSIX1") that require that all locks associated with a file forvergprocess are remved whenany file
descriptor for that file is closed by that proce$his semantic means that applications mustviseof ary
files that a subroutine library may acceBsr example if an application for updating the passivfile locks
the password file database while making the update, and themetpignam (3) to retrizze a ecord, the
lock will be lost becausgetpwnam (3) opens, reads, and closes the password database. The database close
will release all locks that the process has associated with the databemsd, the library routine neer
requested a lock on the database. Another minor semantic problem with thecanisrthat locks are not
inherited by a child process created usingftrk (2) function. Theflock (2) interface has much more
rational last close semantics and allows locks to be inherited by child proc€sdisg flock (2) is rec-
ommended for applications that want to ensure thayriyeof their locks when using library routines or
wish to pass locks to their children. Note thatk (2) andfcntl  locks may be safely used concurrently

All locks associated with a file for augh process are renved when the process terminates.

A potential for deadlock occurs if a process controlling a lockgibmeis put to sleep by attempting to lock
the locked region of another proceskhis implementation detects that sleeping until a locked region is
unlocked would cause a deadlock and fails witteBft ADLKerror.

RETURN VALUES
Upon successful completion, the value returned dependswas follows:

F_DUPFD A new file descriptor.
F_GETFD Value of flag (only the low-order bit is defined).
F_GETFL Value of flags.
F_GETOWN Value of file descriptor owner.
F_MAXFD Value of the highest file descriptor open by the process.
other Value other than -1.

Otherwise, a value of —1 is returned amthois set to indicate the error.

ERRORS

fentl () will fail if:

[EAGAIN] The agumentarg is F_SETLK the type of lock (I _type) is a $ared lock
(F_RDLCK) or exclusie lock (F_WRLCH, and the segment of a file to be locked is
already &clusive-locked by another process; or the type isxiusive lock and some
portion of the segment of a file to be ledkis already shared-locked ofckisive-
locked by another process.

[EBADH fil des is not a valid open file descriptor.

The agumentcnd is F_SETLK or F_SETLKW the type of lock(l _type) is a
shared lock(F_RDLCK), andfi | des is not a walid file descriptor open for reading.

The agumentcnd is F_SETLK or F_SETLKW the type of lock(l _type) is an
exclusive lock (F_WRLCHK, andfi | des is not a valid file descriptor open for writ-

ing.
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[EDEADLK
[EINTR]
[EINVAL]

[EMFILE]

[ENFILE]

[ENOLCK

[ESRCH

SEE ALSO
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The argumentnd is F_SETLKWand a deadlock condition was detected.
The argumentnd is F_SETLKWand the function was interrupted by a signal.

cnd is F_DUPFDandar g is ngyaive a greater than the maximum alfable number
(seegetdtablesize 3)).

The agumentcnd is F_GETLK F_SETLK or F_SETLKWand the data to which
ar g points is not valid, of i | des refers to a file that does not support locking.

The agumentcnd is F_DUPFDand the maximum number of file descriptors permit-
ted for the process are already in use, or no file descriptors greater than or equal to
ar g are aailable.

cnd is F_DUPFDand system-wide the maximum allowed number of file descriptors
are currently open.

The agumentcnd is F_SETLK or F_SETLKW and satisfying the lock or unlock
request would result in the number of locked regions in the systeeeding a sys-
tem-imposed limit.

cnd is F_SETOWI/dNd the process ID\gn as agument is not in use.

close (2),execve (2),flock (2),open(2),sigaction (2), getdtablesize 3)

STANDARDS

Thefentl () function conforms teSO/IEC 9945-1:1990 (POSIX1").

HISTORY

Thefentl () function call appeared in 483D.

NetBSD 3.0
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NAME
fdatasync — synchronize the data of a file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

i nt
fdatasync (i nt fd);

DESCRIPTION
The fdatasync () function forces all modified data associated with the file descfiptdo be flushed to
stable storage.

The functionality is as described ftaync (2), with the exception that file status information need not be
synchronized, which may result in a performance gain, compar&yro (2). This behaiour is com-
monly known asynchronized 1/O data integrity completion.

RETURN VALUES
A value of 0 is returned on success. Otherwise, a value —1 is returnedramis set to indicate the error.

ERRORS
Thefdatasync () function will fail if:
[EBADH Thef d argument is not a valid file descriptor open for writing.
[EINVAL] This implementation does not support synchronized 1/O for this file.
[ENOSY$ Thefdatasync () function is not supported by this implementation.

In the event that ay of the I/O operations to be performedllffdatasync () returns the error conditions
defined forread (2) andwrite (2), and outstanding I/O operations are not guaranteedviollean com-
pleted.

SEE ALSO
fsync (2),open(2),read (2), write (2)

STANDARDS
Thefdatasync () function conforms téEEE Std 1003.1b-1993 POSIX 1").
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NAME
fhopen , fhstat , fhstatvfs — access file via file handle

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
i nt
fhopen (const void [0 hp,size_ t fh_size,int flags);
#include <sys/stat.h>
i nt
fhstat (const void O hp,size_t fh_size,struct stat [Eb);
#include <sys/statvfs.h>
i nt
fhstatvfs  (const void O hp,size t fh_size, struct statvfs [buf);
i nt
fhstatvfsl  (const void [fhp, size_t fh_size, struct statvfs [buf,int flags);

DESCRIPTION
These functions prdde a means to access a fileagi the opaque file handfehp and the sizé h_si ze of
the opaque object as returned dwtfh (2). Asthis method bypasses directory access restrictions, these
calls are restricted to the superuser.

fhopen () opens the file referenced bjp for reading and/or writing as specified by thguamentf | ags
and returns the file descriptor to the calling procddsef | ags are specified bpr'ing together the flags
used for thepen (2) call. All said flags are valid except for CREAT

fhstat (), fhstatvfs (), andfhstatvfsl () provide the functionality of thistat (2), fstatvfs  (2),
andfstatvfsl  (2) calls except that tlyereturn information for the file referred to byp rather than an
open file.

RETURN VALUES
Upon successful completioffiopen () returns the file descriptor for the opened file, wiffistat (),

fhstatvfs (), andfhstatvfsl () return 0. Otherwise, -1 is returned armrno is set to indicate the
error.

ERRORS

In addition to the errors returned bpen (2), fstat  (2), fstatvfs  (2), andfstatvfsl  (2), respectiely,
fhopen (), fhstat (), fhstatvfs (), andfhstatvfsl () will return

[EINVAL] Calling fhopen () with O_CREATset or ivalid f h_si ze.
[ESTALE] The file handld hp is no longer valid.
SEE ALSO

fstat (2),fstatvfs  (2),fstatvfsl  (2),getth (2), open(2)
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HISTORY
The fhopen (), and fhstat () functions first appeared iNeBSD 1.5. Thefhstatvfs () function
replacedhstatfs () in NetBSD 3.0.
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NAME
flock — apply or remae an advisory lock on an open file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <fcntl.h>
#define LOCK_SH 1 / O shared lock o
#define LOCK_EX 2 / O exclusive lock o
#define LOCK_NB 4 /O don'’t block when locking o
#define LOCK_UN 8 /[ Owunlock O
i nt

flock (int fd,int operation);

DESCRIPTION
flock () applies or remees an advisorylock on the file associated with the file descrigtdr A lock is
applied by specifying anper at i on parameter that is one &@OCK_SHor LOCK_EXwith the optional
addition ofLOCK_NB To unlock an existing locloperation  should bd OCK_UN

Advisory locks allev cooperating processes to perform consistent operations on fitedp Imot guarantee
consisteng (i.e., processes may still access files without using advisory locks possibly resulting in inconsis-
tencies).

The locking mechanism allows dwtypes of lockssharedlocks andexclusivelocks. Atary time multiple
shared locks may be applied to a file, but at no time are multiplasee, or both shared andxelusive,
locks allowed simultaneously on a file.

A shared lock may bepgradedto an eclusie lock, and vice versa, simply by specifying the appropriate
lock type; this results in the previous lock being released and whéonk applied (possibly after other pro-
cesses hee cuined and released the lock).

Requesting a lock on an object that is already locked normally causes the caller to be blocked until the lock
may be acquiredlf LOCK_NBis included inoper at i on, then this will not happen; instead the call will
fail and the erroEAGAINwiIll be returned.

NOTES
Locks are on files, not file descriptors. That is, file descriptors duplicated tratap@®) orfork (2) do not
result in multiple instances of a lock, but rather multiple references to a singlelfi@ackrocess holding a
lock on a file forks and the child explicitly unlocks the file, the parent will lose its lock.

Processes blockedvaiting a lock may bewakened by signals.
RETURN VALUES

Zero is returned if the operatiora® successful; on an error a -1 is returned and an error code is left in the
global locatiorerrno.

ERRORS
Theflock () call fails if:
[EAGAIN] The file is locked and theOCK_NBoption was specified.
[EBADH The argument d is an irvalid descriptor.
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[EOPNOTSUHPP  The argument d refers to an object other than a file.

[EINVAL] The agument operati on does not include one ofOCK_EX LOCK_SH or
LOCK_UN

SEE ALSO
close (2),dup(2),execve (2),fork (2),open(2)

HISTORY
Theflock () function call appeared in 483D.
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NAME
fork — create a n& process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

pid_t
fork (voi d);

DESCRIPTION
fork () causes creation of awgrocess. Theewn process (child process) is an exactycop the calling
process (parent process) except for the following:

» The child process has a unique process ID.
» The child process has a different parent process ID (i.e., the process ID of the parent process).

» The child process has its own gopf the parens descriptors. Thesdescriptors reference the
same underlying objects, so that, for instance, file pointers in file objects are shared between the
child and the parent, so that lseek (2) on a descriptor in the child process can affect a subse-
quentread (2) orwrite (2) by the parent.This descriptor copying is also used by the shell to
establish standard input and output for newly created processes as well as to set up pipes.

* The child process’ resource utilizations are set to Ossekmit (2).

In general, the child process should cadkit (2) rather tharexit (3). Otherwiseary stdio huffers that
exist both in the parent and child will be flushed twicgimilarly, _exit (2) should be used to pwent
atexit (3) routines from being called twice (once in the parent and once in the child).

In case of a threaded program, only the thread cdbirkg () is still running in the child processes.

Child processes of a threaded programwehalditional restrictions, a child must only call functions that are
async-signal-safe. éry fav functions are asynchronously safe and applications should mekthe call
exec (3) as soon as possible.

RETURN VALUES
Upon successful completiofgrk () returns a a&lue of 0 to the child process and returns the process ID of
the child process to the parent process. Otherwisalug wf -1 is returned to the parent process, no child
process is created, and the global varigbteois set to indicate the error.

ERRORS
fork () will fail and no child process will be created if:

[EAGAIN] The system-imposed limit on the total number of processes uxatition would be xceeded.
This limit is configuration-dependent.

[EAGAIN] The limit RLIMIT_NPROC on the total number of processes undescetion by this user id
would be exceeded.

[ENOMEM There is insufficient swap space for thevi@ocess.

SEE ALSO
execve (2), setrlimit (2), vfork (2),wait (2), pthread_atfork 3)
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STANDARDS
Thefork () function conforms téSO/IEC9945-1:1990 (POSIX 1").

HISTORY
A fork () system call appeared in VersiomB&T UNIX .
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NAME
fsync ,fsync_range — synchronize a files in-core state with that on disk

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <unistd.h>

i nt

fsync (i nt fd);

i nt

fsync_ range (int fd,int how, off t start,off_t |ength);
DESCRIPTION

fsync () causes all modified data and attribute$ @to be meed to a germanent storage dee. Thisnor-
mally results in all in-core modified copies of buffers for the associated file to be written to a disk.

fsync () should be used by programs that require a file to be in a known state, for example, in building a
simple transaction facility.

fsync_range () causes all modified data startingsatar t for lengthl engt h of f d to be written to per
manent storage. Note thiaiync_range () requires that the filed must be open for writing.

fsync_range () may flush the file data in one ofdwnanners:
FDATASYNCSynchronize the file data and sufficient meta-data to vettie data for the specified range.
FFILESYNC Synchronize all modified file data and meta-data for the specified range.

By default, fsync_range () does not flush disk caches, assuming that storage media are able to ensure
completed writes are transfered to medide FDI SKSYNC flag may be included in theow parameter to
trigger flushing of all disk caches for the file.

If thel engt h parameter is zerdsync_range () will synchronize all of the file data.

RETURN VALUES
A 0 value is returned on success.—1 value indicates an error.

ERRORS
fsync () orfsync_range () fail if:
[EBADH f d is not a valid descriptor.
[EINVAL] f d refers to a socket, not to a file.
[EIO] An I/O error occurred while reading from or writing to the file system.

Additionally, fsync_range () fails if:

[EBADH f d is not open for writing.
[EINVAL] start +1 engt hislessthast art .
NOTES

For optimal eficiengy, thefsync_range () call requires that the file system containing the file referenced
by f d support partial synchronization of file dateor file systems which do not support partial synchroniza-
tion, the entire file will be synchronized and the call will be thewabgnt of callingfsync ().
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SEE ALSO
sync (2), sync (8)

HISTORY
Thefsync () function call appeared in 483D.

Thefsync_range () function call first appeared MetBSD 2.0 and is modeled after the functiorsitable
in AlX.
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NAME
getcontext , setcontext — get and set current user context

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <ucontext.h>
i nt
getcontext (ucontext _t [ucp);
i nt
setcontext (const ucontext _t [ucp);

DESCRIPTION
Thegetcontext () function initializes the object pointed to bgp to the current user context of the call-
ing thread. The user context defines a theasécution ewironment and includes the contents of its
machine registers, its signal mask, and its curnestiLgion stack.

The setcontext () function restores the user coxttelefined in the object pointed to lnep as most
recently initialized by a previous call to eithgetcontext () or makecontext (3). If successful,xecu-

tion of the program resumes as defined inubp agument, andsetcontext () will not return. If ucp

was initialized by thegetcontext () function, programecution continues as if the correspondingpira-

tion of getcontext () had just returned (successfullyif. ucp was initialized by themakecontext (3)
function, program >ecution continues with the function (and function arguments) passed to
makecontext (3).

RETURN VALUES
On successful completiometcontext () returns 0 andetcontext () does not return. Otherwise a
value of -1 is returned arglrnois set to indicate the error.

ERRORS
Thegetcontext () andsetcontext () functions will fail if:
[EFAULT] Theucp argument points to anvalid address.
Thesetcontext () function will fail if:
[EINVAL] The contents of the datum pointed touxyp are irvalid.
SEE ALSO

sigprocmask (2),longjmp (3), makecontext (3),setjimp (3), swapcontext (3)

STANDARDS
The getcontext () and setcontext () functions conform taX/Open System Interfaces and Headers
Issue 5 (XSH5"). Theerrnoindications are an extension to the standard.

HISTORY
Thegetcontext () andsetcontext () functions first appeared AT&T System V.4UNIX.
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NAME
getdents — get directory entries in a filesystem independent format

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <dirent.h>
i nt
getdents (int fd, char [buf, size_t nbytes);

DESCRIPTION
getdents () reads directory entries from the directory referenced by the file desdriptoto the tuffer
pointed to bybuf , in a flesystem independent format. Uprtbyt es of data will be transferrednbyt es
must be greater than or equal to the block size associated with the fdtatsg@). Somefilesystems may
not supporgetdents () with buffers smaller than this size.

The data in the buffer is a seriesdirent structures each containing the following entries:

ino_t d_fileno;

uintl6 _t d_reclen;

uintl6 _t d_namlen;

uint8_td_type;

char d_name[MAXNAMLEN + 1];/ 0O seebelow 0O

Thed_fil eno entry is a number which is unique for each distinct file in the filesystem. Files that are
linked by hard links (selink (2)) have the samad_fil eno. If d_fil eno is zero, the entry refers to a
deleted file.

Thed_r ecl en entry is the length, in bytes, of the directory record.

The d_type is the type of file, where the following are possible type3$: UNKNOWNDT_FIFO,
DT_CHRDT_DIR, DT_BLK DT_REGDT_LNK DT_SOCKand DT_WHT

Thed_nanl en entry specifies the length of the file name excluding the null byte. Thus the actual size of
d_nane may vary from 1 ttAXNAMLEN 1.

Thed_nane entry contains a null terminated file name.

Entries may be separated by extra spddeed_r ecl en entry may be used as an offset from the start of a
di r ent structure to the next structure, ifyan

The actual number of bytes transferred is returfiéte current position pointer associated viithis set to
point to the next block of entries. The pointer may not advance by the number of bytes returned by
getdents (). A value of zero is returned when the end of the directory has been reached.

The current position pointer may be set and netddyy Iseek (2). Thecurrent position pointer should only
be set to a value returned lsgek (2), or zero.

RETURN VALUES
If successful, the number of bytes actually transferred is returned. Otherwise, -1 is returned and the global
variableerrnois set to indicate the error.

ERRORS
getdents () will fail if:
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[EBADH
[EFAULT]
[EIO]
[EINVAL]

SEE ALSO

NetBSD System Calls Manual GETDENTS (2)

f d is not a valid file descriptor open for reading.
Eitherbuf points outside the allocated address space.
An 1/0O error occurred while reading from or writing to the file system.

A directory was being read on NFS, but it was modified on the server whikesit w
being read.

Iseek (2),open(2),dirent (5)

HISTORY

Thegetdents () function first appeared iRetBSD 1.3.

NetBSD 3.0
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NAME
gettfh — get file handle

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/mount.h>
i nt
getth (const char [path,void O hp,size_ t OO h_size)

DESCRIPTION
getfth () returns a file handle for the specified file or directory in the file handle pointedftbpbyThe
variable pointed to by h_si ze has to be initialized to the memory allocated for thgable sized file han-
dle. Onreturn the alue will be replaced by the actual size needed (which will vary depending on the file
system the path is on). This system call is restricted to the supeflesquery the necessary size for the
filehandle, a@NULL pointer may be passed Bkp, and the value pointed to byh_si ze should be initial-
ized to zero.

RETURN VALUES
Upon successful completion, alue of O is returned. Otherwise, -1 is returned and the glabableerrno
is set to indicate the error.

ERRORS
getfth () fails if one or more of the following are true:
[ENOTDIR A component of the path prefix pat h is not a directory.

[ENAMETOOLONIGThe length of a component phat h exceeds NAME_MAJXcharacters, or the length
of pat h exceeds PATH_MAXcharacters.

[ENOENT The file referred to bpat h does not exist.

[EACCES$ Search permission is denied for a component of the path pregfixt df.

[ELOOR Too mary symbolic links were encountered in translatpag h.

[EFAULT] f hp points to an imalid address.

[EIO] An I/O error occurred while reading from or writing to the file system.

[E2BIG] The memory allocated for the file handle is too small. The size needed has been writ-
ten to the variable pointed to byr_si ze.

[ENOMEM The kernel failed to allocate temporary memory to create a filehandle of the requested
size.

SEE ALSO

fhstat (2),fhstatvfs  (2),fhstatvfsl  (2)

HISTORY
Thegetfh () function first appeared in 484D.

NetBSD 3.0 October 30, 2006 1



GETGID (2) NetBSD System Calls Manual GETGID (2)

NAME
getgid , getegid — get group process identification

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

gid_t
getgid (voi d);

gid_t
getegid (voi d);

DESCRIPTION
The getgid () function returns the real group ID of the calling processegid () returns the déctive
group ID of the calling process.

The real group ID is specified at login time.

The real group ID is the group of the user wheoked the program. As the fefctive goup ID gives the
process additional permissions during tRecation of “set-group-ID mode processegetgid () is used to
determine the real-group-id of the calling process.

ERRORS
Thegetgid () andgetegid () functions are alays successful, and no return value is reserved to indicate
an error.

SEE ALSO
getuid (2),setgid (2),setgroups (2),setregid (2)

STANDARDS
getgid () andgetegid () conform tolSO/IEC9945-1:1990 (POSIX1").
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NAME
getgroups — get group access list

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
getgroups (i nt gidsetlen, gid_ t [gidset);

DESCRIPTION
getgroups () gets the current group access list of the current user process and stores it in the array
gi dset. The parametegi dset | en indicates the number of entries that may be placegl iset .
getgroups () returns the actual number of groups returnegliidset . No more thafNGROUPS_MAX}
will ever be returned. Ifgi dset | en is 0,getgroups () returns the number of groups without modifying
thegi dset array.

This system call only returns the secondary groups.
RETURN VALUES

A successful call returns the number of groups in the group Aetalue of -1 indicates that an error
occurred, and the error code is stored in the global vassiie.

ERRORS
The possible errors fgetgroups () are:
[EINVAL] The agumentgi dset | en is non-zero and is smaller than the number of groups in
the group set.
[EFAULT] The argumengi dset specifies an welid address.
SEE ALSO

getegid (2),getgid (2),setgroups (2),initgroups  (3)

STANDARDS
Thegetgroups () function conforms téSO/IEC9945-1:1990 (POSIX 1").

HISTORY
Thegetgroups () function call appeared in 83D.
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NAME
getitimer  , setitimer ~ — get/set value of interval timer

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/time.h>
#define ITIMER_REAL 0
#define ITIMER_VIRTUAL 1
#define ITIMER_PROF 2
i nt
getitimer (i nt which, struct itinmerval [al ue);
i nt
setitimer (i nt whi ch, const struct itinerval Orestrict val ue,
struct itimerval Orestrict oval ue);

DESCRIPTION
The system provides each process with three interval timers, define@ysftime.h [ The
getitimer () call returns the currentalue for the timer specified whi ch in the structure atal ue.
The setitimer () call sets a timer to the specifig@l ue (returning the previous value of the timer if
oval ue is non-nil).

A timer value is defined by the i mer val structure:

struct itimerval {
struct timeval it_interval; / O timer interval a
struct timeval it value; / O current value a

h

If i t _val ue is non-zero, it indicates the time to thexingémer epiration. Ifi t _i nt er val is non-zero,
it specifies a value to be used in reloading val ue when the timerxpires. Setting t _val ue to O dis-

ables a timer Settingi t _i nt er val to 0 causes a timer to be disabled after itd egpiration (assuming
i t _val ue is non-zero).

Time values smaller than the resolution of the system clock are rounded up to this resolution (typically 10
milliseconds).

ThelTIMER_REAL timer decrements in real timé& SIGALRMsignal is deliered when this timengires.

ThelITIMER_VIRTUAL timer decrements in process virtual timleruns only when the process iseeut-
ing. ASIGVTALRMsignal is delrered when it expires.

ThelTIMER_PROFtimer decrements both in process virtual time and when the system is running on behalf
of the processlt is designed to be used by interpreters in statistically profilingxémugon of interpreted
programs. Eactime thelTIMER_PROFtimer epires, theSIGPROFsignal is delrered. Becausthis sig-

nal may interrupt in-progress system calls, programs using this timer must be prepared to restart interrupted
system calls.

NOTES
Macros for manipulating time values are definedSiys/time.h [ timerclear () sets a time value to
zero, timerisset () tests if a time value is non-zerdmercmp () compares te time \alues,
timeradd () adds a time value to another timedue,timersub () computes the time dérence between
two time values.
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RETURN VALUES
If the calls succeed, a value of 0 is returned. If an error occursaliire v1 is returned, and a more precise
error code is placed in the global variabteno.

ERRORS

getitimer () andsetitimer () will fail if:

[EFAULT] Theval ue parameter specified a bad address.

[EINVAL] A val ue parameter specified a time that was too large to be handled.
SEE ALSO

gettimeofday  (2),poll (2),select (2),sigaction (2)

HISTORY
Thegetitimer () function call appeared in 83D.
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NAME

LIBRA

getlogin , setlogin — get/set login name

RY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <unistd.h>

char O

getlogin  (voi d);

i nt

setlogin (const char [hane);

DESCRIPTION

The getlogin () routine returns the login name of the user associated with the current sessiomi-as pre
ously set bysetlogin (). Thename is normally associated with a login shell at the time a session is cre-
ated, and is inherited by all processes descended from the login(3hédlis true gen if some of those pro-
cesses assume another user ID, for example sinél) is used.)

setlogin () sets the login name of the user associated with the current sessiamdo This call is
restricted to the supaiser and is normally used only when ameession is being created on behalf of the
named user (for example, at login time, or when a remote shelbled).

NOTE There is only one login name per session.

It is CRITICALLYimportant to ensure thaetlogin () is only ever called after the process has taken ade-
guate steps to ensure that it is detached from its paression. TheONLY way to do this is via the
setsid () function. The daemon() function callssetsid () which is an ideal ay of detaching from a
controlling terminal and forking into the background.

In particular neitherioctl (ttyfd, TI OCNOTTY, . . .) norsetpgid (.. .) is afficient to create a
new session.

Once a parent process has cakedsid (), it is acceptable for some child of that process to then call
setlogin (), even though it is not the session lead&ewae, havever, that ALL processes in the session
will change their login name at the same tinvenghe parent.

This is different from traditionalNIX privilege inheritance and as such can be counter-weuiti

Since thesetlogin () routine is restricted to the supgser it is assumed that (li& dl other prvileged pro-
grams) the programmer has taken adequate precautionséntecurity violations.

RETURN VALUES

If a call togetlogin () succeeds, it returns a pointer to a null-terminated string in a stdfé. bif the
name has not been set, it retuMSLL If a call to setlogin () succeeds, a value of O is returndtl.
setlogin () fails, a value of -1 is returned and an error code is placed in the global leration

ERRORS

NetBS

The following errors may be returned by these calls:
[EFAULT] The nane parameter gvean irvalid address.
[EINVAL] The name parameter pointed to a string that was too long. Login hames are limited to

MAXLOGNAMEom [3ys/param.h [ characters, currently 16.
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[EPERNI The caller tried to set the login name and was not the super-user.

SEE ALSO
setsid (2)

STANDARDS
Thegetlogin () function conforms teSO/IEC9945-1:1990 (POSIX1").

HISTORY
Thegetlogin () function first appeared in 484D.

BUGS
Login names are limited in length I3gtlogin (). However, lower limits are placed on login names else-
where in the systemJT_NAMESIZEn [mitmp.h 0.

In earlier versions of the systegetlogin () failed unless the process was associated with a login terminal.
The current implementation (usisgtlogin  ()) allows getlogin to succeeden when the process has no
controlling terminal. In earlier ersions of the system, the value returnedgbttogin () could not be
trusted without checking the user ID. Portable programs should probably s#ltmskheck.
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NAME
getpeername — get name of connected peer

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>
i nt
getpeername (i nt s, struct sockaddr Orestrict nane,
socklen_t Orestrict namel en);

DESCRIPTION
getpeername () returns the name of the peer connected toetack One common use occurs when a
process inherits an open socket, such as TCP servers forked ideich (8). In this scenario,
getpeername () is used to determine the connecting cleif? aldress.

getpeername () takes three parameters:
s contains the file descriptor of the socket whose peer should be looked up.

nane points to asockaddr structure that will hold the address information for the connected pler
mal use requires one to use a structure specific to the proaoady fn use, such asockaddr_in  (IPv4)
or sockaddr_in6  (IPv6), cast to a (struct sockaddgr

For greater portability especially with the neer protocol families, the me struct
sockaddr_storage should be usedsockaddr_storage is large enough to hold wprof the other
sockaddr[lvariants. Orreturn, it can be cast to the correct sockaddr type, based on the protocol family con-
tained in its ss_family field.

nanel en indicates the amount of space pointed tmbye, in bytes.

If address information for the local end of the socket is requiredjetsmckname (2) function should be
used instead.

If nane does not point to enough space to hold the entire socket address, the result will be truncated to
nanel en bytes.

RETURN VALUES
If the call succeeds, a 0 is returned amdrel en is set to the actual size of the socket address returned in
nane. Otherwisegerrnois set and a value of —1 is returned.

ERRORS
The call succeeds unless:
[EBADH The argumens is not a valid descriptor.
[ENOTSOCK The argumens is a file, not a socket.
[ENOTCONN The socket is not connected.
[ENOBUF$ Insufficient resources wer@alable in the system to perform the operation.
[EFAULT] The name parameter points to memory not in alig part of the process address
space.
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SEE ALSO
accept (2),bind (2), getsockname (2),socket (2)

HISTORY
Thegetpeername () function call appeared in 483D.
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NAME
getpgrp ,getpgid — get process group

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

pid_t

getpgrp (voi d);
pid_t

getpgid (pid_t pid);

DESCRIPTION
The process group of the current process is returnggtpgrp (). Theprocess group of thei d process
is returned byetpgid ().

Process groups are used for distribution of signals, and by terminals to arbitrate requests for their input: pro-
cesses that lra the same process group as the terminal argrouad and may read, while others will block
with a signal if thg attempt to read.

This call is thus used by programs suclests(1) to create process groups in implementing job conirbe
tcgetpgrp () andtcsetpgrp () calls are used to get/set the process group of the control terminal.

ERRORS
getpgrp () always succeeds, hower getpgid () will succeed unless:
[ESRCH if there is no process with a process ID equdgditd.
SEE ALSO

setpgid (2),termios (4)

STANDARDS
Thegetpgrp () function conforms téEEE Std 1003.1-1988 POSIX1").

HISTORY
Thegetpgrp () function call appeared in 83D. The getpgid () function call is dexied from its usage
in AT&T System V.AUNIX, and first appeared iNetBSD 1.3.

COMPATIBILITY
This version ofgetpgrp () differs from past Bemidey versions by not taking pi d_t pi d argument.
This incompatibility is required b\ sO/IEC 9945-1:1990 (POSIX1").

From thelSO/IEC9945-1:1990 (POSIX1") Rationale:

4.3BSD provides agetpgrp () function that returns the process group ID for a specified progdtsmugh
this function is used to support job control, all known job-control sheilayal specify the calling process
with this function. Thus, the simpler Systemgdétpgrp () sufices, and the added complexity of the
4.3BSD getpgrp () has been omitted from POSIX.1. The old functionality iwilable from the
getpgid () function.
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NAME
getpid , getppid — get parent or calling process identification

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
pid_t
getpid (voi d);
pid_t
getppid (voi d);

DESCRIPTION
getpid () returns the process ID of the calling proceBke ID is guaranteed to be unique and is useful for
constructing temporary file names.

getppid () returns the process ID of the parent of the calling process.

ERRORS
Thegetpid () andgetppid () functions are alays successful, and no return value is reserved to indicate
an error.

SEE ALSO
gethostid  (3)

STANDARDS
getpid () andgetppid () conform tolSO/IEC9945-1:1990 (POSIX1").
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NAME
getpriority , setpriority — get/set program scheduling priority

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/resource.h>
i nt
getpriority (int which,id_t who);
i nt
setpriority (int which,id_t who,int prio);

DESCRIPTION

The scheduling priority of the process, process group, oy asédicated bywhi ch andwho is obtained
with thegetpriority () call and set with theetpriority () call. whi ch is one ofPRIO_PROCESS
PRIO_PGRPR or PRIO_USER and who is interpreted relate o whi ch (a process identifier for
PRIO_PROCESSprocess group identifier fd?RIO_PGRPR and a user ID foPRIO_USER. A zero \alue
of who denotes the current process, process group, or psém is a value in the range -20 to 20he
default priority is O; lower priorities cause mormvérable schedulingA value of 19 or 20 will schedule a
process only when nothing at prioriy0 is runnable.

The getpriority () call returns the highest priority (lowest numerical value) enjoyed pyfihe speci-
fied processesThe setpriority () call sets the priorities of all of the specified processes to the specified
vaue. Onlythe super-user may lower priorities.

RETURN VALUES

Sincegetpriority () can legitimately return the value -1, it is necessary to clearxteenal \ariable
errno prior to the call, then check it afteawd to determine if a —1 is an error or a legitimaatue. The
setpriority () call returns QO if there is no errar -1 if there is.
ERRORS
getpriority () andsetpriority () will fail if:
[ESRCH No process was located using bl ch andwho values specified.
[EINVAL] whi ch was ot one ofPRIO_PROCESSPRIO_PGRRor PRIO_USER
In addition to the errors indicated afepsetpriority () will fail if:
[EPERNI A process was located, but neither itieefive ror real user ID matched thefetive
user ID of the caller.
[EACCES$ A non super-user attempted to lower a process priority.
SEE ALSO

nice (1),fork (2),renice (8)

HISTORY
Thegetpriority () function call appeared in 883D.
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NAME
getrlimit , setrlimit — control maximum system resource consumption

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/resource.h>

i nt

getrlimit (int resource,struct rlimt [tlp);

i nt

setrlimit (int resource, const struct rlimt [Flp);

DESCRIPTION
Limits on the consumption of system resources by the current process and each process it creates may be
obtained with thegetrlimit () call, and set with thesetrlimit () call. Resources of an arbitrary
process can be obtained/changed usysgtl  (3).

Ther esour ce parameter is one of the following:
RLIMIT_CORE The largest size (in bytespre file that may be created.
RLIMIT_CPU The maximum amount of CPU time (in seconds) to be used by each process.

RLIMIT_DATA The maximum size (in bytes) of the data segment for a process; this definkw lao
program may extend its break with terk (2) system call.

RLIMIT_FSIZE The largest size (in bytes) file that may be created.

RLIMIT_MEMLOCKThe maximum size (in bytes) which a process may lock into memory using the
mlock (2) function.

RLIMIT_NOFILE  The maximum number of open files for this process.
RLIMIT_NPROC  The maximum number of simultaneous processes for this user id.

RLIMIT_RSS The maximum size (in bytes) to which a procgsssident set size may gvo This
imposes a limit on the amount ofydical memory to be gén to a pocess; if memory
is tight, the system will prefer to takmemory from processes that are exceeding their
declared resident set size.

RLIMIT_SBSIZE The maximum size (in bytes) of the sockeifférs set by thesetsockopt (2)
SO_RCVBURNASO_SNDBUJBptions.

RLIMIT_STACK  The maximum size (in bytes) of the stacirsent for a process; this defineswhiar a
program$ dack segment may bextended. Staclextension is performed automati-
cally by the system.

A resource limit is specified as a soft limit and a hard limit. When a soft limit is exceeded a process may
receve a gnal (for example, if the CPU time or file size is exceeded), but it will be allowed to continue
execution until it reaches the hard limit (or modifies its resource linfike rlimit structure is used to specify

the hard and soft limits on a resource,

struct rlimit {
rlim_t rlim_cur; / O current (soft) limit o
rlim_t rlim_max; / O hard limit o
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Only the supeuser may raise the maximum limits. Other users may onlyrdltem cur within the range
from O tor | i m_max or (irreversibly) lowerr | i m_nax.

An “infinite” value for a limit is defined aRLIM_INFINITY .

Because this information is stored in the per-process information, this system call mxestubededirectly
by the shell if it is to affect all future processes created by the shell. Thus, shells provide built-in commands
to change the limitdifnit ~ for csh (1), orulimit ~ for sh (1)).

The system refuses to extend the data or stack space when the limits would be exceeded in the normal way: a
brk (2) call fails if the data space limit is reached. When the stack limit is reached, the process eecei
segmentation &ult (SIGSEGV); if this signal is not caught by a handler using the signal stack, this signal

will kill the process.

Afile I/O operation that wuld create a file larger that the process’ soft limit will cause the write to fail and a
signal SIGXFSZ to be generated; this normally terminates the procesanay be caught. When the soft
CPU time limit is exceeded, a sigri&llGXCPUis sent to the offending process.

RETURN VALUES
A 0 return value indicates that the call succeeded, changing or returning the resource limit. Otherwise, -1 is
returned and the global varialdernois set to indicate the error.

ERRORS
Thegetrlimit () andsetrlimit () will fail if:
[EFAULT] The address specified fot p is invalid.
[EINVAL] Specifiedr esour ce was invdid.
[EINVAL] In the setrlimit () call, the specifiedrli m cur exceeds the specified
rliimmax.
[EPERNI The limit specified teetrlimit () would hae raised the maximum limit value, and

the caller is not the super-user.
The setrlimit () function may fail if:

[EINVAL] The limit specified tosetrlimit () cannot be lowered, because current usage is
already higher than the limit.

SEE ALSO
csh (1), sh (1), mlock (2), quotactl  (2), setsockopt (2), sigaction  (2), sigaltstack (2),
sysctl  (3)

HISTORY

Thegetrlimit () function call appeared in 83D.
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NAME
getrusage — get information about resource utilization

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/resource.h>
#define RUSAGE_SELF 0
#define RUSAGE_CHILDREN -1
i nt

getrusage (i nt who, struct rusage [tusage);

DESCRIPTION
getrusage () returns information describing the resources used by the current process, or all its terminated
child processes.The who parameter is eitheRUSAGE_SELFor RUSAGE_CHILDRENThe huffer to
whichr usage points will be filled in with the following structure:

struct rusage {

struct timeval ru_utime; / O user time used o
struct timeval ru_stime; / O system time used o
long ru_maxrss; / 0 max resident set size o
long ru_ixrss; / O integral shared text memory size o
long ru_idrss; O integral unshared data size o
long ru_isrss; / O integral unshared stack size o
long ru_minflt; / O page reclaims o
long ru_majflt; / O page faults o
long ru_nswap; / 0 swaps O
long ru_inblock; / O block input operations o
long ru_oublock; / O block output operations o
long ru_msgsnd; / 0 messages sent [
long ru_msgrev; / 0 messages received o
long ru_nsignals; / O signals received o
long ru_nvcsw; / O voluntary context switches o
long ru_nivesw; / O involuntary context switches o
h
The fields are interpreted as follows:
ru_utime the total amount of time spenteeuting in user mode.
ru_stime the total amount of time spent in the systewcating on behalf of the process(es).

ru_maxrss  the maximum resident set size used (in kilobytes).

ru_iXrss an integral alue indicating the amount of memory used by the text segment that was also
shared among other processes. This value is expressed in units of kildhiges-of-
execution.

ru_idrss an integral value of the amount of unshared memory residing in the data segment of a

process (expressed in units of kilobyf#scks-of-execution).

ru_isrss an integral alue of the amount of unshared memory residing in the stack segment of a
process (expressed in units of kilobyf#scks-of-execution).
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ru_mnflt the number of pageilts serviced without /O activity; here 1/O activity isvaided by
reclaiming a page frame from the list of pagesigng reallocation.

ru_majflt the number of page faults serviced that required I/O activity.
ru_nswap the number of times a process was swapped out of main memory.
ru_i nbl ock the number of times the file system had to perform input.
ru_oubl ock the number of times the file system had to perform output.
ru_msgsnd  the number of IPC messages sent.

ru_nmsgrcv  the number of IPC messages reegi

ru_nsi gnal s the number of signals deéred.

ru_nvcsw the number of times a context switch resulted due to a prooksstarily giving up the
processor before its time slice was completed (usuallyai availability of a resource).

ru_nivesw the number of times a comteswitch resulted due to a higher priority process becoming
runnable or because the current process exceeded its time slice.

NOTES
The numberg u_i nbl ock andru_oubl ock account only for real I/O; data supplied by the caching
mechanism is charged only to the first process to read or write the data.

ERRORS
getrusage () returns —1 on errorThe possible errors are:
[EINVAL] Thewho parameter is not a valid value.
[EFAULT] The address specified by thesage parameter is not in a valid part of the process

address space.

SEE ALSO
gettimeofday  (2), wait (2)

HISTORY
Thegetrusage () function call appeared in 83D.

BUGS
There is no way to obtain information about a child process that has not yet terminated.
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NAME
getsid — get session ID

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

pid_t
getsid (pid_t pid);

DESCRIPTION
Thegetsid function returns the session ID of the process specifigd By If pi d is O, the session ID of
the calling process is returne@he session ID is defined as the process group ID of the process that is the
session leader.

ERRORS
If an error occurggetsid returns —1 and the global varialdenois set to indicate the erras bllows:
[ESRCH No process can be found corresponding to that specifipd @y

SEE ALSO

getpgid (2),setsid (2),termios (4)

STANDARDS
Thegetsid () function conforms t&/OpenPortability Guide Issue 4, Version 2X¢G4.2").
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NAME
getsockname — get socket name

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>
i nt
getsockname (int s, struct sockaddr Orestrict nane,
socklen_t Orestrict namel en);
DESCRIPTION
getsockname () returns the locally bound address information for a specified socket.

Common uses of this function are as follows:

*  Whenbind (2) is called with a port number of O (indicating the kernel should pick an ephemeral port)
getsockname () is used to retriee the kernel-assigned port number.

* When a process callsnd (2) on a wildcard IP addresgetsockname () is used to retriee the local IP
address for the connection.

* When a function wishes to kwahe address family of a sockgetsockname () can be used.
getsockname () takes three parameters:
s, Contains the file descriptor for the socket to be looked up.

nane points to asockaddr structure which will hold the resulting address information. Normal use
requires one to use a structure specific to the protocol family in use, ssdckasidr_in  (IPv4) or
sockaddr_in6  (IPv6), cast to a (struct sockadgr

For greater portability (such as newer protocol families) thev rsructure sockaddr_storagexists.
sockaddr_storage is large enough to hold wpiof the other sockaddivariants. Orreturn, it should be
cast to the correct sockaddr type, according to the current protocol family.

nanel en indicates the amount of space pointed tanbyre, in bytes. Uporreturn,nanel en is set to the
actual size of the returned address information.

If the address of the destination socket fornargsocket connection is needed, thetpeername (2) func-
tion should be used instead.

If nanme does not point to enough space to hold the entire socket address, the result will be truncated to
nanel en bytes.

RETURN VALUES
On successgetsockname () returns a 0, andanel en is set to the actual size of the setladdress
returned imane. Otherwiseerrnois set, and a value of -1 is returned.

ERRORS
The call succeeds unless:
[EBADH The argumens is not a valid descriptor.
[ENOTSOCK The argumens is a file, not a socket.

NetBSD 3.0 August 11, 2002 1



GETSOCKNAME (2) NetBSD System Calls Manual GETSOCKME (2)

[EINVAL] The socket has been shut down.
[ENOBUF$ Insufficient resources wer@alable in the system to perform the operation.
[EFAULT] The nanme parameter points to memory not in alig part of the process address
space.
SEE ALSO

bind (2),socket (2)

HISTORY
Thegetsockname () function call appeared in 483D.

BUGS
Names bound to sockets in t&IX domain are inaccessiblgetsockname () returns a zero length name.
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NAME
getsockopt , setsockopt — get and set options on sockets

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <sys/socket.h>

i nt

getsockopt (int s,int level ,int optname,void Orestrict optval ,
socklen_t Orestrict optlen);

i nt

setsockopt (int s,int |evel ,int optnane, const void [optval ,
sockl en_t optl en);

DESCRIPTION
getsockopt () andsetsockopt () manipulate th@ptionsassociated with a soek Optionsmay exist at
multiple protocol lgels; they are alvays present at the uppermost “sockevele

When manipulating socket options thedeat which the option resides and the name of the option must be
specified. ® manipulate options at the socketdk | evel is specified aSOL_SOCKET To manipulate
options at ay other level the protocol number of the appropriate protocol controlling the option is supplied.
For example, to indicate that an option is to be interpreted byr@reprotocol,l evel should be set to the
protocol number of CP, seegetprotoent  (3).

The parameteroptval and optlen are used to access option values $atsockopt (). For
getsockopt () they identify a luffer in which the alue for the requested option(s) are to be returfed.
getsockopt (), opt | en is a value-result parametémitially containing the size of theulfer pointed to by
opt val , and modified on return to indicate the actual size of tieevreturned. If no option value is to be
supplied or returnedypt val may be NULL.

opt name and al specified options are passed uninterpreted to the appropriate protocol module for interpre-
tation. Theinclude file [3ys/socket.h  Ocontains definitions for socketvig options, described belo
Options at other protocolvels vary in format and name; consult the appropriate entries in section 4 of the
manual, includingcinp (4), faith  (4), icmp6 (4), ip (4), ip6 (4), ipsec (4), multicast  (4), pim (4),

route (4),tcp (4),tp (4), andunix (4).

Most soclet-level options use annt parameter foopt val . For setsockopt (), the parameter should be
non-zero to enable a boolean option, or zero if the option is to be dis&ed. INGERuses ast r uct

I i nger parameterdefined in(3ys/socket.h [ which specifies the desired state of the option and the
linger interval (see belg). SO_SNDTIMECand SO_RCVTIMEQuse astruct tineval parameter,
defined inBys/time.h [

The following options are recognized at the socke#lleExceptas noted, each may be examined with
getsockopt () and set witlsetsockopt ().

SO_DEBUG enables recording of debugging information
SO_REUSEADDRenables local address reuse
SO_REUSEPORTenables duplicate address and port bindings
SO_KEEPALIVE enables keep connectionsvali
SO_DONTROUTEenables routing bypass for outgoing messages
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SO_LINGER linger on close if data present
SO_BROADCASTenables permission to transmit broadcast messages
SO_OOBINLINE enables reception of out-of-band data in band
SO_SNDBUF set buffer size for output

SO_RCVBUF set buffer size for input

SO_SNDLOWAT set minimum count for output

SO_RCVLOWAT set minimum count for input

SO_SNDTIMEO set timeout value for output

SO_RCVTIMEO set timeout value for input

SO_TIMESTAMP enables reception of a timestamp with datagrams
SO_TYPE get the type of the socket (get only)

SO_ERROR get and clear error on the socket (get only)

SO_DEBUGnables debugging in the underlying protocol modu®®_REUSEADDRdicates that the
rules used in validating addresses supplied ibhirel (2) call should allv reuse of local addresses.
SO_REUSEPORTallows completely duplicate bindings by multiple processes ify tral set
SO_REUSEPORTefore binding the port. This option permits multiple instances of a program to each
receve UDP/IP multicast or broadcast datagrams destined for the boundSfrtKEEPALIVEenables the
periodic transmission of messages on a connecte@tsoSkouldhe connected party fail to respond to these
messages, the connection is considered broken and processes usingeharsoutitified via &IGPIPE

signal when attempting to send daO_DONTROUTiRdicates that outgoing messages should bypass the
standard routingafcilities. Insteadmessages are directed to the appropriate network interface according to
the network portion of the destination address.

SO_LINGERcontrols the action taken when unsent messages are queued on sockeibaed (&) is per

formed. Ifthe socket promises reliable dely of data andSO_LINGERIs set, the system will block the
process on thelose (2) attempt until it is able to transmit the data or until it decides it is unable verdeli

the information (a timeout period, measured in seconds, termed the linger interval, is specified in the
setsockopt () call whenSO_LINGERIis requested).If SO_LINGERIs disabled and &lose (2) is

issued, the system will process the close in a manner that allows the process to continue as quickly as possi-
ble.

The optionSO_BROADCASEquests permission to send broadcast datagrams on tle¢. sBoadcasivas

a privileged operation in earlierevsions of the systemwith protocols that support out-of-band data, the
SO_OOBINLINEoption requests that out-of-band data be placed in the normal data input queueved; recei

it will then be accessible wittecv (2) orread (2) calls without theViISG_OOBag. Someprotocols alvays

behae & if this option is set.SO_SNDBURNASO_RCVBURre options to adjust the normalfter sizes

allocated for output and inputfers, respectiely. The huffer size may be increased for high-volume con-
nections, or may be decreased to limit the possible backlog of incoming data. The system places an absolute
limit on these values.

SO_SNDLOWAIE an option to set the minimum count for output operatiadest output operations
process all of the data supplied by the call,véghg data to the protocol for transmission and blocking as
necessary for flw control. Nonblockingoutput operations will process as much data as permitted subject to
flow control without blocking, bt will process no data if fle control does not alle the smaller of the o
water mark value or the entire request to be procesaesklect (2) orpoll (2) operation testing the abil-
ity to write to a socket will return true only if thewavater mark amount could be processed. Thaudef
value for SO_SNDLOWA$ set to a corenient size for network &€iencgy, often 1024. SO_RCVLOWAE

an option to set the minimum count for input operations. In generalyeewdis will block until ary (non-
zero) amount of data is reved, then return with the smaller of the amoumtilable or the amount
requested. Thdefault value forSO_RCVLOWA$ 1. If SO_RCVLOWAE set to a layer value, blocking
receve alls normally wait until thg havereceved the smaller of the lo water mark value or the requested
amount. Recee alls may still return less than thenlavater mark if an error occurs, a signal is caught, or
the type of data next in the reeeiqueue is different than that returned.
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SO_SNDTIMEGs an option to set a timeoualue for output operations. It acceptstar uct ti nmeval
parameter with the number of seconds and microseconds used toditsitfav output operations to com-
plete. Ifa ®nd operation has blocked for this much time, it returns with a partial count or with the error
EAGAINIf no data were sent. In the current implementation, this timer is restarted each time additional data
are delered to the protocol, implying that the limit applies to output portions ranging in size fromathe lo
water mark to the high ater mark for outputSO_RCVTIMEGs an option to set a timeout value for input
operations. laccepts &t ruct timeval parameter with the number of seconds and microseconds used
to limit waits for input operations to complete. In the current implementation, this timer is restarted each
time additional data are rewed by the protocol, and thus the limit is in effect an inactivity timHra

receve qeration has been blocked for this much time without receiving additional data, it returns with a
short count or with the err@&fAGAINIf no data were receéd.

If the SO_TIMESTAMBPoption is enabled on 8OCK_DGRABbclet, therecvmsg (2) call will return a
timestamp corresponding to when the datagram wasvedcelhemsg_control field in the msghdr structure
points to a bffer that contains a cmsghdr structure followed by a strucvéim&he cmsghdr fields heae the
following values:

cmsg_len = sizeof(struct timeval)
cmsg_level = SOL_SOCKET
cmsg_type = SCM_TIMESTAMP

Finally, SO_TYPEandSO_ERRORre options used only withetsockopt (). SO_TYPFEreturns the type

of the socket, such &80CK_STREAMt is useful for serers that inherit sockets on startupO_ERROR

returns ay pending error on the socket and clears the error status. It may be used to check for asynchronous
errors on connected datagram sockets or for other asynchronous errors.

RETURN VALUES
A O is returned if the call succeeds, —1 if it fails.

ERRORS
The call succeeds unless:
[EBADH The argumens is not a valid descriptor.
[ENOTSOCK The argumens is a file, not a socket.

[ENOPROTOORT The option is unknown at thevd indicated.

[EFAULT] The address pointed to lopt val is not in a valid part of the process address space.
For getsockopt (), this error may also be returnedibt | en is not in a valid part
of the process address space.

SEE ALSO
ioctl  (2),poll (2),select (2),socket (2),getprotoent (3),clnp (4),faith (4),icmp6 (4),ip (4),
ip6 (4),ipsec (4), multicast (4), pim (4),route (4),tcp (4),tp (4),unix (4),protocols (5)

HISTORY
Thegetsockopt () system call appeared in £3D.

BUGS
Several of the socket options should be handled at lowetd®f the system.
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NAME
gettimeofday , settimeofday = — get/set date and time

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/time.h>
i nt
gettimeofday (struct tineval Orestrict tp,void Orestrict tzp);
i nt
settimeofday (const struct timeval Orestrict tp,
const void Orestrict tzp);

DESCRIPTION
Note: time zone inbrmation is no longer provided by this interface. Seelocaltime  (3) for informa-
tion on how to retrieve it.

The systens rotion of the current UTC time is obtained with tyettimeofday () call, and set with the
settimeofday () call. The time is ¥pressed in seconds and microseconds since midnight (O hour), Jan-
uary 1, 1970.The resolution of the system clock is hardware dependent, and the time may be updated con-
tinuously or in ‘ticks.” Ift p is NULL, the time will not be returned or seDespite being declaredoi d

[ the objects pointed to byz p shall be of typest ruct ti nezone.

The structures pointed to by andt zp are defined insys/time.h  [as:

struct timeval {

long tv_sec; / 0 seconds since Jan. 1, 1970 o
long  tv_usec; / 00 and microseconds o
¥
struct timezone {
int tz_minuteswest; / O of Greenwich o
int tz_dsttime; / O type of dst correction to apply o

¥
Thet i mezone structure is provided only for source compatibilityis ignored bysettimeofday (), and
gettimeofday () will always return zeroes.

If the calling user is not the supeser then thesettimeofday () function in the standard C library will
try to use theclockctl  (4) device if present, thus making possible for nowilpged users to set the sys-
tem time. If clockctl (4) is not present or not accessible, tremitimeofday () reverts to the
settimeofday () system call, which is restricted to the super user.

RETURN VALUES
A 0 return value indicates that the call succeed&d:1 return value indicates an error occurred, and in this
case an error code is stored into the global variziote.

ERRORS
The following error codes may be seg&imno:

[EFAULT] An argument address referenceddid memory.
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[EPERNI A user other than the super user attempted to set the time, or the specifiecagime w
less than the current time, which was not permitted at the current seoudlity le

SEE ALSO
date (1), adjtime (2),ctime (3),localtime (3),clockctl  (4),timed (8)

HISTORY

The gettimeofday () function call appeared in 88%D. Thet zp argument was deprecated in B2D
(and maw other systems).
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NAME
getuid , geteuid — get user identification

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
uidt
getuid (voi d);
uidt

geteuid (voi d);

DESCRIPTION
Thegetuid () function returns the real user ID of the calling procddse geteuid () function returns the
effective wser ID of the calling process.

The real user ID is that of the user who haslad the program. As the fefctive wser ID gives the process
additional permissions duringceeution of “set-user-ID mode processegetuid () is used to determine
the real-user-id of the calling process.

ERRORS
Thegetuid () andgeteuid () functions are alays successful, and no return value is reserved to indicate
an error.

SEE ALSO
getgid (2),setreuid (2)

STANDARDS
Thegeteuid () andgetuid () functions conform teéSO/IEC 9945-1:1990 (POSIX1").
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NAME
getvfsstat — get list of all mounted file systems

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/statvfs.h>
i nt
getvfsstat  (struct statvfs [buf, size_t bufsize,int flags);

DESCRIPTION

getvfsstat () returns information about all mounted file systenbuf is a pointer to an array of
statvfs  structures defined istatvfs  (5).

The huffer is filled with an array o$t at vf s structures, one for each mounted file system up to the size
specified bybuf si ze.

If buf is given as NULL, getvfsstat () returns just the number of mounted file systems.

Normally f | ags should be specified &T_WAIT. If f| ags is set toST_NOWAIT getvfsstat () will
return the information it hawailable without requesting an update from each file systéhus, some of the
information will be out of date,ut getvfsstat () will not block waiting for information from a file sys-
tem that is unable to respond.

RETURN VALUES

Upon successful completion, the numbesbht vf s structures is returned. Otherwise, -1 is returned and
the global variablerrnois set to indicate the error.

ERRORS
getvfsstat () fails if one or more of the following are true:
[EFAULT] buf points to an ivalid address.
[EIO] An 1/O error occurred while reading from or writing to the file system.
SEE ALSO
statvfs  (2),getmntinfo  (3),fstab (5), mount (8)
HISTORY
The getvfsstat () function first appeared iNetBSD 3.0 to replacegetfsstat () which appeared in
4.4BSD.
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NAME
i386_get_Idt  ,i386_set Idt — manage 386 per-process Local Descriptor Table entries

LIBRARY
i386 Architecture Library (libi386, —1i386)

SYNOPSIS
#include <sys/types.h>
#include <machine/segments.h>
#include <machine/sysarch.h>
i nt
i386_get_Idt (int start_sel , union descriptor [descs,int numsels);
i nt
i386_set Idt (int start_sel , union descriptor [descs, int num sels);

DESCRIPTION
i386_get Idt () will return the list of i386 descriptors that the process has in its.LDT
i386_set_Idt () will set a list of i386 descriptors for the current process in its.LBdth routines accept
a darting selector numbest art _sel , an aray of memory that will contain the descriptors to be set or
returneddescs , and the number of entries to set or retntm sel s.

The agumentdescs can be either segment_descriptor or gate_descriptor and are defig86ifseg-

ments.h> .

These structures are defined by the architecture as disjoint bit-fields, so care must be taken in constructing
them.

RETURN VALUES
Upon successful completioiB86_get Idt () returns the number of descriptors currently in the LDT
i386_set_Idt () returns the first selector seDtherwise, a value of -1 is returned and the glohehile
errnois set to indicate the error.

ERRORS
i386_get_Idt () andi386_set_Idt () will fail if:
[EINVAL] An inappropriate parameter was useddoart _sel ornum sel s.
[EACCE$ The caller attempted to use a descriptor that would circumvent protection or cause a failure.

REFERENCES
i386 Microprocessor ProgrammgReference Manual, Intel

WARNING
You can really hose your process using this.
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NAME
i386_get_mtrr  ,i386_set_mtrr — access Memory Type Range Registers

LIBRARY
i386 Architecture Library (libi386, —1i386)

SYNOPSIS
#include <sys/types.h>
#include <machine/sysarch.h>
#include <machine/mtrr.h>
i nt
i386_get_ mtrr  (struct ntrr Ortrrp,int [h)
i nt
i386_set mtrr  (struct ntrr Ortrrp,int [h)

DESCRIPTION
These functions provide an interface to the MTR&sters found on 686-class processors for controlling
processor access to memory ranges. This is most useful for accessieg dach as video accelerators on
pci (4) andagp (4) buses. Br example, enabling write-combining allows bus-write transfers to be com-
bined into a lager transfer before burstinge the hus. Thiscan increase performance of write operations
2.5 times or more.

ntrrp is a pointer to one or more mtrr structures, as described.bdloe n agument is a pointer to an
integer containing the number of structures pointed tonbyr p. For i386_set mtrr () the intger
pointed to byn will be updated to reflect the actual number of MTRRs successfully Bat.
i386_get_mtrr () no more tham structures will be copied out, and the integer value pointed toviiif
be updated to reflect the actual numberadidvstructures retrieed. A NULLarmgument tont r r p will result
in just the number of MTRRw/alable being returned in the integer pointed taby

The argumentrt r r p has the following structure:

struct mtrr {
uinté4_t base;

uinté4 _tlen;

uint8_t type;

int flags;

pid_t owner;
h
The location of the mapping is described by its physical base addresand lengtien. Valid values for
typeare:

MTRR_TYPE_UC uncached memory
MTRR_TYPE_WC use write-combining
MTRR_TYPE_WT use write-through caching
MTRR_TYPE_WP write-protected memory
MTRR_TYPE_WB use write-back caching

Valid values forflagsare:

MTRR_PRNATE
own range, reset the MTRR when the current process exits
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MTRR_FIXED use fixed range MTRR
MTRR_VALID entry is valid

Theownermember is the PID of the user process which claims the mapping. It is only valid if MTRR_PRI-
VATE is ®tinflags To dear/reset MTRRs, useflagsfield without MTRR_VALID set.

RETURN VALUES

Upon successful completion zero is returned, otherwise -1 is returned on failure, and theaglabl v

errnois set to indicate the erroifhe integer value pointed to loywill contain the number of successfully
processed mtrr structures in both cases.

ERRORS
[ENOSY$ The currently running kernel or CPU has no MTRR support.

[EINVAL] The currently runningdrnel has no MTRR support, or one of the mtrr structures pointed to by
ntrrpisinvalid.

[EBUSY No unused MTRRs arevalable.

HISTORY

Thei386_get mtrr () andi386_set_mtrr () functions appeared etBSD 1.6.
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NAME
i386_iopl — change the i386 1/O privilegeuvd

LIBRARY
i386 Architecture Library (libi386, —1i386)

SYNOPSIS
#include <sys/types.h>
#include <machine/sysarch.h>

i nt
i386_iopl (int iopl);

DESCRIPTION
i386_iopl () sets the i386 I/O prilege level to the value specified biyopl . This call is restricted to the
super-user.

RETURN VALUES
Upon successful completioi886_iopl () returns 0. Otherwise, alue of —1 is returned and the global
variableerrnois set to indicate the error.

ERRORS
i386_iopl () will fail if:

[EPERNI The caller was not the supeser or the operation was not permitted at the current security
level.

REFERENCES
i386 Microprocessor ProgrammgReference Manual, Intel

WARNING
You can really hose your machine if you enable usestldO and write to hardware ports without care.
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NAME
i386_pmc_info ,i386_pmc_startstop ,1386_pmc_read — interface to CPU performance coun-
ters

LIBRARY
i386 Architecture Library (libi386, —1i386)

SYNOPSIS
#include <sys/types.h>
#include <machine/sysarch.h>
#include <machine/specialreg.h>
i nt
i386_pmc_info (struct i386_pnt_info_args 0O a);
i nt
i386_pmc_startstop (struct i386_pnt_startstop_args [Esa);
i nt
i386_pmc_read (struct i386_pnt_read_args [Ta);

DESCRIPTION
These functions provide an interface to the CPU performance counters on the 586-class and 686-class pro-
cessors.

i386_pmc_info () will return information about thevailable CPU counters. The information is returned
ini a having the following structure:

struct i386_pmc_info_args {
int type;
int flags;
h
Thetypemember describes the class of performance countgifatde. \alid values are:

PMC_TYPE_NONE No PMC support
PMC_TYPE_I586 586-class CPUs
PMC_TYPE_I686 686-class Intel CPUs
PMC_TYPE_K7 686-class AMD CPUs

Theflagsmember describes additional capabilities of the proced&did values are:

PMC_INFO_HASTSC
CPU has time-stamp counter

i386_pmc_startstop () is used to start and stop the measurement of the CPU performance counters.
The argumenssa has the following structure:

struct i386_pmc_startstop_args {
int counter;
uinté4 _tval;
uint8_t event;
uint8_t unit;
uint8_t compare;
uint8_t flags;
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The counter specified by the memibseunteris started if the membdiagshas PMC_SETUP_KERNEL or
PMC_SETUP_USER set, otherwise the counter is stopped. The initial value of the counter igatet to
Additional values for thélagsmember are PMC_SETUP_EDGE and PMC_SETUP. INike eventmem-

ber specifies somevent written to the control gister The unit member specifies the measurement units.
Thecomparemember is a mask for the counter.

i386_pmc_read () will return information about a specific CPU counter measured during the last measure-
ment period determined by the callingi886_pmc_startstop (). Theinformation is returned ima
having the following structure:

struct i386_pmc_read_args {
int counter;
uinté4 _tval;
uinté4_t time;
%
The counter to read should be specified by ¢banter member Counters are numbered from 0 to

PMC_NCOUNTERShe \alue of the counter is returned in tha member The time since epoch, mea-
sured in CPU clock cycles, is returned in tinee member.

RETURN VALUES
Upon successful completion zero is returned, otherwise —1 is returned on failure.
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NAME
i386_vm86 — set virtual 8086 processor registers and mode

LIBRARY
i386 Architecture Library (libi386, —1i386)

SYNOPSIS
#include <sys/types.h>
#include <signal.h>
#include <machine/mcontext.h>
#include <machine/segments.h>
#include <machine/sysarch.h>
#include <machine/vm86.h>
i nt
i386_vm86 (struct vnB6_struct [¥ntp);

DESCRIPTION
i386_vm86 () will set the process into virtual 8086 mode using tlygsters and selectors specified by the
contt pointed to bywntp. The processor gisters are set fromntp- >substr. regs, and the emu-
lated processor type froomtp- >substr. ss_cpu_t ype.

The kernel keeps a pointer to the cahteand uses the tables storedvaitp->i nt _byuser and
viep->i nt 21_byuser for fast virtual interrupt handling. If the t h bit is clear in the first of these
arrays, then the kernel may directly emulate the real-mode x8 liN3truction handling.If the n th bit is
set, then the process is defied a signal when an INT instruction iseeuted.

Since MS-DOS puts mgnDOS functions onto interrupt 21, it is handled speciallye k th bit in the
vinep->i nt 21_byuser array is checked when INT1 is requested and tlah register isk.

RETURN VALUES
This routine does not normally return: 32-bit mode will be restored by thegetif a signal to the process.
In case of an error in setting the VM86 mode, a value of -1 is returned and the gliddalberrnois set to
indicate the error.

ERRORS
i386_vm86 () will fail if:

[EFAULT] The state avntp was ot readable to the user process.

REFERENCES
i386 Microprocessor ProgrammgReference Manual, Intel
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NAME
ioctt — control device

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/ioctl.h>
i nt
ioctl (int d,unsigned |ong request,void Cargp);

DESCRIPTION
Theioctl () function manipulates the underlying device parameters of special files. In particartegr
operating characteristics of character special files (e.g. terminals) may be controllextilvith) requests.
The argumend must be an open file descriptor.

An ioctl r equest has encoded in it whether thggament is an “in” parameter or “out” parameterd the
size of the ayjumentar gp in bytes. Macros and defines used in specifying an ipetjuest are located in
the file[$ys/ioctl.h 0

GENERIC IOCTLS
Some ioctls are applicable toydfile descriptar These include:

FIOCLEX
Set close-onec flag. Thefile will be closed wherxec (3) is invoked.

FIONCLEX
Clear close-onsa&c flag. Thefile will remain open acrosxec (3).

Some generic ioctls are not implemented for all types of file descriptors. These include:

FIONREAD int
Get the number of bytes that are immediatebilable for reading.

FIONWRITE int
Get the number of bytes in the descrig@nd queue. These bytes are data which has been writ-
ten to the descriptor but which are being held by the kernel for further processing. The nature of
the required processing depends on the underlyingeale For tty devices, these bytes are typi-
cally queued for delery to the tty hardare. For TCP sockets, these bytesvbant yet been
acknolvedged by the other side of the connectibuox files, this operation alys returns zero as
files do not hee £nd queues.

FIONSPACE int
Get the free space in the descriaEnd queue.This value is the size of the send queue minus
the number of bytes being held in the queue. Note: while this value represents the number of bytes
that may be added to the queue, other resource limitations may cause a write not larger than the
send queus’ Yace to be bload. Onesuch limitation would be a lack of netvk buffers for a
write to a network connection.

FIONBIO int
Set non-blocking 1/0 mode if the argument is non-zero. In non-blocking medd, (2) or
write (2) calls return —1 and setrnoto EAGAINimmediately when no data isailable.

FIOASYNC int
Set asynchronous 1/0O mode if the argument is non-zero. In asynchronous mode, the process or
process group specified BYOSETOWNWill start receving SIGIO signals when data ivalable.
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TheSIGIO signal will be delvered when data isvailable on the file descriptor.

FIOSETOWN, FIOGETOWN int
Set/get the process or the process group Géne) that should recee SIGIO signals when data
is available.

RETURN VALUES
If an error has occurred, a value of —1 is returnedeamb is set to indicate the error.

ERRORS
ioctl () will fail if:
[EBADH d is not a valid descriptor.
[ENOTTY d is not associated with a character special device.
[ENOTTY The specified request does not apply to the kind of object that the desdripfer-
ences.
[EINVAL] request orar gp is not valid.
[EFAULT] ar gp points outside the procesgllocated address space.
SEE ALSO

mt(1), execve (2),fcntl (2),intro (4),tty (4)

HISTORY
Anioctl () function call appeared in VersiomT&T UNIX .
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NAME
issetugid  — is current process tainted by uid or gid changes

SYNOPSIS
#include <unistd.h>

i nt
issetugid  (voi d);

DESCRIPTION

Theissetugid () function returns 1 if the process environment or memory address space is considered
“tainted”, and returns O otherwise.

A process is tainted if it was created as a result @éxacve (2) system call which had either of the setuid
or setgid bits set (and extra\pkeges were gien as aresult) or if it has changed yof its real, dective a
saved user or group ID8 Snce it bgan execution.

This system call exists so that library routines (e.g., libc, libtermcap) can reliably determine if it is safe to use
information that was obtained from the yserparticular the results fromgetenv (3) should be viewed with
suspicion if it is used to control operation.

A “tainted” status is inherited by child processes as a result @drthe(2) system call (or other library code
that calls fork, such gsopen (3)).

It is assumed that a program that clears alilpges as it prepares taeeute another will also reset theven
ronment, hence the “tainted” status will not be passedTdns is important for programs such sis(1)
which begin setuid but need to be able to create an untainted process.

ERRORS
Theissetugid () function is alvays successful, and no return value is reserved to indicate an error.

SEE ALSO
execve (2),fork (2),setegid (2),seteuid (2),setgid (2),setregid (2),setreuid (2),
setuid (2)

HISTORY

A issetugid () function call first appeared i@penBSD2.0 and was also implemented AreeBSD3.0.
FreeBSDimplementation was imported iet8SD 1.5.
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NAME
kil  — send signal to a process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <signal.h>
i nt
kil (pid_t pid,int sig);

DESCRIPTION
Thekill () function sends the signalvgn by si g to pi d, a process or a group of processas.g may be
one of the signals specifiedsigaction  (2) or it may be 0, in which case error checking is perfornued b
no signal is actually sent. This can be used to check the validitychf

For a process to hae permission to send a signal to a process designatpd dbythe real or déctive wser 1D
of the receiving process must match that of the sending process or the uservmaspifegoriate pileges
(such as gien by a ®t-useflD program or the user is the supeser). Asingle exception is the signal SIG-
CONT, which may alvays be sent to gndescendant of the current process.

If pi d is greater than zero:
Si g is sent to the process whose ID is equalitd.

If pi d is zero:
si g is sent to all processes whose group ID is equal to the process group ID of theaseinider
which the process has permission; this is a variaktlp§  (3).

If pid is-1:
If the user has super-useryilieges, the signal is sent to all processes excluding system processes
and the process sending the signal. If the user is not the supghesggnal is sent to all processes

with the same uid as the user excluding the process sending the signal. No error is retugned if an
process could be signaled.

For compatibility with System Vif the process number isgative kut not —1, the signal is sent to all pro-
cesses whose process group ID is equal to the absolute value of the process mhishbera variant of
kilpg (3).

RETURN VALUES

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
kill () will fail and no signal will be sent if:
[EINVAL] si g is not a valid signal number.
[ESRCH No process can be found corresponding to that specifipd @y
[ESRCH The process id wasgin as 0 lit the sending process does noteha pocess group.
[EPERNI The sending process is not the super-user andfé@stieé wser id does not match the

effective userid of the receiving procesaVhen signaling a process group, this error
is returned if am members of the group could not be signaled.
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SEE ALSO
getpgrp (2),getpid (2),sigaction  (2),killpg (3),signal (7)

STANDARDS
Thekill () function is expected to conform t®0/IEC9945-1:1990 (POSIX1").

NetBSD 3.0 April 19, 1994 2



KQUEUE (2) NetBSD System Calls Manual KIEUE (2)

NAME
kqueue , kevent — kernel &ent notification mechanism

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/event.h>
#include <sys/time.h>
i nt
kqueue (voi d);
i nt
kevent (i nt kq, const struct kevent [thangelist, size_t nchanges,

struct kevent [kventlist,size t nevents,
const struct tinmespec [iineout);

EV_SET&kev,ident ,filter, flags, fflags, data, udat a);

DESCRIPTION
kqueue () provides a generic method of notifying the user whenvanteéhappens or a condition holds,
based on the results of small pieces enlel code termed filtersA kevent is identified by the (ident, filter)
pair; there may only be one uniquevint per kqueue.

The filter is &ecuted upon the initial registration of auent in order to detect whether a preexisting condi-
tion is present, and is alsgeeuted wheneer an event is passed to the filter fovauation. Ifthe filter deter
mines that the condition should be reported, thenéhenkis placed on the kqueue for the user to natrie

The filter is also run when the user attempts to redrige kevent from the kqueue. If the filter indicates that
the condition that triggered thevemt no longer holds, theekent is remeed from the kqueue and is not
returned.

Multiple events which trigger the filter do not result in multiplevints being placed on the kqueue; instead,
the filter will aggrgae the eents into a single structekent. Calling close () on a file descriptor will
remove any levents that reference the descriptor.

kqueue () creates a ne kernel @ent queue and returns a descriptdhe queue is not inherited by a child
created witiork (2).

kevent () is used to registervents with the queue, and returnyampending ®&ents to the user
changel i st is a pointer to an array ddeventstructures, as defined iBys/event.h [ All changes
contained in thehangel i st are applied before grpending &ents are read from the queuechanges
gives the size othangel i st. event | i st is a pointer to an array okkent structuresnevent s deter-
mines the size afvent | i st. If ti neout is a nonNULL pointer it specifies a maximum interval toait
for an eent, which will be interpreted as a struct timespHd.i meout is aNULL pointer,kevent () waits
indefinitely To efect a poll, thet i meout argument should be noNULL, pointing to a zero-alued
timespecstructure. Thesame array may be used for tteangel i st andevent| i st.

EV_SET) is a macro which is provided for ease of initializingeadat structure.
Thekeventstructure is defined as:

struct kevent {

uintptr_t ident; / O identifier for this event o
uint32_t filter,; / O filter for event o
uint32_t flags; / O action flags for kqueue o
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uint32_t fflags; / O filter flag value o
inté4 t data, / O filter data value a
intptr_t udata; / 00 opaque user data identifier o

h
The fields ofst ruct kevent are:

ident Value used to identify thisvent. The exact interpretation is determined by the
attached filterbut often is a file descriptor.

filter Identifies the krnel filter used to process thigent. Thereare pre-defined system fil-

ters (which are described below), and other filters may be added by kernel subsystems
as necessatry.

flags Actions to perform on therent.

fflags Filter-specific flags.

data Filter-specific data value.

udata Opagque user-defined value passed through the kernel unchanged.

Theflagsfield can contain the following values:

EV_ADD Adds the ®ent to the kqueue. Re-adding an existingerg will modify the
parameters of the originavent, and not result in a duplicate entédding an
event automatically enables it, unlesgeridden by the EV_DISABLE flag.

EV_ENABLE Permitkevent () to return theeent if it is triggered.
EV_DISABLE Disable the eent sokevent () will not return it. The filter itself is not disabled.

EV_DELETE Remuwes the e/ent from the kqueueEvents which are attached to file descrip-
tors are automatically deleted on the last close of the descriptor.

EV_ONESHOT Causes thevent to return only the first occurrence of the filter being triggered.
After the user retriees the event from the kqueue, it is deleted.

EV_CLEAR After the eent is retriezved by the userits state is reset. This is useful for filters
which report state transitions instead of the current stdtge that some filters
may automatically set this flag internally.

EV_EOF Filters may set this flag to indicate filter-specific EOF condition.
EV_ERROR Se®ETURN VALUES below.

Filters

Filters are identified by a numbefhere are tw types of filters; pre-defined filters which are described
belon, and third-party filters that may be added wkfilter_register (9) by kernel sub-systems,
third-party device dviers, or loadable kernel modules.

As a third-party filter is referenced by a well-kmo name instead of a statically assigned numtvey
ioctl  (2)s are supported on the file descriptor returnekigoneue () to map a filter name to a filter numper
and vice-versa (passing arguments in a structure described below):

KFILTER_BYFILTER Mapfilter to name which is of sizden.
KFILTER_BYNAME Map nameto filter. lenis ignored.

The following structure is used to pass arguments in and out wfcthe (2):
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struct kfilter_mapping {

h

char Chame; /O name to lookup or return o
size t len; / O length of name o
uint32_t filter; / O filter to lookup or return o

Arguments may be passed to and from the filter vidfidmgs anddatafields in the kvent structure.

The predefined system filters are:

EVFILT_READ

EVFILT_WRITE

EVFILT_AIO
EVFILT_VNODE

NetBSD 3.0

Takes a cescriptor as the identifieand returns whener there is dataailable to read.
The behavior of the filter is slightly different depending on the descriptor type.

Sockets
Soclets which hae previously been passed tisten () return when there is an
incoming connection pendinglata contains the size of the listen backlog (i.e., the
number of connections ready to be accepted adgtept (2).)

Other socket descriptors return when there is data to be read, subject to the
SO_RCVLOWAZue of the socketuffer. This may be werridden with a pefilter

low water mark at the time the filter is added by setting th& BNQOWAT flag in

fflags, and specifying the v low water mark indata On return,data contains the
number of bytes in the socket buffer.

If the read direction of the soekhas shutdown, then the filter also sets EV_EOF in
flags and returns the socket error (if any) fitags. It is possible for EOF to be
returned (indicating the connection is gone) while there is still data pending in the
socket buffer.

Vnodes
Returns when the file pointer is not at the end of filata contains the offset from
current position to end of file, and may bgaive.

Fifos, Pipes
Returns when the there is data to retatacontains the number of bytegadable.

When the last writer disconnects, the filter will set EV_EOHR&gs This may be
cleared by passing in EV_CLEAR, at which point the filter will resuragimng for
data to becomevailable before returning.

Takes a cescriptor as the identifieand returns whener it is possible to write to the
descriptor For soclets, pipes, fifos, and ttysiata will contain the amount of space
remaining in the write dffer. The filter will set EV_EOF when the reader disconnects,
and for the fifo case, this may be cleared by use of EV_CLEAR. Note that this filter is
not supported for vhodes.

For sockets, the lav water mark and socket error handling is identical to the
EVFILT_READ case.

This is not implemented iNetBSD.

Takes a fie descriptor as the identifier and thergs to watch for irfflags, and returns
when one or more of the request&drgs occurs on the descriptofhe events to moni-
tor are:

NOTE_DELETE unlink () was called on the file referenced by the descriptor.
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NOTE_WRITE A write occurred on the file referenced by the descriptor.
NOTE_EXTEND The file referenced by the descriptor was extended.
NOTE_ATTRIB  The file referenced by the descriptor had its attributes changed.
NOTE_LINK The link count on the file changed.

NOTE_RENAME The file referenced by the descriptor was renamed.

NOTE_REVOKE Access to the file was veked via revoke (2) or the underlying
fileystem was unmounted.

On returnfflags contains theents which triggered the filter.

EVFILT_PROC  Takes the process ID to monitor as the identifier and temts to watch for irfflags,
and returns when the process performs one or more of the requestisd & a process
can normally see another process, it can attaclkemt ® it. The events to monitor are:

NOTE_EXIT The process has exited.

NOTE_FORK The process has calfedk ().

NOTE_EXEC The process haxecuted a n& process vigexecve (2) or simi-
lar call.

NOTE_TRACK Folow a process acrostork () calls. The parent process will

return with NO'E_TRACK set in thdflags field, while the child
process will return with NOTE_CHILD set fflags and the par
ent PID indata

NOTE_TRACKERR This flag is returned if the system was unable to attaclvem e
to the child process, usually due to resource limitations.

On returnfflags contains theents which triggered the filter.

EVFILT_SIGNAL Takes the signal number to monitor as the identifier and returns whenvitredgnal is
delivered to the current proces3his coexists with theignal () andsigaction ()
facilities, and has a lower precedence. The filter will record all attempts verdelg-
nal to a process,ven if the signal has been marked as SIG_I@\ent notification
happens after normal signal dely processing.datareturns the number of times the
signal has occurred since the last calkéwent (). This filter automatically sets the
EV_CLEAR flag internally.

EVFILT_TIMER Establishes an arbitrary timer identified ignt When adding a timedata specifies
the timeout period in milliseconds. The timer will be periodic unless EV_ONHSBO
specified. Orreturn,data contains the number of times the timeout has expired since
the last call tckevent (). Thisfilter automatically sets the EV_CLEAR flag internally

RETURN VALUES
kqueue () creates a me kernel @ent queue and returns a file descripttrthere was an error creating the
kernel event queue, a value of -1 is returned and errno set.

kevent () returns the number olvents placed in thevent | i st, up to he value gien by nevents. If

an error occurs while processing an element of changel i st and there is enough room in the
event | i st, then the gent will be placed in thevent | i st with EV_ERRORet inflagsand the system
error indata Otherwise,—1 will be returned, an@rrno will be set to indicate the error condition. If the
time limit expires, thekevent () returns 0.
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ERRORS
Thekqueue () function fails if:
[ENOMEM The kernel failed to allocate enough memory for the kernel queue.
[EMFILE] The per-process descriptor table is full.
[ENFILE] The system file table is full.
Thekevent () function fails if:
[EACCES$ The process does notyepermission to register a filter.
[EFAULT] There was an error reading or writing #teentstructure.
[EBADH The specified descriptor isvidid.
[EINTR] A signal was deliered before the timeout expired and beforg arents were placed
on the kqueue for return.
[EINVAL] The specified time limit or filter is walid.
[ENOENT The event could not be found to be modified or deleted.
[ENOMEM No memory was\&ilable to register thevent.
[ESRCH The specified process to attach to does not exist.
SEE ALSO
ioctl  (2),poll (2),read (2),select (2),sigaction (2),write (2),signal (3),
kfilter_register (9), knote (9)
HISTORY

Thekqueue () andkevent () functions first appeared freeBSD4.1, and then iNetBSD 2.0.

AUTHORS
The kqueue () system and this manual page were written by Jonathan L&kamon@FreeBSD.ofg
NetBSD port and manpage additions were done by
Luke Mewburn Dukem@NetBSD.orgl
Jason Thorp&horpej@NetBSD.orig and
Jaromir Dolecekjdolecek@NetBSD.ofrg
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NAME
ktrace — process tracing

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/uio.h>
#include <sys/ktrace.h>
i nt
ktrace (const char [racefile,int ops,int trpoints, pid_t pid);
i nt
fktrace (int fd,int ops,int trpoints,pid_t pid),

DESCRIPTION
The ktrace () function enables or disables tracing of one or more processes. Users may only trace their
own processes. Onlthe super-user can trace setuid or setgid programs.

Thetracefi | e gives the pathname of the file to be used for tracing. The file must exist and be writable by
the calling process. All trace records areagls appended to the file, so the file must be truncated to zero
length to discard pwous trace data. If tracing points are being disabled (see KTROP_CLEAR)pelo
tracefil e may be NULL. If usingktrace () then instead of passing a filename aacefi | e, a fie
descriptor is passed &d and behaviour is otherwise the same.

Theops parameter specifies the requested ktrace operation. The defined operations are:

KTROP_SET Enabléace points specified inr poi nt s.

KTROP_CLEAR Disabldrace points specified inr poi nt s.

KTROP_CLEARFILE Stopall tracing.

KTRFLAG_DESCEND Theracing change should apply to the specified process and all its

current children.

Thetrpoints  parameter specifies the trace points of interest. The defined trace points are:

KTRFAC_SYSCALL Trace system calls.

KTRFAC_SYSRET Tace return values from system calls.

KTRFAC_NAMEI Trace name lookup operations.

KTRFAC_GENIO Trace all I/O (note that this option can generate much output).
KTRFAC_PSIG Tace posted signals.

KTRFAC_CSW Trace context switch points.

KTRFAC_EMUL Trace emulation changes.

KTRFAC_INHERIT Inherittracing to future children.

Each tracing eent outputs a record composed of a generic header followed by a trace point specific struc-
ture. Thegeneric header is:

struct ktr_header {

int ktr_len; / O length of buf o
short  ktr_type; / O trace record type o
pid_t ktr_pid; / O process id o

char  ktr_comm[MAXCOMLEN+1]; /0O command name [

struct timeval ktr_time; / O timestamp [

caddr_tktr_buf;
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¥
Thektr_len field specifies the length of tikér_type  data that follavs this headerThektr_pid and
ktr_comm fields specify the process and command generating the retbektr_time  field gives the

time (with microsecond resolution) that the recordswgeneratedThe ktr_buf is an internal &rnel
pointer and is not useful.

The generic header is followed Byr_len  bytes of aktr_type record. Thetype specific records are
defined in thecsys/ktrace.h> include file.

RETURN VALUES
On successful completion a value of 0 is returned. Otherwise, a value of -1 is returreetharsl set to
shaw the error.

ERRORS
ktrace () will fail if:
[ENOTDIR A component of the path prefix is not a directory.
[EINVAL] The pathname contains a character with the high-order bit set.

[ENAMETOOLONGA component of a pathname exceeded 255 characters, or an entire patixcesdec
1023 characters.

[ENOENT The named tracefile does not exist.

[EACCES$ Search permission is denied for a component of the path prefix.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EIO] An 1/O error occurred while reading from or writing to the file system.
SEE ALSO

kdump(1), ktrace (1)

HISTORY
A ktrace function call first appeared in 484D.
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NAME
Ifs_bmapv — retrieve dsk addresses for arrays of blocks

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <ufs/Ifs/Ifs.h>
i nt
Ifs_ bmapv (fsid_t OO sidp, BLOCK | NFO [bl ki ov, i nt bl kent);

DESCRIPTION
Ifs_bmapv () fills in the bi_daddr field forwery block listed in the block arrall ki ov with the disk
address corresponding to the logical bldxk | bn of the file with inodebi _i node. If bi _| bn is
LFS_UNUSED_LBN, the disk location of the inode block containing thesfitedde will be returned in
bi _daddr instead.

Thef si dp argument contains the id of the file system to which the inodes and blocks b&loxigl ki ov
argument is an array of BLOCK_INFO structures (seevgelorhebl kcnt amgument determines the size
of thebl ki ov array.

typedef struct block_info {

ino_t bi_inode; /Oinode# O

ufs_daddr_t bi_lbn; / O logical block w/in file o
ufs_daddr_t bi_daddr; / O disk address of block o

time_t bi_segcreate; / O origin segment create time o

int bi_version; / O file version number o

void [bi_bp; /O data buffer o

int bi_size; / O size of the block (if fragment) o

} BLOCK_INFO;

RETURN VALUES
Ifs_bmapv () returns 0 on success, or —1 on error.

ERRORS
An error return fromfs_bmapv () indicates:
[EFAULT] f si dp points outside the processllocated address space.
[EINVAL] [T si dp does not specify a valid file system.

SEE ALSO

Ifs_markv (2),Ifs_segclean (2),Ifs_segwait (2),Ifs_cleanerd (8)

HISTORY
Thelfs_bmapv () function call appeared in 88%D.
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NAME
Ifs_markv

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <ufs/Ifs/Ifs.h>

i nt

NetBSD System Calls Manual

LFS_MARKY (2)

— rewrite disk blocks to ne disk locations

Ifs_markv (fsid_t [Osidp, BLOCK | NFO [bl ki ov, i nt bl kent);

DESCRIPTION

Ifs_markv () rewrites the blocks specified int ki ov to nev disk locations, for the purposes of grouping

them next to one anothesr to nove hem out of a segment to clean it. All fields of the BLOCK_INFO
structure must be filled in, except for _segcr eat e. If bi _daddr is not the correct current address for
logical blockbi _| bn of the file with inode numbdbpi _i node, or if the file's version humber does not

matchbi _ver si on, the block will not be written to disk, but no error will be returned.

Thef si dp argument contains the id of the filesystem to which the inodes and blocks bé&loabi _bp
field containsbi _si ze bytes of data to be written into the appropriate bloékbi _| bn is specified as
LFS_UNUSED_LBN, the inode itself will be rewritten.

Thebl ki ov agument is an array of BLOCK_INFO structures (seewgldrhebl kcnt argument deter

mines the size of thiel ki ov array.

typedef struct block_info {

ino_t bi_inode; /Oinode# O

ufs_daddr_t bi_lbn; / O logical block w/in file o
ufs_daddr_t bi_daddr; / O disk address of block o

time_t bi_segcreate; / O origin segment create time o

int bi_version; / O file version number o

void [bi_bp; O data buffer o

int bi_size; / O size of the block (if fragment) o

} BLOCK_INFO;

RETURN VALUES

Ifs_markv () returns O on success, or —1 on error.

ERRORS

An error return fromfs_markv () indicates:

SEE ALSO

NetBSD 3.0

[EFAULT] f si dp points outside the processllocated address space.
[EINVAL] [T si dp does not specify a valid filesystem.
[EBUSY One or more of the inodes whose blocks were to be writtsnlecked, and its blocks
were not rewritten.
Ifs_segclean  (2),lfs_segwait  (2),Ifs_cleanerd (8)
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HISTORY
Thelfs_markv () function call appeared in 488%D.

BUGS

The functionality oflfs_markv () does not really belong in user space. Among other things it could be
used to work around the SF_IMMUTABLE and SF_APPEND file flagsdqstags (2)).
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NAME
Ifs_segclean — mark a segment clean

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>

i nt
Ifs_segclean (fsid_t OOsidp,u_long segnent);
DESCRIPTION

Ifs_segclean () marks segment numbsegnent in LFS filesysteniT si dp "clean" or aailable for
writing.

RETURN VALUES
Ifs_segclean () returns O on success, or —1 on error.

ERRORS
An error return fronmfs_segclean () indicates:
[EFAULT] f si dp points outside the processllocated address space.
[EINVAL] [T si dp does not specify a valid filesystem.
[EBUSY segnent is marked SU_ACTIVE, meaning that it does not yet belong talia v
checkpoint.
SEE ALSO

Ifs_bmapv (2),Ifs_markv (2),Ifs_segwait (2),Ifs_cleanerd (8)

HISTORY
Thelfs_segclean () function call appeared in 484D.
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NAME
Ifs_segwait — wait until a segment is written

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>

i nt
Ifs_segwait (fsid_t [Osidp, struct timeval [Tv);

DESCRIPTION
Ifs_segwait () blocks until a n& segment is acquired for writing by the filesystem specifiedibyi dp
or if [f si dp is —1, until a segment is acquired for writing by &S filesystem.

If ti meout is non-zerolfs_segwait () will return aftert i meout milliseconds rgardless of whether a
new segment has been designated for writing or not.

RETURN VALUES
Ifs_segwait () returns O if a n@ segnent was acquired; 1 if it timed out; or —1 on error.

ERRORS
An error return fromfs_segwait () indicates:
[EFAULT] f si dp points outside the processllocated address space.
[EINTR] A signal was deliered before the time limit expired and before & rsegment vas
designated for writing.
[EINVAL] The specified time limit is rggtive.
SEE ALSO

Ifs_bmapv (2),Ifs_markv (2),Ifs_segclean (2),Ifs_cleanerd (8)

HISTORY
Thelfs_segwait () function call appeared in 484D.
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NAME
link — make a hard file link

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

i nt
link (const char [hanel, const char [hane2);

DESCRIPTION
The link () function call atomically creates the specified directory entry (hard liakie2 with the
attributes of the underlying object pointed atrimyre 1. If the link is successful: the link count of the under
lying object is incrementedtanel andnamne?2 share equal access and rights to the underlying object.

If namel is remaed, the filename2 is not deleted and the link count of the underlying object is decre-
mented.

nanmel must exist for the hard link to succeed and bahel andnane2 must be in the same file system.
namel may not be a directory unless the caller is the super and the file system containing it supports
linking to directories.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
link () will fail and no link will be created if:
[ENOTDIR A component of either path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX} characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT A component of either path prefix does not exist.

[EACCES$ A component of either path prefix denies search permission, or the requested link
requires writing in a directory with a mode that denies write permission.

[ELOOR Too mary symbolic links were encountered in translating one of the pathnames.

[ENOENT The file named byanmel does not exist.

[EOPNOTSUHP  The file system containing the file namedrayre1 does not support links.

[EMLINK] The link count of the file named manme1 would exceedLINK_MAX} .

[EEXIST] The link named byame?2 does exist.

[EPERNI The file named bypanel is a directory and the fetctive wser ID is not supeuser or
the file system containing the file does not permit the ubekof () on a directory.

[EXDEV The link named byane2 and the file named hyamel are on different file systems.

[ENOSPC The directory in which the entry for thewndink is being placed cannot bgtended
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[EDQUOT

[EIO]

[EROF$
[EFAULT]

SEE ALSO

NetBSD System Calls Manual LINK (2)

because there is no space left on the file system containing the directory.

The directory in which the entry for thewndink is being placed cannot bgtended
because the ussrtuota of disk blocks on the file system containing the directory has
been exhausted.

An 1/O error occurred while reading from or writing to the file system toemfad
directory entry.

The requested link requires writing in a directory on a read-only file system.

One of the pathnames specified is outside the precdegated address space.

symlink (2),unlink (2)

STANDARDS

Thelink () function conforms téSO/IEC9945-1:1990 (POSIX 1").

NetBSD 3.0

January 12, 1994 2
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NAME
listen — listen for connections on a socket

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>
i nt
listen (int s,int backl og);

DESCRIPTION
To accept connections, a socket is first created wdttket (2), a willingness to accept incoming connec-
tions and a queue limit for incoming connections are specifiedigti¢m (), and then the connections are
accepted withaccept (2). The listen () call applies only to sockets of typ@OCK_STREAMr
SOCK_SEQPACKET

Thebackl og parameter defines the maximum length the queue of pending connections mag. gifoa
connection request aves with the queue full the client may recei an eror with an indication of
ECONNREFUSEDr, if the underlying protocol supports retransmission, the request may be ignored so that
retries may succeed.

RETURN VALUES
A 0 return value indicates success; —1 indicates an error.

ERRORS
listen () will fail if:
[EBADH The argumens is not a valid descriptor.
[ENOTSOCK The argumens is not a socket.

[EOPNOTSUPP  The socket is not of a type that supports the operéisitam ().

SEE ALSO
accept (2),connect (2),socket (2)

HISTORY
Thelisten () function call appeared in 83D.

BUGS
Thebackl og is currently limited (silently) to 128.
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NAME
Iseek , seek — reposition read/write file offset

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

of f t
Iseek (int fildes,off _t offset,int whence);

DESCRIPTION
Thelseek () function repositions the fsiet of the file descriptdri | des to the agumentof f set accord-
ing to the directiewhence. The agumentfi | des must be an open file descriptdseek () repositions
the file pointerf i | des as follows:

If whence is SEEK_SET the offset is set tof f set bytes.
If whence is SEEK_CURthe offset is set to its current location pbfd set bytes.
If whence is SEEK_ENDthe offset is set to the size of the file pidd set bytes.

Thelseek () function allows the file offset to be setybad the end of the existing end-of-file of the filé.
data is later written at this point, subsequent reads of the data in the gap return bytes of zeros (until data is
actually written into the gap).

Some devices are incapable of seeking. The value of the pointer associated with such a device is undefined.
RETURN VALUES

Upon successful completiofseek () returns the resulting offset location as measured in bytes from the
beginning of the file. Otherwise, a value of —1 is returnedearmb is set to indicate the error.

ERRORS

Iseek () will fail and the file pointer will remain unchanged if:

[EBADH fil des is not an open file descriptor.

[ESPIPE] fil des is associated with a pipe, socket, or FIFO.

[EINVAL] whence is not a proper value, or the resulting file offset would kdith
SEE ALSO

dup (2), open (2)

STANDARDS
Thelseek () function conforms teSO/IEC9945-1:1990 (POSIX1").

BUGS
This documens use ofwhence is incorrect English, but is maintained for historical reasons.
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NAME
m68k_sync_icache — instruction cache synchronization

LIBRARY
m68k Architecture Library (libm68k, -Im68k)

SYNOPSIS
#include <sys/types.h>
#include <m68k/sync_icache.h>

voi d
m68k_sync_icache (void [start, size_t size);

DESCRIPTION
m68k_sync_icache () synchronizes data and instruction caches the specified igion. It should be
called prior to gecuting newly generated code.

The affected address range startstadir t and continues fosi ze bytes. Ifstart is 0, all the address
space of the currentecution thread is &cted. Addressesutside the specified region may be synchro-
nized, too.

The call alvays succeeds.

SEE ALSO
arm32_sync_icache (2)

HISTORY
m68k_sync_icache () appeared first iNetBSD 1.4.

AUTHORS
Ignatios Souvatzis
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NAME
madvise — give advice about use of memory

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>

i nt

madvise (voi d [addr, size_t len,int behav);

i nt

posix_madvise (void [addr, size_t len,int advice)

DESCRIPTION
Themadvise () system call allows a process that has knowledge of its memoryidaeteadescribe it to the
system. Theosix_madvise () interface is identical and is provided for standards conformance.

The known behaviors are:
MADV_NORMAT€Is the system to rert to the default paging behavior.
MADV_RANDOM a hint that pages will be accessed randpanly prefetching is likely not advantageous.

MADV_SEQUENTIAL
Causes the VM system to depress the priority of pages immediately precediag jgage
when it is faulted in.

MADV_WILLNEED
Causes pages that are in gegivirtual address range to temporarilywbaigher priority
and if the are in memorydecrease the likelihood of them being fregdiditionally, the
pages that are already in memory will be immediately mapped into the process, thereby
eliminating unnecessaryerhead of going through the entire process of faulting the pages
in. ThisWILL NOT fault pages in from backing store, but quickly map the pages already
in memory into the calling process.

MADV_DONTNEED
Allows the VM system to decrease the in-memory priority of pages in the specified range.
Additionally future references to this address range will incur a page fault.

MADV_FREE Gives the VM system the freedom to free pages, and tells the system that information in the
specified page range is no longer important.

Portable programs that call theposix_madvise () interface should use the aliases
POSIX_MADV_NORMAL POSIX_MADV_SEQUENTIAL POSIX_MADV_RANDOM
POSIX_MADV_WILLNEEDand POSIX_MADV_DONTNEEBther than the flags described &bo

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to

indicate the error.

ERRORS
madvise () will fail if:
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[EINVAL] Invalid parameters were provided.

SEE ALSO
mincore (2), mprotect (2), msync(2), munmag?2), posix_fadvise  (2)

STANDARDS
Theposix_madvise () system call is expected to conform to lBEE Std 1003.1-2001 POSIX1") stan-
dard.

HISTORY
The madvise system call first appeared in 84D, but until NeBSD 1.5 it did not perform anof the
requests on, or changeyabehasior of the address rangevgn. Theposix_madvise () was irvented in
NetBSD 5.0.
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NAME
mincore — determine resideryoof memory pages

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>

i nt
mincore (voi d [addr, size_t len, char [vec);

DESCRIPTION

The mincore () system call allows a process to obtain information about whether pages are core resident.
The status of the memory range is returned in the chajgetpage arraywec. If the page is resident, the

least significant bit of the corresponding charactereén will be set. Other bits are reserved for additional
information which future implementations may return.

Note that the status of each page may change between themaittye () and the return of the page sta-

tus information. In order to guarantee that pages will remain in core, the address range must be locked with
mlock (2).

RETURN VALUES
mincore () returns O on success, or —1 on failure and sets the vagiabteto indicate the error.

ERRORS
Themincore () call will fail if:
[EFAULT] vec points to an illgd address.
[EINVAL] addr is not a multiple of the system page size.
[EINVAL] | enis equal to 0.
[ENOMEM The address range specified isaid for the calling process, or one or more of the

pages specified in the range are not mapped.

SEE ALSO
madvise (2), mlock (2), mprotect (2), msync(2), munmag?2), sysconf (3)

HISTORY
Themincore () function first appeared in 484D.
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NAME
minherit — control the inheritance of pages

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>
i nt
minherit (void [addr, size_t len,int inherit);

DESCRIPTION
Theminherit () system call changes the specified range of virtual addressestthdapecified fork-time
inheritance characteristicnheri t, which can be set tMAP_INHERIT _NONEMAP_INHERIT_COPY
or MAP_INHERIT_SHARE Also possible is MAP_INHERIT_DEFAULT which defaults to
MAP_INHERIT_COPY Not all implementations will guarantee that the inheritance characteristic can be set
on a page basis; the granularity of changes may be as large as an entire region.

Normally, the entire address space is nearMAP_INHERIT_COPY when the process calfsrk (), the
child receves a {irtual) copy of the entire address spadeages or regions magkl MAP_INHERIT_SHARE
are shared between the address spaces, while pages or regioad Mark INHERIT_NONEwill be

unmapped in the child.

RETURN VALUES
Theminherit () function returns the value 0 if successful; otherwise &hagev—1 is returned and the global
variableerrnois set to indicate the error.

ERRORS

minherit () will fail if:

[EINVAL] An invalid region or ivalid parameters were specified.
SEE ALSO

fork (2), madvise (2), mincore (2), mprotect (2), msync(2), munmag?2)

HISTORY
Theminherit () function first appeared @penBSD

BUGS

If a particular port does not support page-granularity inheritance, shesehay to figure out he lamge a
region is actually affected byinherit ().
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NAME
mkdir — make a drectory file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <sys/stat.h>

i nt

mkdir (const char [path, node_t node);
DESCRIPTION

The directorypat h is created with the access permissions specifiedmiye and restricted by the
umask(2) of the calling process.

The directorys owvner ID is set to the procesfective wser ID. The directorg goup ID is set to that of
the parent directory in which it is created.

RETURN VALUES
A O return value indicates succeds.—1 return value indicates an errand an error code is storedeénrno.

ERRORS
mkdir () will fail and no directory will be created if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT A component of the path prefix does not exist.

[EACCES$ Search permission is denied for a component of the path prefix.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EROF3 The named file resides on a read-only file system.

[EEXIST] The named file exists.

[ENOSPC The nev directory cannot be created because there is no space left on the file system
that will contain the directory.

[ENOSPC There are no free inodes on the file system on which the directory is being created.

[EDQUOT The nev directory cannot be created because the sispota of disk blocks on the file
system that will contain the directory has been exhausted.

[EDQUOT The users quota of inodes on the file system on which the directory is being created
has been exhausted.

[EIO] An I/O error occurred while making the directory entry or allocating the inode.

[EIO] An I/O error occurred while reading from or writing to the file system.

[EFAULT] pat h points outside the processllocated address space.
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SEE ALSO
chmod(2), stat (2), umask(2)

STANDARDS
Themkdir () function conforms teSO/IEC9945-1:1990 (POSIX1").

NetBSD 3.0 December 27, 2005 2



MKFIFO (2) NetBSD System Calls Manual MKFIFO (2)

NAME
mkfifo — make a ffo file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/stat.h>
i nt
mkfifo (const char [path, node_t node);

DESCRIPTION
mkfifo () creates a we fifo file with namepat h. The access permissions are specifiedrbge and
restricted by themask(2) of the calling process.

The fifo’s owner ID is set to the processifective wser ID. The fifo’s goup ID is set to that of the parent
directory in which it is created.

RETURN VALUES
A O return value indicates succeds.—1 return value indicates an errand an error code is storedeénrno.

ERRORS
mkfifo () will fail and no fifo will be created if:
[EOPNOTSUHP  The kernel has not been configured to support fifo’s.
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT A component of the path prefix does not exist.

[EACCE$ Search permission is denied for a component of the path prefix.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EROF3 The named file resides on a read-only file system.

[EEXIST] The named file exists.

[ENOSPC The directory in which the entry for thewndifo is being placed cannot betended
because there is no space left on the file system containing the directory.

[ENOSPC There are no free inodes on the file system on which the fifo is being created.

[EDQUOT The directory in which the entry for thewndifo is being placed cannot betended

because the ussrtuota of disk blocks on the file system containing the directory has
been exhausted.

[EDQUOT The uses quota of inodes on the file system on which the fifo is being created has
been exhausted.

[EIO] An I/0 error occurred while making the directory entry or allocating the inode.

[EIO] An 1/O error occurred while reading from or writing to the file system.
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[EFAULT] pat h points outside the processllocated address space.

SEE ALSO
chmod(2), stat (2), umask(2)

STANDARDS
Themkfifo  function call conforms t¢50/IEC9945-1:1990 (POSIX1").
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NAME
mknod — make a pecial file node

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/stat.h>
i nt
mknod(const char [path, node_t node, dev_t dev);

DESCRIPTION
The device special filpat h is created with the major and minor device numbers specifietetay The
access permissions pét h are extracted fromode, modified by theumask(2) of the parent process.

mknod() requires super-user privileges.
RETURN VALUES

Upon successful completion a value of 0 is returned. Otherwise, a value of -1 is retureeth@igdset to
indicate the error.

ERRORS
mknod() will fail and the file will be not created if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT A component of the path prefix does not exist.

[EACCES$ Search permission is denied for a component of the path prefix.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EPERNI The process dfective wser ID is not super-user.

[EIO] An I/O error occurred while making the directory entry or allocating the inode.

[ENOSPC The directory in which the entry for thewn@ode is being placed cannot bdended
because there is no space left on the file system containing the directory.

[ENOSPC There are no free inodes on the file system on which the node is being created.

[EDQUOT The directory in which the entry for thewn@ode is being placed cannot bdended

because the ussrtuota of disk blocks on the file system containing the directory has
been exhausted.

[EDQUOT The uses quota of inodes on the file system on which the node is being created has
been exhausted.

[EROF3 The named file resides on a read-only file system.

[EEXIST] The named file exists.

[EFAULT] pat h points outside the processllocated address space.
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SEE ALSO
chmod(2), mkfifo (2),stat (2), umask(2)

HISTORY
A mknod() function call appeared in VersionAB&T UNIX.
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NAME
mlock , munlock — lock (unlock) physical pages in memory

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>
i nt
mlock (voi d [Caddr , size_t | en);
i nt
munlock (voi d [addr , size_t |en);

DESCRIPTION
Themlock system call locks into memory the physical pages associated with the virtual address range start-
ing ataddr for | en bytes. Themunlock call unlocks pages prmusly locked by one or mommlock
calls. For both, theaddr parameter should be aligned to a multiple of the page Hizke | en parameter
is not a multiple of the page size, it will be rounded up to be so. The entire range must be allocated.

After anmlock call, the indicated pages will cause neither a non-resident page nor address-traasition f
until they are unlocled. Theg may still cause protection-violation faults or TLB-miss faults on architectures
with software-managed TLBs. The physical pages remain in memory until adoa&ppings for the pages
are remwed. Multiple processes may W@ the same physical pages locked via their own virtual address
mappings. Asingle process may kwise hae pages multiply-locked via diérent virtual mappings of the
same pages or via nestadock calls on the same address range. Unlocking is performgletidy by
munlock or implicitly by a call tomunmapwhich deallocates the unmapped address rahgeked map-
pings are not inherited by the child process afferla (2).

Since physical memory is a potentially scarce resource, processes are limited mudto theg can lock
down. Asingle process camlock the minimum of a system-wide “wired pagdsimit and the peprocess
RLIMIT_MEMLOCHKesource limit.

RETURN VALUES
A return value of 0 indicates that the call succeeded and all pages in the remgithlea been locked or
unlocked. Areturn \alue of -1 indicates an error occurred and the locked status of all pages in the range
remains unchanged. In this case, the global locatiorois set to indicate the error.

ERRORS
mlock () will fail if:
[EINVAL] The address gen is not page aligned or the length igyagve.
[EAGAIN] Locking the indicated range would exceed either the system g@raegss limit for

locked memory.

[ENOMEM Some portion of the indicated address range is not allocated. There was aau#irror f
ing/mapping a page.

[EPERNI mlock () was called by non-root on an architecture whereddgkage accounting is
not implemented.

munlock () will fail if:
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[EINVAL] The address gen is not page aligned or the length igyagve.

[ENOMEM Some portion of the indicated address range is not alloc&mue portion of the indi-
cated address range is not locked.

SEE ALSO
fork (2), mincore (2), mmag2), munmag?2), setrlimit (2), getpagesize (3)

STANDARDS
Themlock () andmunlock () functions conform téEEE Std 1003.1b-1993 POSIX 1").

HISTORY
Themlock () andmunlock () functions first appeared in 488D.

BUGS
The per-process resource limit is a limit on the amount of virtual memorgdpetkhile the system-wide
limit is for the number of loakd physical pages. Hence a process with distinct locked mappings of the
same physical page counts as 2 pagemagthe per-process limit and as only a single page in the system
limit.
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NAME
mlockall , munlockall — lock (unlock) the address space of a process

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>

i nt
mlockall (i nt fl ags);
i nt
munlockall  (voi d);
DESCRIPTION
The mlockall  system call locks into memory the physical pages associated with the address space of a
process until the address space is unlocked, the process extex;aother program image.
The following flags affect the behavior miockall
MCL_CURRENTock all pages currently mapped into the proceaiiress space.

MCL_FUTURE Lock all pages mapped into the processldress space in the future, at the time the map-
ping is establishedNote that this may cause future mappings to fail if those mappings
cause resource limits to be exceeded.

Since physical memory is a potentially scarce resource, processes are limited mudto theg can lock
down. A single process can lock the minimum of a system-wide “wired pages” limit and tipeopess
RLIMIT_MEMLOCHKesource limit.

The munlockall  call unlocks ap locked memory regions in the process address spAng.regons
mapped after amunlockall  call will not be locked.

RETURN VALUES
A return value of 0 indicates that the call succeeded and all pages in the remgithlea been locked or
unlocked. Areturn \alue of -1 indicates an error occurred and the locked status of all pages in the range
remains unchanged. In this case, the global locatiorois set to indicate the error.

ERRORS
mlockall () will fail if:
[EINVAL] Thef | ags argument is zero, or includes unimplemented flags.
[ENOMEM Locking the indicated range would exceed either the system g@raegss limit for
locked memory.
[EAGAIN] Some or all of the memory mapped into the proseaddress space could not be
locked when the call was made.
[EPERNI The calling process does notvkathe appropriate prilege to perform the requested
operation.
SEE ALSO

mincore (2), mlock (2), mmag2), munmag?2), setrlimit (2)
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STANDARDS
Themlockall () andmunlockall () functions conform t¢EEE Std 1003.1b-1993 POSIX1").

HISTORY
Themlockall () andmunlockall () functions first appeared MetBSD 1.5.

BUGS
The pefprocess resource limit is a limit on the amount of virtual memory locked, while the system-wide
limit is for the number of locked physical pages. Hence a process vattigtinct locked mappings of the
same physical page counts as 2 pages against tpegoess limit and as only a single page in the system
limit.

NetBSD 3.0 June 12, 1999 2



MMAP (2) NetBSD System Calls Manual MMAP (2)

NAME
mmap— map files or devices into memory

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>

void O
mmagvoi d Caddr ,size_t len,int prot,int flags,int fd, off _t offset);

DESCRIPTION
The mmapfunction causes the pages startingdtr and continuing for at mosten bytes to be mapped
from the object described Wbyd, garting at byte dbetof f set. If | en is not a multiple of the pagesize,
the mapped region maytend past the specified rang&ny such extension beyond the end of the mapped
object will be zero-filled.

If addr is non-zero, it is used as a hint to the system. (As een@nce to the system, the actual address of
the region may diér from the address suppliedf) addr is zero, an address will be selected by the system.
The actual starting address of the region is returdesliccessfuhmap deletes ay previous mapping in the
allocated address range.

The protections (region accessibility) are specified irpttet argument byORing the following values:
PROT_EXEC  Paes may bexecuted.

PROT_READ Paes may be read.

PROT_WRITE Paes may be written.

PROT_NONE Paes may not be accessed.

Note that, due to hardvare limitations, on some platbrms PROT_WRITHEnay imply PROT_REAPand
PROT_READnay imply PROT_EXEC Portable programs should not rely on these flags being sepa-
rately enforceable.

Thef | ags parameter specifies the type of the mapped object, mapping options and whether modifications

made to the mapped oppf the page are prite to the process or are to be shared with other references.
Note that eitheMAP_SHAREIMAP_PRIVATEor MAP_COPYNust be specifiedSharing, mapping type
and options are specified in theags argument byORing the following values:

MAP_ALIGNED(n) Request that the allocation be aligned to thwergboundary The parameten

should be the base 2 logarithm of the desired alignment (e.g., to request align-

ment to 16K, use 14 as the value for n). The alignment must be equal to or
greater than the platforsi’page size as returned ksysconf (3) with the
_SC_PAGESIZErequest.

MAP_ANON Map anonymous memory not associated with specific file. The file descrip-
tor is not used for creatingylAP_ANONegions, and must be specified as -1.
The mapped memory will be zero filled.

MAP_FILE Mapped from a regular file or character-special device memory.

MAP_FIXED Do not permit the system to select a different address than the one spétified.
the specified address cannot be usechapwill fail. If MAP_FIXED is speci-
fied,addr must be a multiple of the pagesiZdse of this option is discouraged.
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MAP_HASSEMAPHORE Notify the kernel that the region may contain semaphores and that special han-
dling may be necessary.

MAP_INHERIT Permit regions to be inherited acres®cve (2) system calls.
MAP_TRYFIXED Attempt to use the addreasldr even if it falls within the normally protected

process data orstesegment memory gions. Ifthe requested region of memory

is actually present in the memory map, a different address will be selected as if
MAP_TRYFIXED had not been specifiedf addr is NULL, this flag is ignored

and the system will select a mapping address.

MAP_WIRED Lock the mapped region into memory as wittock (2).

MAP_PRIVATE Modifications made by this process arevg@ig, havever modifications made by
other processes usihAP_SHARERill be seen.

MAP_SHARED Modifications are shared.

MAP_COPY Modifications are pviate, including other processes.

Theclose (2) function does not unmap pages, semma?2) for further information.

The current design does not all@ process to specify the location of swap space. In the future we may
define an additional mapping typ®IAP_SWARN which the file descriptor argument specifies a file or
device to which swapping should be done.

If MAP_FIXEDis not specified, the system will attempt to place the mapping in an unused portion of the
address space chosen to minimize possible collision between mapped regions and the heap.

RETURN VALUES
Upon successful completionmmap returns a pointer to the mappedgiomn. Otherwise,a value of
MAP_FAILED:is returned anérrnois set to indicate the errolfhe symboMAP_FAILEDis defined in the
headersys/mman.h [ No successful return froommayg) will return the valueMAP_FAILED

ERRORS

mmayg) will fail if:

[EACCES$ The flagPROT_READvas ecified as part of thpr ot parameter anfld was rot
open for reading. The fladdAP_SHARERBNAPROT_WRITEwvere specified as part
of thef | ags andpr ot parameters anidd was ot open for writing.

[EBADH f d is not a valid open file descriptor.

[EINVAL] MAP_FIXEDwas ecified and thaddr parameter was not page aligned @svout-
side of the valid address range for a proc#d8P_ANON was specified and
f d was ot —-1.

[ENODEY f d did not reference a regular or character special file.

[ENOMEM MAP_FIXEDwas ecified and theddr parameter w&snt available. MAP_ANON

was ecified and insufficient memory waggable.
[EOVERFLOW f d references a regular file and the valu@bf set plusl en would exceed the &f
set maximum established in its open file description.

SEE ALSO
madvise (2), mincore (2), mlock (2), mprotect (2), msync(2), munmag?2), getpagesize (3),
sysconf (3)
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BUGS
The MAP_COPYlag is not implementedThe currentMAP_COP¥emantics are the same as those of the
MAP_PRIVATHlag.
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NAME
mount , unmount — mount or dismount a file system

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/param.h>
#include <sys/mount.h>
i nt
mount (const char [ ype, const char [dir,int flags, void [Hata,
size_t data_l en);
i nt
unmount (const char [ir,int flags);

DESCRIPTION
The mount () function grafts a file system object onto the system file tree at thediaint The agument
dat a describes the file system object to be mounted, addtig_| en bytes long. The gumentt ype
tells the kernel ho to interpretdat a (Seet ype belon). Thecontents of the file system becomitable
through the n& mount pointdi r. Any files indi r at the time of a successful mount are swept under the
carpet so to speak, and arevailable until the file system is unmounted.

The followingf | ags may be specified to suppress default semantics which affect file system access.

MNT_RDONLY The file system should be treated as read-onln the super-user may not write on
it.

MNT_NOEXEC Do not allav files to be recuted from the file system.

MNT_NOSUID Do not honor setuid or setgid bits on files wheecating them.
MNT_NODEV Do not interpret special files on the file system.
MNT_UNION Union with underlying filesystem instead of obscuring it.
MNT_SYNCHRONOWS I/0 to the file system should be done synchronously.
MNT_ASYNC All'I/O to the file system should be done asynchronously.

MNT_NOCOREDUMBPo not allav programs to dump core files on the file system.
MNT_NOATIME Never update access time in the file system.

MNT_SYMPERM  Recognize the permission of symbolic link when reading wetsang.
MNT_NODEVMTIMENever update modification time of device files.

MNT_SOFTDEP Use soft dependencies.

The MNT_UPDATENd theMNT_GETARG#Hags indicate that the mount command is being applied to an
already mounted file systenThe MNT_UPDATHag allovs the mount flags to be changed without requir
ing that the file system be unmounted and remoung&mme file systems may not alicall flags to be
changed. B&r example, most file systems will not allca change from read-write to read-onlyfhe
MNT_GETARGHRg does not alter grof the mounted filesystemfroperties, but returns the filesystem-spe-
cific arguments for the currently mounted filesystem.

Thet ype agument defines the type of the file systefe types of file systems known to the system are
defined in[8ys/mount.h [] dat a is a pointer to a structure that contains the type specgigrants to
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mount. Somef the currently supported types of file systems and their type specific data are:

MOUNT_FFS
struct ufs_args {
char (fspec; /0O block special file to mount o
¥
MOUNT_NFS
struct nfs_args {
int version; / O args structure version o
struct sockaddr Caddr; /O file server address o
int addrlen; / O length of address o
int sotype; / 00 Socket type o
int proto; / 00 and Protocol o
u_char (Th; /0O File handle to be mounted o
int fhsize; / O Size, in bytes, of th o
int flags; /O flags O
int wsize; / O write size in bytes o
int rsize; / O read size in bytes o
int readdirsize; / O readdir size in bytes o
int timeo; / O initial timeout in .1 secs o
int retrans; / O times to retry send o
int maxgrouplist; / 00 Max. size of group list o
int readahead; /O # of b locks to readahead o
int leaseterm; / 00 Term (sec) of lease o
int deadthresh; / O Retrans threshold o
char Chostname; /O server's name o
¥
MOUNT_MFS
struct mfs_args {
char (fspec; /O name to export for statfs o
struct  export_args30 pad; / O unused [
caddr_t base; / O base of file system in mem o
u_long size; / O size of file system o
¥

Theunmount () function call disassociates the file system from the specified moundpoint

Thef | ags argument may specifyNT_FORCIE specify that the file system should be forcibly unmounted
evan if files are still actie. Active pecial devices continue to work, butyafurther accesses toyanther
active files result in errorsven if the file system is later remounted.

RETURN VALUES
mount () returns the value 0 if the mounta®s successful, the number of bytes writtendtd a for
MNT_GETARGS®therwise -1 is returned and the variabtenois set to indicate the error.

unmount () returns the value 0 if the unmount succeeded; otherwise -1 is returned aadabkeerrnois
set to indicate the error.

ERRORS
mount () will fail when one of the following occurs:
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[EPERNI The caller is not the super-user.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ELOOR Too mary symbolic links were encountered in translating a pathname.

[ENOENT A component ofli r does not exist.

[ENOTDIR A component ofhhane is not a directoryor a mth prefix ofspeci al is not a direc-
tory.

[EBUSY Another process currently holds a referencdito.

[EFAULT] di r points outside the processllocated address space.

The following errors can occur forudsfile system mount:

[ENODEY A component of ufs_argsspec does not exist.

[ENOTBLK Fspec is not a block device.

[ENXIQ] The major device number dfspec is out of range (this indicates no deviceveri
exists for the associated hardware).

[EBUSY Fspec is already mounted.

[EMFILE] No space remains in the mount table.

[EINVAL] The super block for the file system had a bad magic number or an out of range block
size.

[ENOMEM Not enough memory wawailable to read the cylinder group information for the file
system.

[EIO] An I/O error occurred while reading the super block or cylinder group information.

[EFAULT] Fspec points outside the processllocated address space.

The following errors can occur fomdsfile system mount:
[ETIMEDOUT Nfstimed out trying to contact the server.

[EFAULT] Some part of the information described by nfgsgpoints outside the processtlo-
cated address space.

The following errors can occur fomafsfile system mount:

[EMFILE] No space remains in the mount table.

[EINVAL] The super block for the file system had a bad magic number or an out of range block
size.

[ENOMEM Not enough memory wawailable to read thewinder group information for the file
system.

[EIO] A paging error occurred while reading the super block or cylinder group information.

[EFAULT] Namepoints outside the processllocated address space.

unmount () may fail with one of the following errors:

[EPERNI The caller is not the super-user.
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[ENOTDIR A component of the path is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX} characters, or an entire path
name exceedePATH_MAX} characters.

[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EINVAL] The requested directory is not in the mount table.

[EBUSY A process is holding a reference to a file located on the file system.
[EIO] An I/O error occurred while writing cached file system information.
[EFAULT] di r points outside the processllocated address space.

A ufsor mfsmount can also fail if the maximum number of file systems are currently mounted.

SEE ALSO
getvfsstat  (2),nfssvc (2),getmntinfo  (3),symlink (7), mount (8), sysctl (8), umount (8)

HISTORY
Themount () andumount () (nowunmount ()) function calls appeared in VersiomB6&T UNIX .

Prior to NetBSD 4.0 thenount call was used to NFS export filesystems. This i mone through
nfssvc ().

Thedata_len argument was added for NetBSD 5.0.

BUGS
Some of the error codes need translation to more obvious messages.

Far more filesystems are supported than those those listed.
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NAME
mprotect — control the protection of pages

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>
i nt
mprotect (voi d [Caddr , size_t len,int prot);

DESCRIPTION

MPRECT (2)

Themprotect () system call changes the specified pageswue patectionpr ot . Not all implementations
will guarantee protection on a page basis; the granularity of protection changes may be as large as an entire

region.

The protections (region accessibility) are specified irpth@t argument byOR'ing the following values:

PROT_EXEC Pges may bexecuted.
PROT_READ Pages may be read.
PROT_WRITEPages may be written.
PROT_NONE No permissions.

RETURN VALUES

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to

indicate the error.

ERRORS
[EACCES$ A memory protection violation occurred, or tRROT_EXECUTHag was attempted
on pages which belong to a filesystem mounted wittNthEXEC flag.
[EINVAL] An invalid memory range, or iralid parameters were provided.
[ENOMEM A resource shortage occurred while internally callimgh_map_protect ().
SEE ALSO

madvise (2), mincore (2), msync(2), munmag?2)

HISTORY
Themprotect () function first appeared in 484%D.
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NAME
mremap — re-map a virtual memory address

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>

void O
mremap(voi d [bl dp, size_t ol dsize, void [hewp, size_t newsize,int flags);

DESCRIPTION
Themremap() function resizes the mapped range (®®@eaf2)) starting abl dp and having sizel dsi ze
tonewsi ze. The following arguments can I@Red together in thé | ags argument:

MAP_ALIGNELnN) The allocation should be aligned to theegi boundaryi.e. ensure that thevest
n bits of the address are zero. The paramet&nould be the base 2 ladthm of

the desired alignment (e.g., to request alignment to 16K, use 14 as the value for n).

The alignment must be equal to or greater than the plafopage size as
returned bysysconf (3) with the_SC_PAGESIZErequest.

MAP_FIXED newp is tried andmremap() fails if that address canbe wsed as ng base

address for the rangé®therwise ol dp andnewp are used as hints for the posi-

tion, factoring in the gien dignment.

RETURN VALUES
mremap() returns the ng address oMAP_FAILED, if the remap failed.

HISTORY
Themremap() system call appeared NetBSD 5.0. Itwas based on the code that suppartsemap() com-
patibility for Linux binaries.

COMPATIBILITY
The semantics ahremap() differ from the one provided by glibc on Linux in that thewp agument vas
added and a different setfof ags are implemented.

SEE ALSO
mma2), munmag?2)
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NAME
msgctl — message control operations

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/msg.h>
i nt
msgctl (int nmsqid,int cnmd, struct nmsqi d_ds [buf);
DESCRIPTION
Themsgctl () system call performs control operations on the message queue specifiagi loly

Each message queue hassid_dsstructure associated with it which contains the following members:

struct ipc_perm msg_perm; / 0 msg queue permission bits o
msggnum_t msg_qgnum; / 0O # of msgsinthe queue o
msglen_t msg_qgbytes; / 00 max # of bytes on the queue o
pid_t msg_Ispid; / O pid of last msgsnd() o
pid_t msg_Irpid; / O pid of last msgrcv() o
time_t msg_stime; / O time of last msgsnd() o
time_t msg_rtime; / O time of last msgrcv() o
time_t msg_ctime; / O time of last msgctl() o
Theipc_perm structure used inside tmesgid_dsstructure is defined i@ys/ipc.h  Oand contains the fol-

lowing members:

uid_t cuid; / O creator user id o

gid_t cgid; / O creator group id o

uid_t uid; / O user id o

gid_t gid; / O group id o

mode_t mode;/ [ permission (lower 9 bits) o

The operation to be performed mggctl () is specified ircnd and is one of:
IPC_STAT Gather information about the message queue and place it in the structure pointedfto by

IPC_SET  Set the value of themsg_perm.uidmsg_perm.gidmsg_perm.modand msg_qbytesields in
the structure associated wittsqi d. The values are taken from the corresponding fields in
the structure pointed to Hyuf . This operation can only beeeuted by the suparser or a
process that has anfeftive wser id equal to eithemsg_perm.cuidbr msg_perm.uidn the
data structure associated with the message queue. The valnsgofibytesan only be
increased by the supaser Values formsg_gbyteshat exceed the system limitMSGMNB
from [3ys/msg.h [J are silently truncated to that limit.

IPC_RMID Remore the message queue specifiedsy]i d and destrg the data associated with i©nly
the supetuser or a process with arfegftive ud equal to thensg_perm.cuidér msg_perm.uid
values in the data structure associated with the queue can do this.

The permission to read from or write to a message queuengggand (2) andmsgrev (2)) is determined by
the msg_perm.modéeld in the same way as is done with files (sbmod(2)), but the dkctive ud can
match either thensg_perm.cuidield or themsg_perm.uidield, and the dééctive gd can match either
msg_perm.cgidr msg_perm.gid

NetBSD 3.0 August 25, 1999 1



MSGCTL (2) NetBSD System Calls Manual MSGCTL (2)

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, —1 is returned and theagiablalevrno
is set to indicate the error.

ERRORS

msgctl () will fail if:

[EPERNI cmd is equal tdPC_SET or IPC_RMID and the caller is not the supgser nor does
the efective ud match either thensg_perm.uicr msg_perm.cuidields of the data
structure associated with the message queue.

An attempt vas made to increase the valuersfg_qgbytethroughlPC_SET, but the
caller is not the super-user.

[EACCES$ cmd is IPC_STAT and the caller has no read permission for this message queue.

[EINVAL] nmsqi d is not a valid message queue identifier.
cnd is not a valid command.

[EFAULT] buf specifies an welid address.

SEE ALSO

msgget (2), msgrev (2), msgsnd(2)

STANDARDS
Themsgctl system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY
Message queues appeared in the first releasSeedf System VUNIX.
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NAME
msgget — get message queue identifier

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <sys/msg.h>

i nt

msgget (key_t key, int nsgfl g);
DESCRIPTION

The msgget () system call returns the message queue identifier associate@#ayithA message queue
identifier is a unique integer greater than zero.

A message queue is created if eitkey is equal tdPC_PRIVATE, or key does not hee a nessage queue
identifier associated with it and theC_CREATDit is set innsgf | g. If both thelPC_CREATbit and the
IPC_EXCL bit are set imsgf | g, and key has a message queue identifier associated with it a/réedy
operation will fail.

If a nev message queue is created, the data structure associated with ms@iee dsstructure, see
msgctl (2)) is initialized as follows:

* msg_perm.cuidndmsg_perm.uicre set to the effevi ud of the calling process.
* msg_perm.gi@dndmsg_perm.cgidre set to the effevi gd of the calling process.
* msg_perm.mods set to the lower 9 bits ofsgf | g.
* msg_gnummsg_lspidmsg_Irpid msg_rtimeand msg_stimere set to 0.
* msg_gbytess set to the system wide maximum value for the number of bytes in a gMS@MNB
* msg_ctimas set to the current time.
RETURN VALUES

Upon successful completion a postimessage queue identifier is returned. Otherwise, -1 is returned and
the global variablerrnois set to indicate the error.

ERRORS
[EACCES$ A message queue is already associated kath and the caller has no permission to
access it.
[EEXIST] Both IPC_CREAT and IPC_EXCL are set innsgfl g, and a message queue is
already associated wiktey.
[ENOSPC A new message queue could not be created because the system limit for the number of
message queues has been reached.
[ENOENT IPC_CREATIs not set inrsgf | g and no message queue associated kath was
found.
SEE ALSO

msgctl (2), msgrev (2), msgsnd(2), ftok (3)
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STANDARDS
Themsgget system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY
Message queues appeared in the first releaseedf System VUNIX.
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NAME
msgrcv — receve a nessage from a message queue

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/msg.h>
ssize t

msgrev (i nt nsqi d, void [hsgp, size_t msgsz, | ong nmegtyp, i nt nsgfl g);

DESCRIPTION
The msgrev () function receies a message from the message queue specified g d, and places it into
the user-defined structure pointed torpgp. This structure must contain a first field of typag that will
indicate the user-defined type of the message. The remaining fields will contain the contents of the message.
The following is an example of what this user-defined structure might look like:

struct mymsg {
long mtype; /[ 0O messagetype O
char mtext[1]; / O body of message o

¥
mtypeis an integer greater than 0 that can be used to select messagess an array of bytes, with size up
to the system limiMSGMAX

The value ofrs gt yp has one of the following meanings:
* megtyp is greater than 0. The first message of typgt yp will be receved.
 megtypisequal to 0. The first message on the queue will beveetei

 megtyp is less than 0. The first message of theelst message type that is less than or equal to the
absolute value afsgt yp will be receved.

nsgsz specifies the maximum length of the requested message. If theedawessage has a length greater
thanmsgsz it will be silently truncated if th&¢1SG_NOERRGORg is set imsgf | g, otherwise an error will
be returned.

If no matching message is present on the message queue specifiedi lnly the behaviour ofnsgrev ()
depends on whether th®C_NOWAIT flag is set inmsgfl g or not. If IPC_NOWAIT is set, then
msgrcv () will immediately return aalue of —1 and sedrrnoto EAGAIN If IPC_NOWAITIs not set, the
calling process will block until:

* A message of the requested type becomaitable on the message queue.

» The message queue is raram, in which case -1 will be returned amno set toEIDRM

» Asignal is recaied and caught. -1 is returned aednois set toEINTR.

If a message is successfully reeel, the data structure associated witigi d is updated as follows:
» msg_Irpidis set to the pid of the caller.

» msg_Irtimes set to the current time.

* msg_gnunis decremented by 1.
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RETURN VALUES
Upon successful completiomsgrev () returns the number of bytes raeaei into themtextfield of the struc-
ture pointed to byrsgp. Otherwise, -1 is returned, aedrno set to indicate the error.

ERRORS
msgrcv () will fail if:
[EINVAL] nmsqi d is not a valid message queue identifier

The message queue was reetbwhile msgrcv () was waiting for a message of the
requested type to becomeadable in it.

nmsgsz is less than 0.

[E2BIG] A matching message was reg®l, but its size was greater thamsgsz and the
MSG_NOERRGIRg was not set insgf | g.

[EACCES$ The calling process does noteaead access to the message queue.

[EFAULT] nMsgp points to an imaid address.

[EINTR] The system call was interrupted by the k¥l of a signal.

[EAGAIN] There is no message of the requested twadahle on the message queue, and
IPC_NOWAITis set inmsgf | g.

[EIDRM The message queue identifigqi d is remaved from the system.

[ENOMSE The queue does not contain a message of the desired tyfeGMdOWAITIs set.

SEE ALSO

msgctl (2), msgget (2), msgsnd(2)

STANDARDS
Themsgrcv system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY
Message queues appeared in the first releasSeedf System VUNIX.
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NAME
msgsnd — send a message to a message queue

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/msg.h>
i nt
msgsnd(i nt nsqi d, const voi d [Chsgp, size_t nsgsz,int nmsgflQg);
DESCRIPTION
The msgsnd () function sends a message from the message queue specifiediid. msgp points to a
userdefined structure containing the messaghis structure must contain a first field of typag that will

indicate the user-defined type of the message. The remaining fields will contain the contents of the message.
The following is an example of what this user-defined structure might look like:

struct mymsg {
long mtype; /[ 0O messagetype O
char mtext[1]; / O body of message o

¥
mtypeis an intger greater than 0 that can be used for selecting messagess(gee (2)). mtextis an array
of bytes, with size up to the system lifIBEGMAX

If the number of bytes already on the message queuerplysz is greater than the maximum number of
bytes in the message quemes()_gbytesseemsgctl (2)), or if the number of messages on all queues sys-
tem-wide is already equal to the system limggf | g determines the action afisgsnd(). If msgfl g has
IPC_NOWAITmask set in it, the call will return immediatelif nsgf | g does not hee IPC_NOWAIT set

in it, the call will block until:

» The condition which caused the call to block no longeste. Themessage was sent.

» The message queue is raram, in which case -1 will be returned amano set toEINVAL.

» The caller catches a signal. The call returns witho set toEINTR.

After a successful call, the data structure associated with the message queue is updated in the following way:
* msg_gnunis incremented by 1.

* msg_lIspids set to the pid of the calling process.

* msg_stimés set to the current time.

RETURN VALUES
Upon successful completion, 0 is returned. Otherwise, -1 is returnezirands set to indicate the error.

ERRORS
msgsnd () will fail if:
[EINVAL] nmsqi d is not a valid message queue identifierthe value oft ype is less than 1.

The message queueass remaged while msgsnd() was waiting for a resource to
become wailable in order to delier the message.
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nmsgsz is less than 0, or greater thausg_gbytes

[EACCES$ The calling process does noteanrite access to the message queue.
[EAGAIN] There vas no space for this message either on the queue or in the whole system, and
IPC_NOWAITwas st innsgf | g.
[EFAULT] nMsgp points to an imaid address.
[EINTR] The system call was interrupted by the k¥l of a signal.
SEE ALSO

msgctl (2), msgget (2), msgrev (2)

STANDARDS
Themsgsnd system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY
Message queues appeared in the first releasSeedf System VUNIX.
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NAME
msync — synchronize a mapped region

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>
i nt
msync(voi d [addr , size_t len,int flags);

DESCRIPTION
Themsync() system call writes all pages with shared modifications in the specifjuh ref the process’
address space back to permanent storage, and, if requestkdates cached data mapped in thgion. If
| en is 0, all modified pages within the region containgadr will be flushed; ifl en is non-zero, only
modified pages containirgddr andl en succeeding locations will be flushedny required synchroniza-
tion of memory caches will also taldace at this time. Filesystem operations on a file that is mapped for
shared modifications are unpredictable except aftersymc ().

Thef | ags argument is formed bgr'ing the following values

MS_ASYNC Perform asynchronous writes.
MS_SYNC Perform synchronous writes.
MS_INVALIDATE Invalidate cached data after writing.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
The following errors may be reported:
[EBUSY The MS_INVALIDATE flag was specified and a portion of the specified regias w
locked withmlock (2).
[EINVAL] The specified | ags argument was iralid.
[EINVAL] Theaddr parameter was not page aligned.
[EINVAL] Theaddr parameter did not specify an address part of a mapped region.
[EINVAL] Thel en parameter was getive.
[EIO] An I/O error occurred while writing to the file system.
[ENOMEM Addresses in the specified region are outside the rangeedllfor the address space
of the process, or specify one or more pages which are unmapped.
SEE ALSO

mlock (2), mma§2), munlock (2)
HISTORY

The msync() function first appeared in 84D. It was modified to conform ttEEE Std 1003.1b-1993
(*POSIX1") in NetBSD 1.3.
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NAME
munmap— remove a napping

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/mman.h>

i nt
munmagvoi d [Caddr , size_t |en);

DESCRIPTION
The munmay) system call deletes the mappings for the specified address range, and causes further refer
ences to addresses within the range to genenai@imemory references.

RETURN VALUES
Upon successful completiomunmapreturns zero.Otherwise, a value of -1 is returned ardho is set to
indicate the error.

ERRORS
munmag) will fail if:
[EINVAL] The addr parameter was not page aligned, ltleen parameter was getive, or sme
part of the region being unmapped is outside the valid address range for a process.

SEE ALSO
madvise (2), mincore (2), mlock (2), mmag2), mprotect (2), msync(2), getpagesize (3)

HISTORY
Themunmag) function first appeared in 484D.
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NAME
nanosleep — high resolution sleep

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <time.h>
i nt
nanosleep (const struct tinespec [fqtp, struct tinespec [tntp);

DESCRIPTION
The nanosleep () suspendsecution of the calling process until either the number of seconds and
nanoseconds specified byt p have dapsed or a signal is dedred to the calling process and its action is to
invoke a ggnal catching function or to terminate the proce$¥be suspension time may be longer than
requested due to the scheduling of other activity by the system.

RETURN VALUES
If the nanosleep () function returns because the requested time has elapsed, the value returned will be
zero.

If the nanosleep () function returns due to the dediy of a signal, the value returned will be the -1, and
the global ariableerrno will be set to indicate the interruptionf r mt p is nonNULL, the timespec struc-
ture it references is updated to contain the unslept amount (the request time minus the time actually slept).

ERRORS
If any of the following conditions occuthenanosleep function shall return —1 and setrnoto the corre-
sponding value.

[EFAULT] Eitherr gt p orr nt p points to memory that is not ahd part of the process address
space.
[EINTR] nanosleep was interrupted by the dedéry of a signal.
[EINVAL] r gt p specified a nanosecond value less than zero or greater than 1000 million.
[ENOSY$ nanosleep is not supported by this implementation.
SEE ALSO
sleep (3)
STANDARDS

Thenanosleep () function conforms téEEE Std 1003.1b-1993 POSIX 1").
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NAME
nfssvc — NFS services

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
#include <nfs/nfs.h>
i nt
nfssvc (int fl ags, void [argstructp);

DESCRIPTION
Thenfssvc () function is used by the NFS daemons to pass information into and out of the kernel and also
to enter the &rnel as a server daemonhef | ags argument consists of geral bits that shw what action
is to be taken once in the kernel anddhest r uct p points to one of three structures depending on which
bits are set in flags.

Calls used bynfsd (8)
On the server sidefssvc () is called with the flalNFSSVC_NFS[@And a pointer to a

struct nfsd_srvargs {

struct nfsd Chsd_nfsd; /O Pointer to in kernel nfsd struct a
uid_t nsd_uid; / O Effective uid mapped to cred o
u_long nsd_haddr; / O Ip address of client o

struct ucred nsd_cr; /0O Cred. uid maps to o

int nsd_authlen; / O Length of auth string (ret) o

char Chsd_authstr; / O Auth string (ret) o

¥

to enter the kernel as arfisd (8) daemon.Wheneer an nfsd (8) daemon recees a Kerberos authentica-
tion ticket, it will return fromnfssvc () with errno set taENEEDAUTH The nfsd (8) will attempt to
authenticate the ticket and generate a set of credentials on the feerthe “user id” specified in the field
nsd_uid. Thids done by first authenticating the Kerberos ticket and then mappingetberkis principal to

a local name and getting a set of credentials for that usegetavnam (3) andgetgrouplist 3). If
successful, thefsd (8) will call nfssvc () with the NFSSVC_NFSand NFSSVC_AUTHINlags set to
pass the credential mapping in nsd_cr into #dl to be cached on the server socket for that client. If the
authenticationdiled,nfsd (8) callsnfssvc () with the flagdNFSSVC_NFS@NdNFSSVC_AUTHINFAIL

to denote an authentication failure.

The mastenfsd (8) server daemon caligssvc () with the flagNFSSVC_ADDSOGCid a pointer to a

struct nfsd_args {

int sock; / 00 Socket to serve o
caddr_tname; / O Client address for connection based sockets o
int namelen; / O Length of name o

¥
to pass a server sitl&Ssocket into the kernel for servicing by thisd (8) daemons.
Calls used bymountd (8)
The mountd (8) server daemon calisssvc () with the flagNFSSVC_SETEXPORTSLIS&nd a pointer

toastruct nountd_exports_|i st objectto atomically change the exports lists of a specific file sys-
tem. Thisstructure has the following fields:
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const char [hel path

Pah to the file system that will ke its exports list replaced by the one described in the other
fields.

size_t mel _nexports
Number of valid entries in theel _export field. If zero, the exports list will be cleared for the
given file system.

struct export_args nel _export[ AF_MAX]
Set of exports to be used for theej file system.

RETURN VALUES

Usually nfssvc  does not return unless the samis terminated by a signal when a value of O is returned.
Otherwise, -1 is returned and the global varigtaois set to specify the error.

ERRORS
[ENEEDAUTH This special erroralue is really used for authentication support, particulagsbkros,
as explained ahe.

[EPERNI The caller is not the super-user.

SEE ALSO
mount_nfs (8),nfsd (8)

HISTORY
Thenfssvc function first appeared in 484D.

BUGS
Thenfssvc system call is designed specifically for theS support daemons and as such is specific to their
requirements. Itshould really return values to indicate the need for authentication support, since
ENEEDAUTHEs not really an error Seveal fields of the argument structures are assumed talime and
sometimes to be unchanged from a previous call, suchfggatc must be used with extreme care.
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NAME
ntp_adjtime , ntp_gettime  — Network Time Protocol (NTP) daemon interface system calls

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/time.h>
#include <sys/timex.h>

i nt

ntp_adjtime (struct timex D;

i nt

ntp_gettime  (struct ntptinmeval D;

DESCRIPTION
The two system callsntp_adjtime () andntp_gettime () are the kernel interface to the Netk Time
Protocol (NTP) daemontpd (8).

The ntp_adjtime () function is used by the NTP daemon to adjust the system clock twtemadly
derived time. Thetime of'set and related variables which are setrtyg adjtime () are used by
hardclock (9) to adjust the phase and frequené the phase- or frequency-lock loop (PLL resp. FLL)
which controls the system clock.

Thentp_gettime () function provides the time, maximum error (sync distance) and estimated error (dis-
persion) to client user application programs.

In the following, all variables that refer PPS are onlyvarleif the PPS_SYN®ption (seeoptions (4)) is
enabled in the kernel.

ntp_adjtime () has as argumentstruct timexJof the following form:

struct timex {

unsigned int modes; / O clock mode bits (wo) o

long offset; / O time offset (us) (rw) o

long freq; / O frequency offset (scaled ppm) (rw) a
long maxerror; / O maximum error (us) (rw) a

long esterror; / O estimated error (us) (rw) a

int status; / O clock status bits (rw) a

long constant; / O pll time constant (rw) a

long precision; / O clock precision (us) (ro) o
long tolerance; / O clock frequency tolerance (scaled

O ppm) (ro) o
/0O
O The following read-only structure members are implemented
O only if the PPS signal discipline is configured in the

O kernel.

a
long ppsfreq; / O pps frequency (scaled ppm) (ro) a
long jitter; / O pps jitter (us) (ro) a
int shift; / O interval duration (s) (shift) (ro) a
long stabil; / O pps stability (scaled ppm) (ro) a
long jitent; / O jitter limit exceeded (ro) a
long calcnt; / O calibration intervals (ro) a
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long errcnt; / O calibration errors (ro) o
long stbent; / O stability limit exceeded (ro) o
¥
The members of this structveate following meanings when used as argumentfioradjtime  ():
nodes Defines what settings should be changed with the cuntpnadjtime () call (write-only).
Bitwise OR of the following:
MOD_OFFSET set time offset
MOD_FREQUENCY
set frequeng off set
MOD_MAXERROR
set maximum time error
MOD_ESTERROR
set estimated time error
MOD_STATUS set clock status bits
MOD_TIMECONST
set PLL time constant
MOD_CLKA set clock A
MOD_CLKB set clock B
of f set Time offset (in microseconds), used by the PLL/FLL to adjust the system time in small incre-
ments (read-write).
freq Frequeng offset (scaled ppm) (read-write).
maxerror Maximum error (in microseconds). Initialized by atp_adjtime () call, and increased by
the kernel once each second to reflect the maximum error bound growth (read-write).
esterror Estimated error (in microseconds). Set and readtpyadjtime (), but unused by theek-
nel (read-write).
st at us System clock status bits (read-write). Bitwise OR of the following:
STA_PLL Enable PLL updates (read-write).
STA_PPSFREQ Enable PPS freq discipline (read-write).
STA_PPSTIME Enable PPS time discipline (read-write).

STA_FLL Select frequency-lock mode (read-write).
STA_INS Insert leap (read-write).
STA_DEL Delete leap (read-write).

STA_UNSYNC Clock unsynchronized (read-write).
STA_FREQHOLD Hold frequenc(read-write).
STA_PPSSIGNAL PPS signal present (read-only).
STA_PPSJITTER PPS signal jitter exceeded (read-only).
STA_PPSWANDER

PPS signal wander exceeded (read-only).
STA_PPSERROR PPS signal calibration error (read-only).
STA_CLOCKERR Clock hardware fault (read-only).

const ant PLL time constant, determines the bandwidth, or “stiffness”, of the PLL (read-write).

preci si on Clock precision (in microseconds). In most cases the same as the kernaridtkev(see
hz (9)). If a precision clock counter or external time-keeping signalvalable, it could be
much lower (and depend on the state of the signal) (read-only).

t ol erance Maximum frequeng error, or tolerance of the CPU clock oscillator (scaled pp@jydinarily
a property of the architecture, but could change under the influence of externaktpiagk
signals (read-only).

ppsfreq PPS frequencoffset produced by the frequgnmedian filter (scaled ppm) (read-only).

jitter PPS jitter measured by the time median filter in microseconds (read-only).
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shift Logarithm to base 2 of the interval duration in seconds (PPS, read-only).

st abi | PPS stability (scaled ppm); dispersionafwler) measured by the frequgnoedian filter
(read-only).

jitent Number of seconds thatVebeen discarded because the jitter measured by the time median
filter exceeded the imMAXTIME (PPS, read-only).

cal cnt Count of calibration intervals (PPS, read-only).

errcnt Number of calibration intervals thatJealeen discarded because the wander exceeded the
limit MAXFREQor where the calibration interval jitter exceeded tigks (PPS, read-only).

st bent Number of calibration intervals that Vea been discarded because the freqyem@ander

exceeded the limiMAXFREQ@4 (PPS, read-only).
After thentp_adjtime () call, thestruct timex (Istructure contains the current values of the corresponding
variables.

ntp_gettime () has as argumentsaruct ntptimevaldwith the following members:

struct ntptimeval {

struct timespec time; / O current time (ro) o
long maxerror; / O maximum error (us) (ro) o
long esterror; / O estimated error (us) (ro) o
/ O the following are placeholders for now o
long tai; / O TAI offset o
int time_state; / O time status a

¥

These hee the following meaning:

time Current time (read-only).

maxerror Maximum error in microseconds (read-only).
esterror Estimated error in microseconds (read-only).

RETURN VALUES
ntp_adjtime () andntp_gettime () return the current state of the clock on success,\oofahe errors
of copyin (9) andcopyout (9). ntp_adjtime () may additionally returrEPERMif the user calling
ntp_adjtime () does not hae sufficient permissions.

Possible states of the clock are:
TIME_OK Everything okayno leap second warning.
TIME_INS “insert leap second” warning.
TIME_DEL  “delete leap second” warning.
TIME_OOP  Leap second in progress.
TIME_WAIT Leap second has occurred.
TIME_ERROR

Clock not synchronized.

SEE ALSO
options (4), ntpd (8), hardclock (9),hz(9)

J. Mogul, D. Mills, J. Brittenson, J. Stone, and U. Willl|se-Per-Second API for UNIX-8lOperating
SystemsRFC 2783, March 2000.
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NAME
open — open or create a file for reading or writing

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <fcntl.h>
i nt
open(const char [path,int flags, node_t node);
DESCRIPTION
The file name specified lpat h is opened for reading and/or writing as specified by tharaentf | ags

and the file descriptor returned to the calling procdsee f | ags are specified bpr’ing the \alues listed
belov. Applications must specify exactly one of the first three values (file access methods):

O_RDONLY Open for reading only.
O_WRONLY Open for writing only.
O_RDWR Open for reading and writing.
Any combination of the following may be used:
O_NONBLOCHK0 not block on open or for data to becoraalable.
O_APPEND Append to the file on each write.

O_CREAT Create the file if it does nokist, in which case the file is created with modsle as
described ithmod(2) and modified by the process’ umask value (geask(2)).

O_TRUNC  Truncate size to 0.

O_EXCL Error if O_CREATand the file already exists.
O_SHLOCK Atomically obtain a shared lock.
O_EXLOCK Atomically obtain an excluge lock.

O_NOFOLLOW last path element is a symlink, dofdllow it. Thisoption is provided for compati-
bility with other operating systems, but its security value is questionable.

O_DSYNC If set, write operations will be performed according to synchronized I/O data
integrity completion: each write will wait for the file data to be committed to stable

storage.

O_SYNC If set, write operations will be performed according to synchronized 1I/O filgrityte

completion: each write will wait for both the file data and file status to be committed

to stable storage.

O_RSYNC If set, read operations will complete at the sammel lef integrity which is in efect
for write operations: if specified together with SYNCeach read will wait for the
file status to be committed to stable storage.

CombiningO_RSYNGwith O_DSYN®nly, or gecifying it without ag other syn-
chronized 1/O integrity completion flag set, has no further effect.

O_ALT_IO  Alternate I/0O semantics will be used for read and write operations on the file descrip-

tor. Alternate semantics are defined by the underlying layers and will netawa
alternate effect in most cases.
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O_NOCTTY If the file is a terminal dece, the opened device is not made the controlling terminal
for the sessionThis flag has no effect oRetBSD, snce the system defaults to the
aborementioned behaviourThe flag is present only for standards conformance.

O_DIRECT If set on a rgular file, data I/O operations will notifber the data being transferred in
the kernel’s cache, ot rather transfer the data directly between user memory and the
underlying device dver if possible. Thidlag is advisory; the request may be-per
formed in the normal uffered fashion if certain conditions are not met, e.g. if the
request is not sufficiently aligned or if the file is mapped.

To meet the alignment requirements for direct 1/O, the fifsedf the length of the
I/O and the address of theffer in memory must all be multiples 8fEV_BSIZE
(512 bytes).If the I/O request is made using an interface that supports scattter/g
via struct iwec, each element of the request must meet thgeadignment con-
straints.

Opening a file withtD_ APPENDRet causes each write on the file to be appended to thdfeddTRUNGs
specified and the file exists, the file is truncated to zero length.

If O_EXCLis set withO_CREATand the file alreadyxésts, open () returns an errorThis may be used to
implement a simplexelusive acess locking mechanismf O_EXCLis set and the last component of the
pathname is a symbolic linkpen () will fail even if the symbolic link points to a non-existent name.

If the O_NONBLOCHKag is specified, do not wait for thewilee or file to be ready orvailable. If the

open () call would result in the process being blocked for some reason (e.g., waiting for carrier on a dialup
line), open () returns immediatelyThis flag also has thefett of making all subsequent I/O on the open file
non-blocking.

When opening a file, a lock witttock (2) semantics can be obtained by settlhSHLOCHKor a shared
lock, or O_EXLOCHKor an eclusive lock. If creating a file withO_CREATthe request for the lock will
never fail (provided that the underlying filesystem supports locking).

If open () is successful, the file pointer used to mark the current position within the file is set tgithe be
ning of the file.

When a n# file is created it is gen the group of the directory which contains it.
The nav descriptor is set to remain open acregscve (2) system calls; sedose (2) andfcntl  (2).
The system imposes a limit on the number of file descriptors open simultaneously by one |Zaltess.

getdtablesize (3) returns the current system limit.

RETURN VALUES
If successfulpopen () returns a non-rgtive integer termed a file descriptorOtherwise, a value of -1 is
returned an@rrnois set to indicate the error.

ERRORS
The named file is opened unless:
[EPERNI The file’s flags (seehflags (2)) dont allow the file to be opened.
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnameceededNAME_MAXharacters, or an entire path name
exceeded®ATH_MAXharacters.

[ENOENT O_CREATIis not set and the named file does naste or a component of the path
name that must exist does not exist.
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[EACCE$

[ELOOR
[EISDIR ]
[EROFS
[EMFILE]
[ENFILE]
[ENXIO]

[EINTR]

[EOPNOTSUPP

[ENOSP(

[ENOSP(

[EDQUOT

[EDQUOT

[EIO]

[ETXTBSY

[EFAULT]
[EEXIST]
[EOPNOTSUPP

SEE ALSO
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Search permission is denied for a component of the path prefix, the required permis-
sions (for reading and/or writing) are denied for theegilags, orO_CREATis speci-

fied, the file does notxest, and the directory in which it is to be created does net per
mit writing.

Too mary symbolic links were encountered in translating the pathname.

The named file is a directgrgnd the arguments specify it is to be opened for writing.
The named file resides on a read-only file system, and the file is to be modified.
The process has already reached its limit for open file descriptors.

The system file table is full.

The named file is a character special or block special file, and tiee @gessociated
with this special file does nokist, or the named file is BIFO, O_NONBLOCHKnd
O_WRONLI¥ set and no process has the file open for reading.

The open () operation was interrupted by a signal.

O_SHLOCHKr O_EXLOCKs specified but the underlying filesystem does not support
locking.

O_CREATis specified, the file does not exist, and the directory in which the entry for
the nev file is being placed cannot brtended because there is no space left on the
file system containing the directory.

O_CREATis specified, the file does not exist, and there are no free inodes on the file
system on which the file is being created.

O_CREATis specified, the file does not exist, and the directory in which the entry for
the nev file is being placed cannot betended because the useguota of disk blocks
on the file system containing the directory has been exhausted.

O_CREAT:s specified, the file does notigt, and the uses’quota of inodes on the file
system on which the file is being created has been exhausted.

An 1/O error occurred while making the directory entry or allocating the inode for
O_CREAT

The file is a pure procedure (shared text) file that is beiagueed and th@pen ()
call requests write access.

pat h points outside the processllocated address space.
O_CREATandO_EXCLwere specified and the file exists.

An attempt was made to open a socket (not currently implemented).

chmod(2), close (2),dup(2),Iseek (2),read (2),umask(2),write (2), getdtablesize 3)

STANDARDS

The open() function conforms tolSO/IEC 9945-1:1990 (POSIX1"). The fl ags values O_DSYNC
O_SYNG@GNdO_RSYNGre extensions defined iBEE Std 1003.1b-1993 POSIX 1").

The O_SHLOCKO_EXLOCKand O_NOFOLLOWAgs are non-standard extensions and should not be used
if portability is of concern.
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HISTORY
An open () function call appeared in VersionAB&T UNIX.
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NAME
pathconf ,fpathconf — get configurable pathname variables

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

| ong
pathconf (const char [path,int nane);

| ong
fpathconf (int fd,int nane);

DESCRIPTION
The pathconf () andfpathconf () functions provide a method for applications to determine the current
value of a configurable system limit or option variable associated with a pathname or file descriptor.

For pathconf , thepat h agument is the name of a file or directoRor fpathconf , thef d amgument is
an open file descriptoiThe name argument specifies the system variable to be queried. Symbolic constants
for each name value are found in the include<filaistd.h>

The aailable values are as follows:

_PC_LINK_MAX
The maximum file link count.

_PC_MAX_CANON
The maximum number of bytes in terminal canonical input line.

_PC_MAX_INPUT
The minimum maximum number of bytes for which spaceasable in a terminal input queue.

_PC_NAME_MAX
The maximum number of bytes in a filename, not including a terminating null character.

_PC_PATH_MAX
The maximum number of bytes in a pathname, including the terminating null character.

_PC_PIPE_BUF
The maximum number of bytes which will be written atomically to a pipe.

_PC_CHOWN_RESTRICTED
Return 1 if appropriate privileges are required fordhewn (2) system call, otherwise 0.

_PC_NO_TRUNC
Return 1 if filenames longer thfiNAME_MAX}are truncated.

_PC_VDISABLE
Returns the terminal character disabling value.

_PC_SYNC_IO
Returns 1 if synchronized 1/O is supported, otherwise 0.

_PC_FILESIZEBITS
If the maximum size file that could/e exist on the mounted file systemrnsaxsize , then the
returned value is 2 plus the floor of the base 2 logarithmeosize .
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RETURN VALUES
If the call topathconf or fpathconf is not successful, -1 is returned asmino is set appropriately
Otherwise, if the variable is associated with functionality that does et d&dmit in the system, -1 is
returned an@rrnois not modified. Otherwise, the current variable value is returned.

ERRORS
If any of the following conditions occuthe pathconf andfpathconf  functions shall return —1 and set
errnoto the corresponding value.

[EINVAL] The value of thenamre argument is ivalid.

[EINVAL] The implementation does not support an association of d&hiable name with the
associated file.

pathconf () will fail if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathname exceeded 255 characters, or an entire patixcesdec
1023 characters.

[ENOENT The named file does not exist.

[EACCE$ Search permission is denied for a component of the path prefix.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EIO] An I/O error occurred while reading from or writing to the file system.

fpathconf () will fail if:
[EBADH fdis not a valid open file descriptor.

[EIO] An 1/O error occurred while reading from or writing to the file system.

SEE ALSO
sysctl  (3)

STANDARDS
Thepathconf () andfpathconf () functions conform t¢SO/IEC9945-1:1990 (POSIX 1").

HISTORY
Thepathconf andfpathconf functions first appeared in 84D.
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NAME
pipe — create descriptor pair for interprocess communication

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
pipe (int fildes[2]);

DESCRIPTION
Thepipe () function creates pipe, which is an object all@ing unidirectional data flg, and allocates a pair
of file descriptors.The first descriptor connects to ttead endof the pipe, and the second connects to the
write end so hat data written ti | des[ 1] appears on (i.e., can be read frdm) des[ 0] . This allovs
the output of one program to be sent to another program: the sotmoefard output is set up to be the write
end of the pipe, and the sislkdandard input is set up to be the read end of the fdipe.pipe itself persists
until all its associated descriptors are closed.

A pipe whose read or write end has been closed is considededied Writing on such a pipe causes the
writing process to recee aSIGPIPE signal. Wdowing a pipe is the only ay to delver end-of-file to a
reader: after the reader consumeglarffered data, reading a widowed pipe returns a zero count.

RETURN VALUES
On successful creation of the pipe, zero is returned. Otherwisdua of -1 is returned and thanable
errno set to indicate the error.

ERRORS
Thepipe () call will fail if:
[EMFILE] Too mary descriptors are acte.
[ENFILE] The system file table is full.
[EFAULT] Thefil des buffer is in an imalid area of the processaldress space. The reliable

detection of this error cannot be guaranteed; when not detected, a signal may-be deli
ered to the process, indicating an address violation.

SEE ALSO
sh (1), fork (2),read (2), socketpair (2),write (2)

STANDARDS
Thepipe () function conforms t¢SO/IEC9945-1:1990 (POSIX 1").

HISTORY
A pipe () function call appeared in Versiom®6&T UNIX .
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NAME
pmc_control ,pmc_get info — Hardware Performance Monitoring Interface

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/pmc.h>
i nt
pmc_control (int ctr,int op, void [argp);
i nt
pmc_get_info (int ctr,int op,void [argp);

DESCRIPTION
pmc_get_info () returns the number of counters in the system or information on a specified adunter
The possible values fap are:

PMC_INFO_NCOUNTERS
When querying the number of counters in the systdm, is ignored andr gp is of typei nt O
Upon return, the intger pointed to byr gp will contain the number of counters that aweilable
in the system.

PMC_INFO_CPUCTR_TYPE
When querying the type of a counter in the systetm, refers to the counter being queried, and
ar gp is of typei nt [ Upon return, the integer pointed to &ygp will contain the implementa-
tion-dependent type of the specified counter.

If ct r is —1, the integer pointed to lay gp will contain the machine-dependent type describing the
CPU or counter configuration.

PMC_INFO_COUNTER_VALUE
When querying the value of a counter in the systetm, refers to the counter being queried, and
ar gp is of typeui nt 64_t [ Upon return, the 64-bit integer pointed todrygp will contain the
value of the specified counter.

PMC_INFO_ACCUMULATED_COUNTER_VALUE
When querying the value of a counter in the systetm, refers to the counter being queried, and
ar gp is of typeui nt 64_t [ Upon return, the 64-bit integer pointed todrygp will contain the
sum of the accumulatecdles of specified counter in all exited subprocesses of the current process.

pmc_control () manipulates the specified countdrr in one of seeral fashions. Theop parameter
determines the action taken by the kernel and also the interpretationasfgheparameter The possible
values forop are:

PMC_OP_START
Starts the specifiect r running. Itmust be preceded by a call wRMC_OP_CONFIGUREr gp
is ignored in this case and mayNeLL

PMC_OP_STOP
Stops the specifiectt r from running. ar gp is ignored in this case and mayeLL

PMC_OP_CONFIGURE
Configures the specifiedctr prior to running. argp is a pointer to astruct
prnc_count er _cfg.
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struct pmc_counter_cfg {

pmc_evid_t event_id;
pmc_ctr_t reset_value;
uint32_t flags;

event_id
is the @ent ID to be counted.

reset_value
is a value to which the counter should be resetverflow (if supported by the implemen-
tation). Thisis most useful when profiling (s€eMC_OP_PROFSTARDelow). This
value is defined to be the number of counter ticks before tkeawerflow. So, to get a
profiling tick on @ery hundredth data cache miss, setahent_id to the proper alue
for “dcache-miss” and se¢set_value  to 100.

flags  Currently unused.

PMC_OP_PROFSTART
Configures the specifiectr for use in profiling. argp is a pointer to astruct
prnc_count er _cf g as inPMC_OP_CONFIGURBbove. This request allocates a kernel counter
which will fail if any process is using the requested counidot all implementations or counters
may support this option.

PMC_OP_PROFSTOP

Stops the specifiedt r from being used for profilingar gp is ignored in this case and may be
NULL

RETURN VALUES

A return value of 0 indicates that the call succeedeitherwise, —1 is returned and the globaliableerrno
is set to indicate the error.

ERRORS
Among the possible error codes frgmc_control () andpmc_get_info () are
[EFAULT] The address specified for thegp is invalid.
[ENXIQ] Specified counter is not yet configured.
[EINPROGRESE PMC_OP_STARWas passed for a counter that is already running.
[EINVAL] Specified counter was\alid.
[EBUSY If the requested counter is already in use--either by the current process or by-the k
nel.
[ENODEY If and only if the specified countevent is not valid for the specified counter when
configuring a counter or starting profiling.
[ENOMEM If the kernel is unable to allocate memory.
SEE ALSO
pmc(1), pmc(9)
HISTORY

Thepmc_control () andpmc_get_info () system calls appearedhetBSD 2.0.
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NAME
poll, pollts — synchronous I/O multiplexing

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <poll.h>
i nt
poll (struct pollfd Odds,nfds_t nfds,int timeout);
#include <poll.h>
#include <signal.h>
#include <time.h>
i nt
polits (struct pollfd Orestrict fds, nfds_t nfds,

const struct tinespec Orestrict ts,
const sigset_t Orestrict sigmsk);

DESCRIPTION
poll () andpollts () examine a set of file descriptors to see if some of them are ready foif é€X.ds
argument is a pointer to an array of pollfd structures as defingbolhh  [C(shavn belav). Thenf ds
argument determines the size of this array.

struct pollfd {

int fd; / O file descriptor o
short events; / O events to look for o
short revents; / O events returned o
¥
The fields ofst ruct pol | f d are as follows:
fd File descriptor to poll.If the value infd is negative, the file descriptor is ignored aneMents
is set to O.
evants Events to poll for(See belar.)
revents Events which may occu(See belar.)

The e/ent bitmasks irevent s andr event s have the following bits:

POLLIN Data other than high priority data may be read without blocking.
POLLRDNORM  Normal data may be read without blocking.

POLLRDBAND  Data with a non-zero priority may be read without blocking.
POLLPRI High priority data may be read without blocking.

POLLOUT Normal data may be written without blocking.

POLLWRNORM  Equvalent to POLLOUT.

POLLWRBAND Data with a non-zero priority may be written without blocking.

POLLERR An exceptional condition has occurred on theick or sockt. Thisflag is aWays
checked, een if not present in thevent s bitmask.
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POLLHUP The device or soekt has been disconnected. This flag igagb checked, \een if not
present in the@vent s bitmask. Notehat POLLHUP and POLLOUT should vex be
present in the event s bitmask at the same time. If the remote end of a socket is
closedpoll () returns a POLLIN eent, rather than a POLLHUP.

POLLNVAL The file descriptor is not open. This flag isvals checked,\n if not present in the
event s bitmask.

If ti meout is neither zero nor INFTIM (1), it specifies a maximum irdéte wait for ay file descriptor
to become readyn milliseconds. Ift i neout is INFTIM (-1), the poll blocks indefinitelylf t i meout is
zero, therpoll () will return without blocking.

If t s is a non-null pointerit references a timespec structure which specifies a maximum intervait tiom
ary file descriptor to become readif t s is a null pointerpolits () blocks indefinitely If t s is a non-
null pointer referencing a zero-valued timespec structure, plodits () will return without blocking.

If si gmask is a non-null pointerthen thepollts () function shall replace the signal mask of the caller by
the set of signals pointed to by gmask before examining the descriptors, and shall restore the signal mask
of the caller before returning.

RETURN VALUES
poll () returns the number of descriptors that are ready for I/O, or —1 if an error occifitteel time limit
expires,poll () returns 0.1f poll () returns with an errpincluding one due to an interrupted call, ttus
array will be unmodified.

COMPATIBILITY
This implementation differs from the historical one in thatvergfile descriptor may not caugell () to
return with an errorin cases where this would ve& happened in the historical implementation (e.g. trying to
poll arevoke (2)d descriptor), this implementation instead copiesethent s bitmask to the event s
bitmask. Attemptindo perform 1/O on this descriptor will then return an erfbinis behaviour is behed to
be more useful.

ERRORS
An error return fronpoll () indicates:
[EFAULT] f ds points outside the processllocated address space.
[EINTR] A signal was deiiered before the time limitxpired and before gnof the selected
evants occurred.
[EINVAL] The specified time limit is rggtive.
SEE ALSO

accept (2),connect (2),read (2),recv (2),select (2),send (2),write (2)

HISTORY
The poll () function appeared IAT&T System V3 UNIX. The pollts () function first appeared in
NetBSD 3.0.

BUGS

The distinction between some of the fields inglient s andr event s bitmasks is really not useful with-
out STREAMS. The fields are defined for compatibility with existing software.
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NAME
posix_fadvise — hint at the future access pattern of a file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/fcntl.h>

i nt
posix_fadvise (int fd, off _t offset,off_t size,int hint);

DESCRIPTION
posix_fadvise () hints at the applicatios’acess pattern to the file and rangeegiby the file descriptqr
fd,andof f set andsi ze. If si ze is zero, it means to the end of file.

hi nt should be one of the followings.

POSIX_FADV_NORMAL No hint. (default)
POSIX_FADV_RANDOM Random access.
POSIX_FADV_SEQUENTIAL
Sequential access. (from lower offset to higher offset.)
POSIX_FADV_WILLNEED Will be accessed.
POSIX_FADV_DONTNEED Will not be accessed.
POSIX_FADV_NOREUSE  Will be accessed just once.

Calling posix_fadvise () doesnt alter the semantics of the operations, it is only a matter of performance.

RETURN VALUES
On succesqosix_fadvise () returns 0. Otherwise, it returns an error number.

SEE ALSO
errno (2), madvise (2)

BUGS
POSIX_FADV_WILLNEED POSIX_FADV_DONTNEEDand POSIX_FADV_NOREUSHEre not imple-
mented.

For POSIX_FADV_NORMALPOSIX_FADV_RANDQMNd POSIX_FADV_SEQUENTIAL the current
implementation ignoresf f set andsi ze, and applies the hint to the whole file.
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NAME
profii  — control process profiling

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
profii (char [kanples, size_t size,u_long offset,u_int scale);

DESCRIPTION
The profil () function enables or disables program counter profiling of the current process. If profiling is
enabled, then awery clock tick, the kernel updates an appropriate count isamgl es buffer.

The huffer sanpl es containssi ze bytes and is @ided into a series of 16-bit bins. Each bin counts the
number of times the program counteasain a particular address range in the process when a clock tick
occurred while profiling was enable&or a gven program counter address, the number of the corresponding
bin is given by the relation:

[(pc - offset) / 2] O scale / 65536

The of f set parameter is the Veest address at which the kernel takes program counter saniies.
scal e parameter ranges from 1 to 65536 and can be used to change the span of thedafes.of 65536
maps each bin to 2 bytes of address range; a scale of 32/£684dytes, 16384 gies 8 hytes and so on.
Intermediate values provide approximate intermediate range.aRe value of 0 disables profiling.

RETURN VALUES
If the scal e value is nonzero and theuffer sanpl es contains an illgd addressprofil () returns -1,
profiling is terminated andrrnois set appropriatelyOtherwiseprofil () returns 0.

FILES
Jusr/lib/gcrt0.0 profiling C run-time startup file
gmon.out conventional name for profiling output file. This may be different if theOFRIR
environment variable is set.
ERRORS
The following error may be reported:
[EFAULT] The buffersanpl es contains an welid address.
SEE ALSO

gprof (1), moncontrol (3)

BUGS
This routine should be namedofile ().

Thesanpl es argument should really be a vector of typesi gned short.

The format of the gmon.out file is undocumented.
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NAME
ptrace — process tracing and debugging

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/ptrace.h>
i nt
ptrace (int request,pid_t pid, void [addr,int data);

DESCRIPTION
ptrace () provides tracing and debugginacfiities. Itallows one process (theacing process) to control
another (théracedprocess). Mosbf the time, the traced process runs normailiy when it receies a sgnal
(seesigaction (2)),it stops. The tracing process is expected to notice thizaig (2) or the delrery
of a SIGCHLD signal, examine the state of the stopped process, and cause it to terminate or continue as
appropriate.ptrace () is the mechanism by which all this happens.

Ther equest amument specifies what operation is being performed; the meaning of the rest afuthe ar
ments depends on the operation, but except for one special case natge@dibpteace () calls are made by
the tracing process, and thied argument specifies the process ID of the traced procespuest can be:

PT_TRACE_ME
This request is the only one used by the traced process; it declares that the ppemtsde
be traced by its parent. All the othegaments are ignored. (If the parent process does not
expect to trace the child, it will probably be rather confused by the results; once the traced
process stops, it cannot be made to continue excegitrdee ().) Whena process has
used this request and calexecve (2) or ary of the routines built on it(such as
execv (3)), it will stop before gecuting the first instruction of the weimage. Alsoany
setuid or setgid bits on theeeutable beingxecuted will be ignored.

PT_READ_I|, PT_READ_D
These requests read a singie of data from the traced process’ address spacadition-
ally, ptrace () has alleved for machines with distinct address spaces for instruction and
data, which is wirthere are tw requests: conceptuallpT_READ | reads from the instruc-
tion space an®T_READ_Dreads from the data space. In the curNstBSD implementa-
tion, these tw requests are completely identicalhe addr argument specifies the address
(in the traced process’ virtual address space) at which the read is to beTtienaddress
does not hee b meet aly alignment constraints. The value read is returned as the return
value fromptrace ().

PT_WRITE_I, PT_WRITE_D
These requests parallell_READ_| and PT_READ_D except that thg write rather than
read. Thealat a argument supplies the value to be written.

PT_CONTINUE
The traced process continuese@ition. addr is an address specifying the place where
execution is to be resumed (awmealue for the program counter), @addr_t)1  to indi-
cate that xecution is to pick up where it left ©f dat a provides a signal number to be
delivered to the traced process as it resurxesugion, or 0 if no signal is to be sent.
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PT_KILL The traced process terminates, aBTif CONTINUEhad been used witBIGKILL given as
the signal to be deféred.

PT_ATTACH This request allows a process tairgcontrol of an otherwise unrelated process aminbe
tracing it. It does not need yagooperation from the to-be-traced process. In this qase,
specifies the process ID of the to-be-traced process, and the areguments are ignored.
This request requires that thegatr process must @ the same real UID as the tracing
process, and that it must not beeauting a setuid or setgidxecutable. (Ifthe tracing
process is running as root, these restrictions do not.apphetracing process will see the
newly-traced process stop and may then control it as if it had been traced all along.

Three other restrictions apply to all tracing processes those running as root=irst, no

process may trace a system process. Second, no process may trace the process running
init (8). Third,if a process has its root directory set witiroot (2), it may not trace

another process unless that processit directory is at or belothe tracing processtoot.

PT_DETACH This request is lig PT_CONTINUE, ecept that after it succeeds, the traced process is no
longer traced and continueseeution normally.

PT 1O This request is a more general interface that can be used insteBd_BEAD D
PT_WRITE_D PT_READ_ I, and PT_WRITE_I. The I/O request is encoded in a
“struct ptrace_io_desc " defined as:

struct ptrace_io_desc {
int piod_op;
void Cpiod_offs;
void Cpiod_addr;
size t piod_len;
h
wherepi od_of f s is the offset within the traced process where the I/O operation should
take pace,pi od_addr is the luffer in the tracing process, apdod_| en is the length of
the 1/0O requestThepi od_op field specifies which type of 1/O operation to perforRos-
sible values are:

PIOD_READ_D
PIOD_WRITE_D
PIOD_READ |
PIOD_WRITE_|

See the description &T_READ_| for the difference between | and D spacAspointer to
the I/O descriptor is passed in thédr amgument toptrace (). Onreturn, thepi od_| en
field in the 1/O descriptor will be updated with the actual number of bytes transfértid.
requested 1/O could not be successfully perforrpedce () will return-1 and seerrno.

PT_DUMPCORE
Makes the process specified in thed pid generate a core dumfhe addr argument
should contain the name of the core file to be generated addtl@eargument should con-
tain the length of the core filenam&his ptrace call currently does not stop the child
process so it can generate inconsistent data.

PT_LWPINFO Returns information about the specific thread from the process specifiedgh dhergu-
ment. Theaddr argument should contain atfuct ptrace_Iwpinfo " defined as:
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struct ptrace_lwpinfo {
Iwpid_t pl_lwpid;
int pl_event;
h
wherepl _| wpi d contains the thread for which to get info. Upon retokn event con-
tains the eent that stopped the thread. Possible values are:

PL_EVENT_NONE

PL_EVENT_SIGNAL

Thedat a argument should contaisizeof(struct ptrace_Iwpinfo)
PT_SYSCALL Stops a process before and aftescating each system call.

Additionally, the following requests exist but are natailable on all machine architectures. The file
(Machine/ptrace.h Oists which requests exist on asgn machine.

PT_STEP Execution continues as in request PT_CONTINUBy&@r as ®on as possible aftexecu-
tion of at least one instructiongeeution stops again.

PT_GETREGSThis request reads the traced process’ machgistees into the struct reg " (defined in
[Mmachine/reg.h  [J pointed to byaddr .

PT_SETREGSThis request is the coerse of PT_GETREGSt loads the traced process’ machingisters
from the ‘struct reg " (defined inlinachine/reg.h  [J pointed to byaddr .

PT_GETFPREGS
This request reads the traced process’ floating-point registers intstthet ‘fpreg K
(defined infmachine/reg.h [ pointed to byaddr .

PT_SETFPREGS
This request is the coerse of PT_GETFPREGSt loads the traced process’ floating-point
registers from the Struct fpreg " (defined in[inachine/reg.h  [J pointed to by
addr.

PT_DUMPCORE
Cause the traced process to dump cdir¢he addr argument is noNULL it is taken to be
the pathname of the core file to be generated anddha argument should contain the
length of the pathname. The pathname may corfaipatterns that are expanded as
described irsysctl  (8). If thedat a agument iSNULL, the default core file path genera-
tion rules are followed.

ERRORS
Some requests can caygeace () to return-1 as a non-erroralue; to disambiguateyrrno can be set to O
before the call and checked aftands. Thepossible errors are:

[EAGAIN]
Process is currentlykec’ing and cannot be traced.

[ESRCH
No process having the specified process ID exists.

[EINVAL]
* Aprocess attempted to uBd_ATTACHDN itself.
» Ther equest was mot a legd request on this machine architecture.
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» The signal number (idat a) to PT_CONTINUEwas reither 0 nor a lgd signal number.
« PT_GETREGSPT_SETREGS PT_GETFPREGSor PT_SETFPREGSwas dtempted on a
process with no valid register set. (This is normally true only of system processes.)

[EBUSY
« PT_ATTACHwas atempted on a process that was already being traced.
* Arequest attempted to manipulate a process that was being traced by some process other than the

one making the request.
* Arequest (other thaRT_ATTACH specified a process that wasstopped.

[EPERNI
* Arequest (other thaRT_ATTACH attempted to manipulate a process thasmt being traced at

all.
e An attempt was made to us&l_ATTACHon a process in violation of the requirements listed

underPT_ATTACHabove.

SEE ALSO
sigaction  (2),signal (7)

BUGS
On the SPARC, the PC is set to the provided PC valueToCONTINUEand similar calls, but the NPC is

set willy-nilly to 4 greater than the PG@lue. UsingPT_GETREGSndPT_SETREGSo modify the PC,
passingcaddr_t)1  toptrace (), should be able to sidestep this.
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NAME
qguotactl — manipulate filesystem quotas

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <ufs/ufs/quota.h>
i nt
quotactl (const char [path,int cnd,int id, void [Caddr);

DESCRIPTION
Thequotactl () call enables, disables and manipulates filesystem quatgaota control command \ggn
by cd operates on the gn filenamepat h for the given useri d. The address of an optional command
specific data structuraddr , may be gven; its interpretation is discussed helwith each command.

Currently quotas are supported only for this’ and “Ifs’’ filesystem. Br both of them, a command is
composed of a primary command (see W¢land a command type used to interpretitde Types are sup-

ported for interpretation of user identifiers and group identifigte ‘ffs’’ and “Ifs’’ specific commands

are:

Q_QUOTAONMNable disk quotas for the filesystem specifiedpby h. The command type specifies the
type of the quotas being enableétheaddr agument specifies a file from which to ¢ake
guotas. Theyuota file must exist; it is normally created with theotacheck (8) program.
Thei d argument is unused. Only the super-user may turn quotas on.

Q_QUOTAOFF
Disable disk quotas for the filesystem specifiedoby h. The command type specifies the
type of the quotas being disabletiheaddr andi d aguments are unused. Only the super
user may turn quotas off.

Q_GETQUOTA
Get disk quota limits and current usage for the user or group (as determined by the command
type) with identifieri d. addr is a pointer to sstruct dgbl k structure (defined in
[ufs/ufs/quota.h 0.

Q_SETQUOTA
Set disk quota limits for the user or group (as determined by the command type) with identi-
fier id. addr is a pointer to astruct dgblk structure (defined in
[fs/ufs/quota.h 0. Theusage fields of thdqgbl k structure are ignored. This call is
restricted to the super-user.

Q_SETUSE Set disk usage limits for the user or group (as determined by the command type) with identi-
fier id. addr is a pointer to astruct dgblk structure (defined in
[ufs/ufs/quota.h 0. Onlythe usage fields are used. This call is restricted to the-super
user.

Q_SYNC Update the on-disk cgpof quota usages. The command type specifies which type of quotas
are to be updated. Thel andaddr parameters are ignored.

RETURN VALUES
A successful call returns 0, otherwise the value -1 is returned and the glolhleerrnoindicates the rea-
son for the failure.
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ERRORS
A quotactl () call will fail if:

[EOPNOTSUPP  The kernel has not been compiled with @gOT Aoption.

[EUSER$ The quota table cannot be expanded.
[EINVAL] cnd or the command type isvdid.
[EACCES$ In Q_QUOTAQNhe quota file is not a plain file, or search permission is denied for a

component of a path prefix.
[ENOTDIR A component of a path prefix was not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT A filename does not exist.

[ELOOR Too mary symbolic links were encountered in translating a pathname.

[EROF3 In Q_QUOTAQNRhe quota file resides on a read-only filesystem.

[EIO] An I/O error occurred while reading from or writing to a file containing quotas.

[EFAULT] pat h points outside the processdlocated address space, or awaid addr was
supplied; the associated structure could not be copied in or out of the kernel.

[EPERNI The call was privileged and the caller was not the super-user.

SEE ALSO

quota (1),fstab (5), edquota (8), quotacheck (8),quotaon (8),repquota (8)

HISTORY
Thequotactl () function call appeared in 88%3D-Reno.

BUGS

There should be some way to igtate this call with the resource limit interface provideddtylimit (2)
andgetrlimit 2).
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NAME
rasctl — restartable atomic sequences

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/ras.h>
i nt
rasctl (void [Chddr, size_t len,int op);

DESCRIPTION
Restartable atomic sequences are code sequences which are guarantedetoviéhout preemptionThis
property is assured by the kernel by xeeaiting a preempted sequence from the start. This functionality
enables applications touitd atomic sequences which, whereeuted to completion, will hee exeuted
atomically Restartable atomic sequences are intended to be used on systems that de eotihare sup-
port for low-overhead atomic primities.

Therasctl  function manipulates a processet of restartable atomic sequences. If a restartable atomic
sequence is gastered and the process is preempted within the ratdde andaddr +l en, then the process
is resumed atddr .

As the processxecution can be rolled-back, the code in the sequence shotddhade effects other than

a final store atddr +l en—1. Thekernel does not guarantee that the sequences are successfully restartable.

It assumes that the application knows what it is doing. Restartable atomic sequences should adhere to the
following guidelines:

* have a &ngle entry point and a single exit point;
* not execute emulated instructions; and
» not invoke a1y functions or system calls.

Restartable atomic sequences are inherited from the parent by the child durfogkth@) operation.
Restartable atomic sequences for a process are/edraring exec (3).

The operations that can be applied to a restartable atomic sequence are specifieg lygt@ent. Possi-
ble operations are:

RAS_INSTALL Install this sequence.
RAS_PURGE Remae the specified registered sequence for this process.
RAS_PURGE_ALL Remore dl registered sequences for this process.

The RAS_PURGENdRAS_PURGE_ALloperations should be considered toehandefined behaviour if
there are another runnable threads in the address space which mightebaetiag within the restartable
atomic sequence(s) at the time of thegpeur Thecaller must be responsible for ensuring that there is some
form of coordination with other threads to yaet unexpected behaviour.

To presere the atomicity of sequences, the kernel attempts to protect the sequences from alteration by the
ptrace (2) facility.

RETURN VALUES
Upon successful completiorgsctl () returns zero. Otherwise, —1 is returned antho is set to indicate
the error.
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ERRORS
Therasctl  function will fail if:

[EINVAL] Invalid input was supplied, such as arvdiid operation, an welid address, or an
invalid length. A process may hee a fnite number of atomic sequences that is defined
at compile time.

[EOPNOTSUHP  Restartable atomic sequences are not supported by the kernel.

[ESRCH Restartable atomic sequence not registered.

SEE ALSO
ptrace (2)

HISTORY
Therasctl  functionality first appeared iINetBSD 2.0 based on a similar interface that appeared in Mach
2.5.

CAVEATS
Modern compilers reorder instruction sequences to optimize speed. The start address andRéi&neéd
to be protected against this. Onedeof protection is created by compiler dependent instructions, abstracted
from user lgel code via the following macros:

RAS_DECL(name) Declares the start and end labels used internally by the other macros to R#sgk a
The name uniquely identifies tRAS

RAS_START(name) Marks the start of the code. Each restart returns to the instructiowifalghis
macro.

RAS_END(name)  Marks the end of the restartable code.

RAS_ADDR(name) Returns the start address ofRAS and is used to create the first argument to
rasctl

RAS_SIZE(name)  Returns the size ofRASand is used as second argumenaset|

Recent versions ajcc (1) require the-fno-reorder-blocks flag to preent blocks of code wrapped
with RAS_STARTRAS_ENDbeing maed outside these labelddowever, be avare that this may not ahbys
be sufficient to preent gcc (1) from generating non-restartable code withinRA& due to register clobbers.
It is, therefore, strongly recommended that restartable atomic sequences are coded in. aR#<bizks
within assembly code can be specified by using the following macros:

RAS_START_ASM(name) Similar toRAS_STARTbut for use in assembly source code.
RAS_END_ASM(name) Similar toRAS_ENDbut for use in assembly source code.

RAS_START_ASM_HIDDEN(name)Similar to RAS_START_ASMxcept that the symbol will not be
placed in the dynamic symbol table.

RAS_END_ASM_HIDDEN(name) Similar toRAS_END_ASMxcept that the symbol will not be placed
in the dynamic symbol table.
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NAME
read , readv , pread , preadv — read input

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

ssize t
read (int d, void [buf,size_ t nbytes);

ssize t
pread (int d, void [buf, size_t nbytes, off_t offset);

#include <sys/uio.h>

ssize t
readv (int d, const struct iovec Oov,int iovcnt);

ssize t
preadv (int d, const struct iovec Oov,int iovcent,off_t offset);

DESCRIPTION
read () attempts to readbyt es of data from the object referenced by the descrigtanto the luffer
pointed to bybuf . readv () performs the same action, but scatters the input data intmthent buffers
specified by the members of thev array: iov[0], iov[1], ..., i®[iovcnt — 1]. pread () andpreadv () per
form the same functions, but read from the specified position in the file without modifying the file pointer.

For readv () andpreadv (), thei ovec structure is defined as:

struct iovec {
void [ov_base;
size_tiov_len;
h
Eachi ovec entry specifies the base address and length of an area in memory where data should be placed.
readv () will always fill an area completely before proceeding to the next.

On objects capable of seeking, tiead () starts at a position\gn by the file pointer associated with(see
Iseek (2)). Uponreturn fromread (), the file pointer is incremented by the number of bytes actually read.

Objects that are not capable of seekingagt read from the current position. The value of the file pointer
associated with such an object is undefined.

Upon successful completiorgad (), readv (), pread (), andpreadv () return the number of bytes actu-
ally read and placed in theutfer. The system guarantees to read the number of bytes requested if the
descriptor references a normal file that has thayrbgies left before the end-of-file, but in no other case.

RETURN VALUES
If successful, the number of bytes actually read is returbkpmdn reading end-of-file, zero is returnedth-
erwise, a —1 is returned and the global varigtaois set to indicate the error.

ERRORS
read (), readv (), pread (), andpreadv () will succeed unless:
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[EBADH d is not a valid file or socket descriptor open for reading.

[EFAULT] buf points outside the allocated address space.

[EIO] An I/O error occurred while reading from the file system.

[EINTR] A read from a sk device (i.e. one that might block for an arbitrary amount of time)

was interrupted by the dekery of a signal before an data arved. See
sigaction  (2) for more information on the interaction between signals and system

calls.
[EINVAL] The file pointer associated withwas regdive.
[EINVAL] The total length of the 1/O is more than can be expressed by the ssize_t return value.
[EAGAIN] The file was marked for non-blocking 1/0, and no data were ready to be read.

In addition,readv () andpreadv () may return one of the following errors:

[EINVAL] i ovcnt was less than or equal to O, or greater tii@V_MAX} .

[EINVAL] One of thei ov_I en values in the ov array was ngdive.

[EINVAL] The sum of thé ov_I| en values in thd ov array werflowed a 32-bit integer.
[EFAULT] Pat of thei ov points outside the processllocated address space.

Thepread () andpreadv () calls may also return the following errors:

[EINVAL] The specified file offset iswalid.
[ESPIPE] The file descriptor is associated with a pipe, socket, or FIFO.
SEE ALSO

dup (2), fentl  (2), open (2), pipe (2),poll (2),select (2),sigaction (2),socket (2),
socketpair  (2)

STANDARDS
Theread () function conforms teSO/IEC 9945-1:1990 (POSIX1"). Thereadv () andpread () functions
conform toX/OpenPortability Guide Issue 4, Version 2X¢G4.2").

HISTORY
The preadv () function call appeared inNetBSD 1.4. Thepread () function call appeared IAT&T
System VA UNIX. Thereadv () function call appeared in 888D. Theread () function call appeared in
Version 6AT&T UNIX .

CAVEATS
Error checks should explicitly test for —1. Code such as
while ((nr = read(fd, buf, sizeof(buf))) > 0)

is not maximally portable, as some platforms walléor nbytesto range betweerSSIZE_MAX and
SIZE_MAX- 2, in which case the return value of an efireeread () may appear as agaive rumber dis-
tinct from —1. Proper loops should use

while ((nr = read(fd, buf, sizeof(buf))) !=-1 && nr !=0)
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NAME
readlink — read value of a symbolic link

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

ssize t
readlink (const char Orestrict path,char Orestrict buf, size_t bufsiz)

DESCRIPTION
readlink () places the contents of the symbolic lipht h in the lffer buf , which has sizéuf si z.
readlink () does not appendNUL character tduf .

RETURN VALUES
The call returns the count of characters placed in tifferbif it succeeds, or a -1 if an error occurs, placing
the error code in the global varialdeno.

EXAMPLES
A typical use is illustrated in the following piece of code which reads the contents of a symbolic link named
/symbolic/link and stores them as null-terminated string:

#include <limits.h>
#include <unistd.h>

char buf[PATH_MAX];
ssize tlen;

if ((len = readlink("/symbolic/link", buf, sizeof(buf)-1)) == -1)
error handling;
buf[len] = "\0’;

ERRORS
readlink () will fail if:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamexceeded{NAME_MAX} characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.

[EACCES$ Search permission is denied for a component of the path prefix.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EINVAL] The named file is not a symbolic link.

[EIO] An I/O error occurred while reading from the file system.

[EFAULT] buf extends outside the processllocated address space.
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SEE ALSO
Istat (2),stat (2),symlink (2),symlink (7)

STANDARDS
Thereadlink () function conforms t¢EEE Std 1003.1-2001 POSIX1").

HISTORY

Thereadlink () function appeared in 488D. The type returned was changed fromt to ssi ze_t in
NetBSD 2.1.
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NAME
reboot — reboot system or halt processor

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
#include <sys/reboot.h>
i nt
reboot (i nt howt o, char [bootstr);

DESCRIPTION
reboot () reboots the system. Only the super-user may reboot a machine on détoasler, a leboot is
invoked automatically in the eent of unreceerable system failures.

howt o is a mask of options; the system call irded allows the following options, defined in the include file
[$ys/reboot.h Clto be @ssed to the mekernel or the n@ bootstrap and init programs.

RB_AUTOBOOT 0x0000The default, causing the system to reboot in its usual fashion.

RB_ASKNAME 0x0001 Interpreted by the bootstrap program itself, causing it to prompt on the con-
sole as to what file should be bootddormally, the system is booted from
the file “xx(0,0)netbsd”, wherex is the default disk hame, without prompting
for the file name.

RB_DFLTROOT  0x0020 Use the compiled in root diee. Normally the system uses the device from
which it was booted as the root device if possible. (The default behavior is
dependent on the ability of the bootstrap program to determine teefrdin
which it was loaded, which is not possible on all systems.)

RB_DUMP 0x0100 Dump kernel memory before rebooting; seevecore (8) for more informa-
tion.
RB_HALT 0x0008 the processor is simply halted; no reboot takes place. This option should be

used with caution.

RB_POWERDOWN 0x0808his option is akays used in conjunction witRB_HALT, and if the system
hardware supports the function, the system will bevged off, otherwise it
has no effect.

RB_INITNAME  0x0010 An option allowing the specification of an init program (gge (8)) other

than /sbin/init to be run when the system reboots. This switch is not
currently ailable.
RB_KDB 0x0040 Load the symbol table and enable wlthin debugger in the systenilhis

option will have ro useful function if the kernel is not configured for dgb
ging. Seeral other options hee dfferent meaning if combined with this
option, although their use may not be possible viar¢heot () call. See
ddb (4) for more information.

RB_NOSYNC 0x0004 Normally, the disks are synd’(seesync (8)) before the processor is halted or
rebooted. Thi®ption may be useful if file system changesehkeen made
manually or if the processor is on fire.

RB_RDONLY 0x0080 Initially mount the root file system read-onlirhis is currently the datilt,
and this option has been deprecated.
RB_SINGLE 0x0002 Normally, the reboot procedurevialves an automatic disk consistgraheck

and then multi-user operation®B_SINGLE prevents this, booting the sys-
tem with a single-user shell on the consdRB_SINGLE is actually inter
preted by thénit (8) program in the newly booted system.
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When no options are \n (i.e., RB_AUTOBOOTs used), the system is
rebooted from file‘hetbsd’ in the root file system of unit O of a disk chosen
in a processor specificay An automatic consisteryccheck of the disks is
normally performed (sefsck (8)).

RB_STRING 0x0400 boot str is a string passed to the firmware on the machine, if possible, if
this option is set. Currently this is only implemented on the sparc and the
sun3 ports.

RB_USERCONF  0x1000Initially invoke the userconf (4) facility when the system starts up again, if
it has been compiled into the kernel that is loaded.

RETURN VALUES

If successful, this call ver returns. Otherwisea —1 is eturned and an error is returned in the glolaai-v
ableerrno.

ERRORS
[EPERNI The caller is not the super-user.

SEE ALSO
ddb (4), crash (8),halt (8),init (8),reboot (8),savecore (8)

HISTORY
Thereboot () function call appeared in 883D.

TheRB_DFLTROO®ption is nowobsolete
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NAME
recv ,recvfrom ,recvmsg — receie a nessage from a socket

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>

ssize t
recv (int s,void [buf,size t len,int flags);

ssize t
recvfrom (int s,void Orestrict buf,size t len,int flags,
struct sockaddr Orestrict from, socklen_t Orestrict from en);

ssize t
recvmsg (i nt s, struct nsghdr [hsg,int flags);

DESCRIPTION
recvfrom () andrecvmsg () are used to reoces messages from a socket, and may be used toseedsia
on a socket whether or not it is connection-oriented.

If fr omis non-nil, and the socket is not connection-oriented, the source address of the message is filled in.
from en is a value-result parameténitialized to the size of theuffer associated withr om and modified
on return to indicate the actual size of the address stored there.

The recv () call is normally used only on eonnectedsoclet (seeconnect (2)) and is identical to
recvfrom () with a nilf r omparameter As it is redundant, it may not be supported in future releases.

All three routines return the length of the message on successful completanessage is too long to fit in
the supplied bffer, excess bytes may be discarded depending on the type of socket the messageeds recei
from (seesocket (2)).

If no messages arealable at the socket, the regeiall waits for a message to amj unless the socket is
nonblocking (sedcntl (2)) in which case thealue -1 is returned and the externafiableerrno set to
EAGAIN The recete alls normally return andata aailable, up to the requested amount, rather thait-w
ing for receipt of the full amount requested; this behavior fectfd by the sodk-level options
SO_RCVLOWAGNdSO_RCVTIME@escribed irgetsockopt  (2).

Theselect (2) orpoll (2) call may be used to determine when more dateearri
Thef | ags argument to a recv call is formed bging one or more of the values:

MSG_OOB process out-of-band data

MSG_PEEK peek at incoming message

MSG_WAITALL wait for full request or error
TheMSG_OOBag requests receipt of out-of-band data thailel not be recged in the normal data stream.
Some protocols placegedited data at the head of the normal data queue, and thus this flag cannot be used
with such protocolsThe MSG_PEEHKIag causes the rewei qeration to return data from the beginning of
the recare queue without removing that data from the quetibus, a subsequent reeeiall will return the
same data.The MSG_WAITALLflag requests that the operation block until the full request is satisfied.
However, the call may still return less data than requested if a signal is caught, an error or disconnect occurs,
or the next data to be reeed is of a dfferent type than that returned.

Therecvmsg () call uses arsghdr structure to minimize the number of directly supplied parameiérs
structure has the following form, as defineddys/socket.h [
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struct msghdr {

void Cmsg_name; / 0O optional address o

socklen_t msg_namelen; / O size of address a

struct iovec Cmsg_iov; /0O scatter/gather array o

int msg_iovlen; /O # elements in msg_iov o

void Cmsg_control; / O ancillary data, see below o
socklen_t msg_controllen; / O ancillary data buffer len o
int msg_flags; / O flags on received message o

¥

Herenmsg_nane andnsg_nanel en specify the source address if the socket is unconneacseg;nane
may be gien as a mll pointer if no names are desired or required. If the socket is connestgdnane
andnsg_nanel en are ignored.nsg_i ov andnsg_i ovl en describe scatteragher locations, as dis-
cussed imead (2). nsg_cont r ol , which has lengtimsg_cont r ol | en, points to a bffer for other pro-
tocol control related messages or other miscellaneous ancillary data. The messages are of the form:

struct cmsghdr {

socklen_t cmsg_len; / O data byte count, including hdr o
int cmsg_level; / O originating protocol o
int cmsg_type; / O protocol-specific type o
/ O followed by
u_char cmsg_data[]; a

¥

As an example, one could use this to learn of changes in the data-stream in XN8ISFPEO, to obtain
userconnection-request data by requesting a recvmsg with no dita provided immediately after an
accept () call.

Open file descriptors are wqpassed as ancillary data faF_LOCALdomain sockets, witbnsg_| evel
set toSOL_SOCKE®Bndcnsg_t ype set toSCM_RIGHTS

The nsg_f | ags field is set on return according to the message veteiMSG_EORndicates end-of-
record; the data returned completed a record (generally used with sockets 8Ogpe SEQPACKET
MSG_TRUN®dicates that the trailing portion of a datagraaswliscarded because the datagram wgerlar
than the bffer supplied. MSG_CTRUN@dicates that some control data were discarded due to lack of space
in the luffer for ancillary data.MSG_OO#s returned to indicate that expedited or out-of-band data were
receved.

RETURN VALUES
These calls return the number of bytes nestkior —1 if an error occurred.

ERRORS
The calls fail if:
[EBADH The argumens is an irvalid descriptor.
[ENOTCONN The socket is associated with a connection-oriented protocol and has not been con-
nected (seeonnect (2) andaccept (2)).
[ENOTSOCK The argumens does not refer to a socket.
[EAGAIN] The socket is marked non-blocking, and the receperation would block, or a

receve imeout had been set, and the timeout expired before data wekedecei

[EINTR] The receve was interrupted by defery of a signal before grdata were wailable.
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[EFAULT] The receve huffer pointer(s) point outside the procesaldress space.

[EINVAL] The total length of the 1/O is more than can be expressed by the ssize_t return value.

recvmsg () will also fail if:

[EMSGSIZH Thensg_i ovl en member of thersg structure is less than or equal to O or is greater
than{lIOV_MAX} .

SEE ALSO
fentl  (2), getsockopt  (2), poll (2),read (2),select (2),socket (2)

HISTORY
Therecv () function call appeared in 883D.
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NAME
rename — change the name of a file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <stdio.h>
i nt
rename (const char [From, const char [10);

DESCRIPTION
rename () causes the link namédd omto be renamed aso. If t 0 exists, it is first remeed. Bothfrom
andt o must be of the same type (that is, both directories or both non-directories), and must reside on the
same file system.

rename () guarantees that an instance ofwill always exist, gen if the system should crash in the middle
of the operation.

If the final component dof r omis a symbolic link, the symbolic link is renamed, not the file or directory to
which it points.

If both f romandt o are pathnames of the same existing file in the file systemme spacesename ()
returns successfully and performs no other action.

RETURN VALUES
A O value is returned if the operation succeeds, othemgiz@me () returns —1 and the globahrableerrno
indicates the reason for the failure.

ERRORS
rename () will fail and neither of the argument files will be affected if:

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT A component of thé r ompath does not exist, or a path prefix of does not exist.

[EACCES$ A component of either path prefix denies search permission, or the requested link
requires writing in a directory with a mode that denies write permission.

[EPERNI The directory containingr omis marked stick and neither the containing directory
norf r omare owned by the fefctive wser ID. Or thet o file exists, the directory con-
tainingt o is marked stick, and neither the containing directory rtoo are owned by
the effectve wser ID.

[ELOOR Too mary symbolic links were encountered in translating either pathname.

[ENOTDIR A component of either path prefix is not a directaryf r omis a directorybutt o is
not a directory.

[EISDIR ] t 0 is a directorybut f r omis not a directory.

[EXDEV The link named by o and the file named biyr omare on different logical deces

(file systems).Note that this error code will not be returned if the implementation per
mits cross-device links.
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[ENOSPC The directory in which the entry for thevn@ame is being placed cannot beéemded
because there is no space left on the file system containing the directory.

[EDQUOT The directory in which the entry for thewn@ame is being placed cannot beemded
because the ussrtuota of disk blocks on the file system containing the directory has
been exhausted.

[EIO] An I/O error occurred while making or updating a directory entry.

[EROF3 The requested link requires writing in a directory on a read-only file system.
[EFAULT] Path points outside the processllocated address space.

[EINVAL] f r omis a parent directory dfo, or an @tempt is made to rename’or ‘.. .

[ENOTEMPTY t 0 is a directory and is not empty.

[EBUSY f romort o is the mount point for a mounted file system.

SEE ALSO
open (2), symlink (7)

STANDARDS
The rename () function deviates from the semantics definedSi@/IEC 9945-1:1990 (POSIX1"), which
specifies that if bothr omandt o link to the same existing fileename () shall return successfully and per
forms no further action, whereas this implementation will resnibe file specified by r omunless both
f r omandt o are pathnames of the same file in the file systearhe space.

To retain conformance, a compatibility interface is provided byPth8IX Compatibility Library (libposix,
—Iposix) which is also be brought into scope ifyaf the POSIX_SOURCE_POSIX_C_SOURCEr

_XOPEN_SOURCHreprocessor symbols are defined at compile-timerehame () function conforms to
ISO/IEC9945-1:1990 (POSIX1") andX/OpenPortability Guide Issue 4, Version 2XfG4.2").

BUGS
The system can deadlock if a loop in the file system graph is préd@stloop takes the form of an entry in
directorya, say a/foo , being a hard link to directorlg, and an entry in directorp, say b/bar , being a
hard link to directorya. When such a loop exists andaseparate processes attempt to perfoemame
a/foo b/bar andrename b/bar a/foo , respectiely, the system may deadlock attempting to lock
both directories for modification. Hard links to directories should be replaced by symbolic links by the sys-
tem administrator.
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NAME
revoke — revdke file access

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

i nt
revoke (const char [pat h);

DESCRIPTION
Therevoke function irvalidates all current open file descriptors in the system for the file namgdthy.
Subsequent operations onyasuch descriptors fail, with the exceptions thatead () from a character
device file which has beenwveked returns a count of zero (end of file), andi@se () call will succeed.If
the file is a special file for a device which is open, thecdeclose function is called as if all open references
to the file had been closed.

Access to a file may beweked only by its owner or the super user.
revoke is normally used to prepare a terminal device forwa login session, puenting ary access by a
previous user of the terminal.

RETURN VALUES
A 0 value indicates that the call succeed@d-1 return value indicates an error occurred amto is set to
indicate the reason.

ERRORS
Access to the named file isvoied unless one of the following:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamgaeeded 255 characters, or an entire path naoeeded
1024 characters.

[ENOENT The named file or a component of the path name does not exist.
[EACCES$ Search permission is denied for a component of the path prefix.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EFAULT] pat h points outside the processllocated address space.
[EPERNI The caller is neither the owner of the file nor the super user.

SEE ALSO

close (2),dup(2),fcntl (2),flock (2),fstat (2),read (2),write (2)

HISTORY
Therevoke function was introduced in 485D-Reno.
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NAME
rmdir — remove a drectory file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <unistd.h>

i nt

rmdir (const char [pat h);
DESCRIPTION

rmdir () removes a drectory file whose name is\gh by pat h. The directory must not ka any atries
other than. and ‘.. ’

RETURN VALUES
A 0 is returned if the rema ucceeds; otherwise a -1 is returned and an error code is stored in the global
locationerrno.

ERRORS
The named file is renved unless:
[ENOTDIR A component of the path is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named directory does not exist.
[ELOOR Too mary symbolic links were encountered in translating the pathname.

[ENOTEMPTY The named directory contains files other tharand ‘.. ’init.

[EACCES$ Search permission is denied for a component of the path prefix, or write permission is
denied on the directory containing the link to be reedo

[EPERNI The directory containing the directory to be reetbis marked sticly, and neither the
containing directory nor the directory to be rembae owned by the &fctive wser
ID.

[EBUSY The directory to be remved is the mount point for a mounted file system.

[EIO] An I/O error occurred while deleting the directory entry or deallocating the inode.

[EROFS The directory entry to be remaed resides on a read-only file system.

[EFAULT] pat h points outside the processllocated address space.

SEE ALSO

mkdir (2),unlink (2)

STANDARDS
Thermdir () function conforms teSO/IEC9945-1:1990 (POSIX1").
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HISTORY
Thermdir () function call appeared in 483D.
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NAME
sa_enable — enable scheduler agttion

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sa.h>

i nt
sa_enable ();

DESCRIPTION
sa_enable () is used to enable scheduler aation.

An upcall handler and upcall stacks should be registeredsaittegister () andsa_stacks () before-
hand.

RETURN VALUES
On successsa_enable () will not return to userland in the normahyv It returns into the upcall hander
with anSA_UPCALL_NEWPRQ@@call. Otherwisea value of -1 is returned arefrnois set to indicate the
error.

SEE ALSO
sa_register  (2),sa_stacks (2),pthread (3)
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NAME
sa_register — regster a scheduler avttion upcall handler

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sa.h>
i nt
sa_register (sa_upcall _t new, sa upcall _t [old,int flags,
ssize_t stackinfo_offset);

DESCRIPTION
sa_register is used to prepare scheduler eatton. It registers the upcall handler specified iogw. If
ol d isn't NULL the previous handler will be returned to the location pointed by Iit.
SA_FLAG_STACKINFGQs specified inf | ags, st acki nf o_of f set is used to locate per upcall stack
memory areas shared between userland anakk st acki nf o_of f set is a byte offset from the corre-
sponding upcall stack.

RETURN VALUES

sa_register () returns zero on success. Otherwise, a value of -1 is returnegtrands set to indicate
the error.

SEE ALSO
pthread (3)
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NAME
sa_setconcurrency — increase the number of virtual processors

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sa.h>

i nt
sa_setconcurrency (int concurrency);

DESCRIPTION
sa_setconcurrency () is used to increase the number of schedulevaticin virtual processors used by
the process.sa_setconcurrency () increases the number of virtual processors, ix@gugion concur
reng, up to concurrency. Howeve, sa_setconcurrency () won't try to allocate more virtual pro-
cessors than there are physical processors on the system.

Scheduler actation should be enabled l3a_enable () beforehand.

RETURN VALUES
On successsa_setconcurrency () returns the number of wdy added virtual processors. Otherwise, a
value of —1 is returned arglrnois set to indicate the error.

SEE ALSO
pthread (3)
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NAME
sa_stacks — regster scheduler actition upcall stacks

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <sa.h>

i nt

sa_stacks (int num, stack_t [&tacks);
DESCRIPTION

sa_stacks () is used to register scheduler watibn upcall stacks.stacks is an array ofnum of
stack _t.

An upcall handler should be registeredday register () beforehand.

RETURN VALUES
On successa_stacks () returns the number of stackgisiered. Otherwise value of -1 is returned and
errnois set to indicate the error.

SEE ALSO
sa_register  (2), pthread (3)
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NAME
sa_yield —idle a virtual processor

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sa.h>
i nt
sa_yield ();
DESCRIPTION

sa_yield () is used to idle a virtual processor on which the calling thread is runhisgypically used
when the processuserland scheduler has no userland thread to run.

Scheduler actation should be enabled l3a_enable () beforehand.

RETURN VALUES
On successa_yield () will not return to userland in the normaayw It returns into an upcall hander with
an upcall. Otherwise, a value of -1 is returned emndo is set to indicate the error.

SEE ALSO
sa_enable (2),pthread (3)
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NAME
select ,pselect — synchronous I/O multiplexing

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/select.h>
i nt
select (int nfds,fd set Orestrict readfds,fd_set Orestrict witefds,
fd_set Orestrict exceptfds, struct tinmeval Orestrict tinmeout);
i nt
pselect (int nfds,fd _set Orestrict readfds,fd_set Orestrict witefds,

fd_set Orestrict exceptfds, const struct timespec [testrict tineout,
const sigset_t Orestrict sigmsk);

FD _SETint fd, fd_set [Idset);
FD CLRint fd, fd_set [OIdset);
FD _ISSET(int fd,fd_set [dset);
FD _ZERQ@f d_set [fdset);

DESCRIPTION
select () and pselect () examine the I/O descriptor sets whose addresses are passeddhds,
writefds, andexcept f ds to see if some of their descriptors are ready for reading, are ready for writing,
or have an exceptional condition pending, respeely. The firstnf ds descriptors are checked in each set;
i.e., the descriptors from 0 throughds—1 in the descriptor sets aneaeined. Thigneans thanf ds must
be set to the highest file descriptor of the three sets, plusQmeeturnselect () andpselect () replace
the given descriptor sets with subsets consisting of those descriptors that are ready for the requested opera-
tion. select () andpselect () return the total number of ready descriptors in all the sets.

The descriptor sets are stored as bit fields in arrays djeirste Thefollowing macros are provided for
manipulating such descriptor sefi® ZERQf dset ) initializes a descriptor set pointed tofogset to the

null set. FD_SET(f d, fdset) includes a particular descriptbd in f dset. FD_CLRfd, fdset)
removes f d from f dset . FD_ISSET(f d, f dset) is non-zero iff d is a member of dset , zero other

wise. Thebehaior of these macros is undefined if a descriptor value is less than zero or greater than or
equal toFD_SETSIZE, which is normally at least equal to the maximum number of descriptors supported
by the system.

If ti meout is a non-null pointerit specifies a maximum interval toait for the selection to completéf

ti meout is a null pointerthe select blocks indefinitelyTo &fect a poll, the i neout argument should be

non-null, pointing to a zero-valued tinat or timespec structure, as appropriaté.meout is not changed

by select (), and may be reused on subsequent callsgbe, it is good style to re-initialize it before each
invocation ofselect ().

If si gmask is a non-null pointerthen thepselect () function shall replace the signal mask of the caller
by the set of signals pointed to by gmask before examining the descriptors, and shall restore the signal
mask of the calling thread before returning.

Any of r eadf ds,wri t ef ds, andexcept f ds may be gien as nll pointers if no descriptors are of inter
est.
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RETURN VALUES
select () returns the number of ready descriptors that are contained in the descriptor sets, or -1 if an error
occurred. Ifthe time limit expires,select () returns 0.If select () returns with an errpincluding one
due to an interrupted call, the descriptor sets will be unmodified.

EXAMPLES
#include <stdio.h>
#include <unistd.h>
#include <string.h>
#include <err.h>
#include <errno.h>
#include <sysexits.h>
#include <sys/types.h>
#include <sys/time.h>

int
main(argc, argv)
int argc;
charMargv;
{

fd_setread_set;
struct timeal timeout;
int ret, fd, i;

/Ofile descriptor 1 is stdoud
fd = 1;

/O0Wait for ten seconddd
timeout.tv_sec = 10;
timeout.tv_usec = 0;

/Olnitialize the read set to null
FD_ZERO(&read_set);

/OAdd file descriptor 1 to read_d@t
FD_SET(fd, &read_set);

/0

OCheck if data is ready to be readen on

Ofile descriptor 1, gie p ater 10 seconds.

a

ret = select(fd + 1, &read_set, NULL, NULL, &timeout);

/O
OReturned value is the number of file
Odescriptors ready for I/O, or -1 on error.
a
switch (ret) {
case —-1:
err(EX_OSERR, "select() failed");
break;
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case 0O:
printf("Timeout, no data recegd.\n");
break;

default:
printf("Data recered on %d fle desciptor(s)\n", ret);

/0

Oselect(2) hands back a file descriptor set where

Oonly descriptors ready for 1/0 are set. These can

Obe tested using FD_ISSET

a

for (i=0;i<=1fd; i++) {

if (FD_ISSET(i, &read_set)) {

printf("Data on file descriptor %d\n", i);
/ORemorve the file descriptor from the set
FD_CLR(fd, &read_set);

}
}
break;
}
return O;
}
ERRORS
An error return fronselect () indicates:
[EBADH One of the descriptor sets specified aralid descriptor.
[EFAULT] One or more of eadf ds, wri t ef ds, or except f ds points outside the process’
allocated address space.
[EINTR] A signal was deliered before the time limitxpired and before gnof the selected
evants occurred.
[EINVAL] The specified time limit is walid. Oneof its components is getive a too large.
SEE ALSO

accept (2),connect (2),gettimeofday (2),poll (2),read (2),recv (2),send (2),write (2),
getdtablesize 3)

HISTORY
Theselect () function call appeared in 883D.

BUGS
Although the pruision of getdtablesize (3) was intended to allouser programs to be written indepen-
dent of the kernel limit on the number of open files, the dimension of a sufficiently large bit field for select
remains a problem. The defit bit size off d_set is based on the symbBD_SETSIZE (currently 256),
but that is somewhat smaller than the curregrinkl limit to the number of open fileslowever, in order to
accommodate programs which might potentially usegetanumber of open files with select, it is possible
to increase this size within a program by providing a larger definitiGiboSETSIZE before the inclusion
of [Bys/types.h [0 The kernel will cope, and the userland librariesvighed with the system are also
ready for large numbers of file descriptors.
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Note:rpc (3) library used d_set with the dedult FD_SETSIZE as part of its ABI. Therefore, programs
that usepc (3) routines cannot chan§®_ SETSIZE.

Alternatively, to be eally safe, it is possible to allocdtd_set bit-arrays dynamically The idea is to per
mit a program to wrk properly &en if it i s execve (2)'d with 4000 file descriptors pre-allocated. The fol-
lowing illustrates the technique which is used by userland libraries:

fd_set [fdsr;
int max = fd;
fdsr = (fd_set Dcalloc(howmany(max+1, NFDBITS),

sizeof(fd_mask));
if (fdsr == NULL) {

return (-1);
}
FD_SET(fd, fdsr);
n = select(max+1, fdsr, NULL, NULL, &tv);

free(fdsr);

Alternatively, it is possible to use theoll (2) interface. poll (2) is more dicient when the size of
select ()'s fd_set bit-arrays are very large, and for fixed numbers of file descriptors one need not size
and dynamically allocate a memory object.

select () should probably hee been designed to return the time remaining from the original timeout, if
ary, by modifying the time value in placeEven though some systems stupidly act in this differeay wis
unlikely this semantic will eer be commonly implemented, as the change causes weassirce code com-
patibility problems. Furthermore, recenwwngtandards hee dctated the current behaur. In general, due

to the existence of those non-conforming systems, it is unwise to assume that the tamheoutil be
unmodified by theselect () call, and the caller should reinitialize it on eacbogation. Calculatinghe
delta is easily done by callingettimeofday (2) before and after the call tgelect (), and using
timersub () (as described igetitimer  (2)).

Internally to the kernekelect () works poorly if multiple processes wait on the same file descriptor.
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NAME
semctl — semaphore control operations

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/sem.h>
i nt
semctl (int semd,int semmum,int cnd, .. .);

DESCRIPTION
Thesemctl () system call provides a number of control operations on the semaphore specsfeathioyn
andseni d. The operation to be performed is specifiednml (see belw). Thefourth argument is optional
and depends upon the operation requested. If required, it is a union of the following fields:

int val; / O value for SETVAL o
struct semid_ds (buf, / O buffer for IPC_{STAT,SET} a
u_short [array; /O array for GETALL & SETALL a

The semid_dsstructure used in thlPC_SET andIPC_STAT commands is defined isys/sem.h [Jand
contains the following members:

struct ipc_perm sem_perm; / O operation permissions o
unsigned short sem_nsems; / O number of sems in set o
time_t sem_otime; / O last operation time o
time_t sem_ctime; / O last change time o

Theipc_perm structure used inside tilsemid_dsstructure is defined iBys/ipc.h  Cand contains the fol-
lowing members:

uid_t cuid; / O creator user id o

gid_t cgid; / O creator group id o

uid_tuid; / O user id o

gid_tgid; / O group id o

mode_t mode;/ [ permission (lower 9 bits) o

semctl () provides the following operations:

GETVAL Return the value of the semaphore.

SETVAL Set the value of the semaphoreatay. val , wherear g is the fourth argument temctl ().
GETPID Return the pid of the last process that did an operation on this semaphore.
GETNCNT Return the number of processes waiting to acquire the semaphore.

GETZCNT Return the number of processes waiting for the value of the semaphore to reach 0.
GETALL Return the values of all the semaphores associatedesthd.

SETALL Set the wlues of all the semaphores that are associated with the semaphore iceatifigr
to the corresponding valuesan g. ar r ay, wherear g is the fourth argument tgemctl ().

IPC_STAT Gather information about a semaphore and place the information in the structure pointed to by

ar g. buf , wherear g is the fourth argument emctl ().
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IPC_SET  Set the value of theem_perm.uidsem_perm.giénd sem_perm.modeelds in the structure
associated with the semaphore. The values are taken from the corresponding fields in the
structure pointed to bgr g. buf , therear g is the fourth argument teemctl (). Thisoper-
ation can only bexecuted by the suparser or a process that has anfeftive wser id equal to
either sem_perm.cuicbr sem_perm.uidn the data structure associated with the message
queue.

IPC_RMID Remore the semaphores associated vgtri d from the system and desyrthe data struc-
tures associated with itOnly the super-user or a process with deatize ud equal to the
sem_perm.cuier sem_perm.uidvalues in the data structure associated with the semaphore
can do this.

The permission to read or change a message queusefs®®(2)) is determined by theem_perm.mode
field in the same way as is done with files (sbenod(2)), but the d&ctive ud can match either the
sem_perm.cuidield or thesem_perm.uidield, and the ééctive gd can match eithesem_perm.cgicr
sem_perm.gid

RETURN VALUES
For the GETVAL GETPID, GETNCNTand GETZCNToperations,semctl () returns one of thealues
described abee if successful. Allother operations will maksemctl () return O if no errors occutOther-
wise —1 is returned aretrno set to reflect the error.

ERRORS

semctl () will fail if:

[EPERNI cmd is equal tdPC_SET or IPC_RMID and the caller is not the supgser nor does
the efective ud match either thesem_perm.uicbr sem_perm.cuidields of the data
structure associated with the message queue.

[EACCE$ The caller has no operation permission for this semaphore.

[EINVAL] sem d is not a valid message semaphore identifier.
cmdis not a valid command.

[EFAULT] ar g. buf orarg. arr ay specifies an welid address.

[ERANGE cmd is equal taSETVALor SETALL and the value to be set is greater than the system
semaphore maximum value.

SEE ALSO

semget (2), semop(2)

STANDARDS
Thesemctl system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY
Semaphores appeared in the first releagg & System VUNIX.
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NAME

semget — get set of semaphores

LIBRARY

Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/sem.h>

i nt

semget (key_t key,int nsens,int senflg);

DESCRIPTION
Thesemget () system call returns the semaphore identifier associatedk@yth

A new 2t containinghsens semaphores is created if eithery is equal tdPC_PRIVATE, or key does
not hase a #maphore set associated with it and RE CREAT bit is set insenfl g. If both the
IPC_CREATDiIt and thedPC_EXCL bit are set irsenf | g, andkey has a semaphore set associated with it
alreadythe operation will fail.

If a nawv set of semaphores is created, the data structure associated with seiftiee dsstructure, see
semctl (2)) is initialized as follows:

sem_perm.cuidndsem_perm.uidre set to the effes ud of the calling process.
sem_perm.gidndsem_perm.cgidre set to the effev gd of the calling process.
sem_perm.mods set to the lower 9 bits sfenf | g.

sem_nsemis set to the value ofsens.

sem_ctimés set to the current time.

sem_otimés set to 0.

RETURN VALUES
semget () returns a non-rggtive £maphore identifier if successful. Otherwise, —1 is returneceand is
set to reflect the error.

ERRORS

[EACCES$ The caller has no permission to access a semaphore set already associ&tey.with

[EEXIST] Both IPC_CREATandIPC_EXCL are set irsenf | g, and a semaphore set is already
associated witkey.

[EINVAL] nsemss less than 0O or greater than the system limit for the number in a semaphore set.
A semaphore set associated whthy exists, but has feer semaphores than the num-
ber specified imsens.

[ENOSPC A new =t of semaphores could not be created because the system limit for the number
of semaphores or the number of semaphore sets has been reached.

[ENOENT IPC_CREATIs not set insenf | g and no semaphore set associated Wwily was

found.
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SEE ALSO
ipcs (1),semctl (2),semop(2), ftok (3)

STANDARDS
Thesemget system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY
Semaphores appeared in the first releagd & System VUNIX.
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NAME
semop — semaphore operations

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/sem.h>
i nt
semop(i nt sem d, struct senbuf [Eops, size_t nsops);

DESCRIPTION
semop() provides a number of atomic operations on a set of semaphdresemaphore set is specified by
sem d, sops is an array of semaphore operations, aedps is the number of operations in this array
Thesembustructures in the array contain the following members:

unsigned short sem_num; / O semaphore # [
short sem_op; / 00 semaphore operation o
short sem_flg; / O operation flags o

Each operation (specified Bem_op is gpplied to semaphore numbsem_nunin the set of semaphores
specified byseni d. The value okem_opletermines the action taken in the following way:

» sem_ogps less than 0. The current process is blocked until the value of the semaphore is greater than or
equal to the absolute values#m_op The absolute value aem_ops then subtracted from the value of
the semaphore, and the calling process continNegative values ofsem_ogare thus used to enter criti-
cal regions.

* sem_ops greater than 0. Its value is added to the value of the specified semaphore. This is uged to lea
critical regions.

* sem_ops equal to 0. The calling process is blocked until dlees of the specified semaphore reaches 0.
The behaviour of each operation is influenced by the flags seirinflgn the following way:

IPC_NOWAIT In the case where the calling processuld normally block, waiting for a semaphore to
reach a certainalue,IPC_NOWAIT makes the call return immediatelseturning a alue
of =1 and settingrrnoto EAGAIN

SEM_UNDO Keep track of the changes that this call e=ko the value of a semaphore, so that the
be undone when the calling process terminates. This is usefulvienpother processes
waiting on a semaphore to block feee, should the process that has the semaphorestbck
terminate in a critical section.

RETURN VALUES
Upon successful completion, alue of O is returned. Otherwise, -1 is returned and the glabableerrno
is set to indicate the error.

ERRORS
semop() will fail if:
[EINVAL] There is ho semaphore associated withi d.
[EIDRM The semaphore set was rere while the process wasaiting for one of its sema-

phores to reach a certain value.
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[EACCE$
[E2BIG]

[EFBIG]

[ENOSP(

[EAGAIN]

[EFAULT]

SEE ALSO

NetBSD System Calls Manual SEMOP (2)

The calling process has no permission to access the specified semaphore set.

The value ofnsops is too big. The maximum is defined aMAX_SOPSIin
[$ys/sem.h [

sem_numin one of the sem_buf structures is less than 0, or greater than the actual
number of semaphores in the set specifieddayi d.

SEM_UND@as requested, and there is not enough space left in the kernel to store the
undo information.

The requested operation can not immediately be performedP&hdNOWAIT was
setinsem_flg

sops points to an illgd address.

semctl (2), semget (2)

STANDARDS

Thesemop system call conforms t&/OpenSystem Interfaces and Headers IssuexSKi5”).

HISTORY

Semaphores appeared in the first releagd & System VUNIX.
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NAME
send, sendto , sendmsg — send a message from a socket

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>

ssize t
send(int s, const void [hsg,size_t len,int flags);

ssize t
sendto (int s, const void [hsg,size_t len,int flags,
const struct sockaddr [@o, socklen_t tolen);

ssize t
sendmsg (i nt s, const struct msghdr [hsg, int flags);

DESCRIPTION
send (), sendto (), andsendmsg () are used to transmit a message to anotheetos&nd () may be used
only when the socket is inannectedstate, whilesendto () andsendmsg () may be used at grime.

The address of the target isvgi by t o with t ol en specifying its size. The length of the messagevengi
byl en. If the message is too long to pass atomically through the underlying protocol, tHeMBGSIZE
is returned, and the message is not transmitted.

No indication of failure to deler is implicit in asend (). Locally detected errors are indicated by a return
value of —1.

If no messages space iwidable at the socket to hold the message to be transmittedseher() normally
blocks, unless the soekhas been placed in non-blocking I/O modée select (2) orpoll (2) call may
be used to determine when it is possible to send more data.

Thef | ags parameter may include one or more of the following:

#defineMSG_0OOB 0x0001/ [ process out-of-band data o
#defineMSG_PEEK 0x0002/ [ peek at incoming message o
#defineMSG_DONTROUTE 0x0004/ [ bypass routing, use direct interface o
#defineMSG_EOR 0x0008 / [ data completes record o
#defineMSG_NOSIGNAL 0x0400/ 0O do not generate SIGPIPE on EOF o

The flag MSG_OOBs used to send “out-of-band” data on gmisk that support this notion (e.g.
SOCK_STREAMthe underlying protocol must also support “out-of-band” dM&G_EORs used to indi-
cate a record mark for protocols which support the condéf8G_DONTROUTE& usually used only by
diagnostic or routing programs.

Seerecv (2) for a description of thesghdr structure. MSG_NOSIGNAIs used to pnent SIGPIPE
generation when writing a socket that may be closed.

RETURN VALUES
The call returns the number of characters sent, or —1 if an error occurred.

ERRORS
send (), sendto (), andsendmsg () fail if:
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[EBADH An invalid descriptor was specified.

[ENOTSOCK The argumens is not a socket.

[EFAULT] An invalid user space address was specified for a parameter.

[EMSGSIZH The socket requires that message be sent atomiaadythe size of the message to be

sent made this impossible.
[EPIPE] In a connected socket the connection has been broken.
[EDSTADDRRHEQ In a non-connected socket a destination address has not been specified.

[EAGAIN|JEWOULDBLOQK
The socket is marked non-blocking and the requested operation would block.

[ENOBUF$ The system was unable to allocate an interndfeb The operation may succeed
when buffers becomevalable.

[ENOBUF$ The output queue for a network interface was fiilhis generally indicates that the
interface has stopped sending, but may be caused by transient congestion.

[EACCE$ The SO_BMRADCAST option is not set on the socket, and a broadcast addasss w

given as he destination.
[EHOSTUNREAGQHThe destination for the message is unreachable.
[EHOSTDOWN The destination is a host on the local subnet and does not resparpd(y).
[EINVAL] The total length of the 1/O is more than can be expressed by the ssize_t return value.
[EAFNOSUPPORT Addresses in the specified address family cannot be used with this socket.
sendto () will also fail if:
[EISCONN A destination address was specified and the socket is already connected.
sendmsg () will also fall if:
[EMSGSIZH Thensg_i ovl en member of thersg structure is less than or equal to O or is greater

than{lOV_MAX} .

SEE ALSO
fentl  (2), getsockopt (2),recv (2),select (2),socket (2),write (2)

HISTORY
Thesend () function call appeared in 83D.
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NAME
setgroups — set group access list

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/param.h>
#include <unistd.h>

i nt
setgroups (i nt ngroups, const gid_t [gidset);
DESCRIPTION
setgroups () sets the group access list of the current user process according to thgi dsay. The

parameter ngr oups indicates the number of entries in the array and must be no more than
{NGROUPS_MAX}

Only the super-user may setngroups.

This system call affects only secondary groups.

RETURN VALUES
A 0 value is returned on success, —1 on emtth an error code stored @rrno.

ERRORS

Thesetgroups () call will fail if:

[EINVAL] The value ofngr oups is greater thafNGROUPS_MAX}

[EPERNI The caller is not the super-user.

[EFAULT] The address specified fgr dset is outside the process address space.
SEE ALSO

getgroups (2),setegid (2),setgid (2),setregid (2),initgroups  (3)

HISTORY
Thesetgroups () function call appeared in 83D.
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NAME
setpgid , setpgrp — set process group

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
setpgid (pid_t pid, pid_t pgrp);
i nt

setpgrp (pid_t pid, pid_t pgrp);

DESCRIPTION

setpgid () sets the process group of the specified progedsto the specifieghgr p. If pi d is zero, then
the call applies to the current proce#fspgr p is zero, then the process id of the process specifigd dys
used instead.

If the invoker is not the supeuser then the dected process must V& the same ééctive wserid as the
invoker or be a éscendant of thewoking process.

RETURN VALUES

setpgid () returns O when the operation was successful. If the recuikest,f-1 is returned and the global
variableerrnoindicates the reason.

ERRORS
setpgid () will fail and the process group will not be altered if:
[EACCES$ The value of thei d agument matches the process ID of a child process of the call-
ing process, and the child process has successkatyed one of thexec functions.
[EINVAL] The value of thepgr p argument is less than zero.
[EPERNI The efective wser ID of the requested process is different from that of the caller and

the process is not a descendant of the calling process.

[ESRCH The value of thei d agument does not match the process ID of the calling process or
of a child process of the calling process.

SEE ALSO
getpgrp (2)

STANDARDS
Thesetpgid () function conforms taSO/IEC 9945-1:1990 (POSIX1").

COMPATIBILITY

setpgrp () is identical tosetpgid (), and is retained for calling ceention compatibility with historical
versions ofBSD.
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NAME
setregid — set real and effeate goup ID’s

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
setregid (gid_t rgid, gid_t egid)

DESCRIPTION
This interface is made obsolete by the sed ID functionality in setgid (2) and setegid (2).

The real and é&ctive goup ID’s of the current process are set according to theraents. Ithe real group
ID is changed, the sed group ID is changed to the wevalue of the effectie goup ID.

If rgi doregidis -1, the current gid is filled in by the systetdnprivileged users may change the real
group ID to the déctive goup ID, and may change thdesftive goup ID to the real group ID or thevsd
group ID; only the super-user may neatther changes.

Thesetregid () function has been used to swap the real afedtefe goup IDs in set-group-ID programs
to temporarily relinquish the set-group-lIalue. Thispurpose is no better served by the use of the
setegid () function (seesetgid (2)).

When setting the real andi&dftive goup IDs to the same value, this function is egent to thesetgid ()
function. Whersetting only the effecte goup ID, this function is equélent to thesetegid () function.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
[EPERNI The current process is not the supser and a change other than changing ttee-ef
tive goup-id to the real group-id was specified.
SEE ALSO

getgid (2),setegid (2),setgid (2),setuid (2)

HISTORY
Thesetregid () function call appeared in 888D. An incompatible version was implemented inBiSH.
It was reimplemented iNetBSD 1.2 in a way compatible with 485D, SUnOS and Linux, but should not be
used in ne code.
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NAME
setreuid — set real and effecte wser ID’s

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
setreuid (uid_t ruid, uid_t euid);

DESCRIPTION
This interface is made obsolete by the sed ID functionality in setuid (2) and seteuid (2).

The real and &ctive wser ID’s of the current process are set according to thenaents. Ithe real user ID
is changed, the ged user ID is changed to thewealue of the effectie wser ID.

If rui doreuidis -1, the current uid is filled in by the systetdnprivileged users may change the real
user ID to the déctive wser ID, and may change thdesftive wser ID to the real user ID or theved user ID;
only the super-user may makther changes.

Thesetreuid () function has been used toawthe real and fefctive user IDs in set-user-ID programs to
temporarily relinquish the set-user-1Rlue. Thispurpose is n@ better sered by the use of theeteuid ()
function (seesetuid (2)).

When setting the real andfedtive wser IDs to the same value, this function is eglant to thesetuid ()
function. Whersetting only the effecte wser ID, this function is equalent to theseteuid () function.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
[EPERNI The current process is not the supser and a change other than changing tfee-ef
tive wser-id to the real user-id was specified.
SEE ALSO

getuid (2),seteuid (2),setgid (2),setuid (2)

HISTORY
Thesetreuid () function call appeared in 888D. An incompatible version was implemented inBiSH.
It was reimplemented iNetBSD 1.2 in a way compatible with 485D, SUnOS and Linux, but should not be
used in ne code.

NetBSD 3.0 January 5, 2001 1
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NAME
setsid — create session and set process group 1D

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

pid_t
setsid (voi d);

DESCRIPTION
Thesetsid function creates a mesession. Thealling process is the session leader of the session, is
the process group leader of awngrocess group and has no controlling terminal. The calling process is the
only process in either the session or the process group.

Upon successful completion, tisetsid  function returns the value of the process group ID of the ne
process group, which is the same as the process ID of the calling process.
ERRORS
If an error occurssetsid  returns —1 and the global varialdenois set to indicate the erras bllows:
[EPERNI The calling process is already a process group leaddne process group ID of a
process other than the calling process matches the process ID of the calling process.

SEE ALSO
getsid (2),setpgid (2),tcgetpgrp (3),tcsetpgrp  (3)

STANDARDS
Thesetsid function conforms téSO/IEC9945-1:1990 (POSIX1").
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NAME
setuid ,seteuid ,setgid ,setegid — setuser and group ID

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
setuid (uid_t uid);
i nt
seteuid (uid_t euid);
i nt
setgid (gid_t gid);
i nt
setegid (gi d_t egid);

DESCRIPTION
Thesetuid () function sets the real andfedtive wser IDs and the sad set-useflD of the current process
to the specifiedalue. Thesetuid () function is permitted if the specified ID is equal to the real user ID of
the process, or if the effeed iser ID is that of the super user.

The setgid () function sets the real andfedtive goup IDs and the sad set-group-ID of the current
process to the specifiedlue. Thesetgid () function is permitted if the specified ID is equal to the real
group ID of the process, or if thefedtive wser ID is that of the super uséupplementary group IDs remain
unchanged.

The seteuid () function (setegid ()) sets the déctive wuser ID (group ID) of the current procesthe
effective wser ID may be set to the value of the real user ID or thed set-use+lD (seeintro (2) and
execve (2)); in this way, the efective wser ID of a set-user-IDxecutable may be toggled by switching to
the real user ID, then re-enabled byeréing to the set-user-IDalue. Similarly the efective goup ID may
be set to the value of the real group ID or theedaet-group-ID.

RETURN VALUES
Upon success, these functions return 0; otherwise -1 is returned.

If the user is not the super user the uid specified is not the realfesitive ID, or saed ID, these functions
return —1.

SEE ALSO
getgid (2),getgroups (2), getuid (2)

STANDARDS
Thesetuid () andsetgid () functions are compliant with th8O/IEC 9945-1:1990 (POSIX 1") specifica-
tion with _POSIX_SAVED_IDS not defined.We d not implement the POSIX_SAVED_IDS option as
specified in the standard because thosild male it impossible for a set-user-IDxeutable owned by a user
other than the super-user to permanentigke its privileges.

Theseteuid () andsetegid () functions are compliant witltEE Std 1003.1-2001 fOSIX1").
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NAME
shmat , shmdt — map/unmap shared memory

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/shm.h>

void O

shmat (i nt shmi d, const void [Shmaddr , int shnflg);
i nt

shmdt (const voi d hmaddr);

DESCRIPTION
shmat () maps the shared memorygsgent associated with the shared memory idensfieri d into the
address space of the calling proce¥he address at which the segment is mapped is determined by the
shmaddr parameter If it is equal to 0, the system will pick an address itself. Otherwise, an attempt is
made to map the shared memorgreent at the addressimaddr specifies. IISHM_RNI» set inshnf | g,
the system will round the addresswio to a multiple of SHMLBAbytes SHMLBAIs defined in
[$ys/shm.h 0.

A shared memory segment can be mapped read-only by specifyiSgiiMeRDONLNag inshnf | g.

shmdt () unmaps the shared memory segment that is currently mappsldmatdr from the calling
process’ address spacghmaddr must be a value returned by a prstimat () call. A shared memory gg
ment will remain in existence until it is rewenl by a @ll to shmctl (2) with thelPC_RMID command.

RETURN VALUES
shmat () returns the address at which the shared memgmesat has been mapped into the calling process’
address space when successhindt () returns 0 on successful completion. Otherwise, a value of -1 is
returned, and the global varialdenois set to indicate the error.

ERRORS
shmat () will fail if:
[EACCES$ The calling process has no permission to access this shared memory segment.
[ENOMEM There is not enoughvalable data space for the calling process to map the shared

memory segment.
[EINVAL] shm d is not a valid shared memory identifier.
shmaddr specifies an illgd address.
[EMFILE] The number of shared memory segments has reached the system-wide limit.
shmdt () will fail if:
[EINVAL] shmaddr is not the start address of a mapped shared memory segment.

SEE ALSO
ipcrm (1),ipcs (1), mmag2), shmctl (2), shmget (2)

NetBSD 3.0 June 17, 2002 1



SHMAT (2) NetBSDSystem Calls Manual SHMA(2)

STANDARDS
Theshmat andshmdt system calls conform t&/OpenSystem Interfaces and Headers IssuexSK{5”).

HISTORY
Shared memory segments appeared in the first releas&dfSystem VUNIX.

NetBSD 3.0 June 17, 2002 2
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NAME
shmctl — shared memory control operations

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/shm.h>
i nt
shmctl (int shmd,int cnd, struct shm d_ds [buf);
DESCRIPTION
Theshmctl () system call performs control operations on the shared memory segment spectied ty

Each shared memory segment hashaid_ds structure associated with it which contains the foihg

members:
struct ipc_perm shm_perm; / O operation permissions o
size t shm_segsz; / O size of segment in bytes o
pid_t shm_Ipid; / O pid of last shm op o
pid_t shm_cpid; / O pid of creator o
shmatt_t shm_nattch; / O # of c urrent attaches o
time_t shm_atime; / O last shmat() time o
time_t shm_dtime; / O last shmdt() time o
time_t shm_ctime; / O last change by shmctl() o

Theipc_perm structure used inside tismid_dsstructure is defined imys/ipc.h  [Oand contains the fol-
lowing members:

uid_t cuid; / O creator user id o

gid_t cgid; / O creator group id o

uid_tuid; / O user id o

gid_tgid; / O group id o

mode_t mode;/ [ permission (lower 9 bits) o

The operation to be performed 8lymctl () is specified ircnd and is one of:

IPC_STAT Gather information about the shared memory segment and place it in the structure pointed to
by buf .

IPC_SET  Set the value of thehm_perm.uidshm_perm.gicandshm_perm.modgelds in the structure
associated witlshni d. The values are taken from the corresponding fields in the structure
pointed to bybuf . This operation can only bexetuted by the suparser or a pocess that
has an déctive wser id equal to eitheshm_perm.cuidr shm_perm.uidn the data structure
associated with the shared memory segment.

IPC_RMID Remore the shared memory geent specified bghni d and destrg the data associated with
it. Only the supewuser or a process with anfeftive ud equal to theshm_perm.cuidbr
shm_perm.uidalues in the data structure associated with the queue can do this.

SHM_LOCK Lock the shared memory segment specifiedoyi d in memory This operation can only be
executed by the super-user.

SHM_UNLOCK
Unlock the shared memory segment specifiedsbyri d. This operation can only be
executed by the super-user.
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The read and write permissions on a shared memory identifier are determinedhoy tiperm.modigeld in
the same way as is done with files (semod(2)), but the dective ud can match either th&hm_perm.cuid
field or theshm_perm.uidield, and the effecte gd can match eitheshm_perm.cgior shm_perm.gid

RETURN VALUES

Upon successful completion, a value of 0 is returned. Otherwise, —1 is returned and theagiahblalevrno
is set to indicate the error.

ERRORS
shmctl () will fail if:

[EACCE$

[EFAULT]
[EINVAL]

[ENOMEM
[EPERN

SEE ALSO

The command idPC_STAT and the caller has no read permission for this shared
memory segment.

buf specifies an welid address.

shm d is not a valid shared memory segment identifier.

cmdis not a valid command.

Thecnd is equal tcSHM_LOCHKnNd there is not enough physical memory.

cmd is equal tdPC_SET or IPC_RMID and the caller is not the supgser nor does
the efective ud match either thehm_perm.uicbr shm_perm.cuidields of the data
structure associated with the shared memory segment.

An attempt was made to increase the valushof_qgbyteshroughIlPC_SET but the
caller is not the super-user.

Thecnd is equal taSSHM_LOCKr SHM_UNLOCHnNd the caller is not the supgser.

ipcrm (1),ipcs (1), shmat (2), shmget (2)

STANDARDS

Theshmctl system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY

Shared memory segments appeared in the first relea$&dfSystem VUNIX.

NetBSD 3.0
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NAME
shmget — get shared memory segment

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS

#include <sys/shm.h>

i nt

shmget (key_t key, size_t size,int shnflqg);
DESCRIPTION

shmaget () returns the shared memory identifier associated withethkey .

A shared memory segment is created if eitkey is equal tolPC_PRIVATE, or key does not hee a
shared memory segment identifier associated with it, andP@eCREATDbiIt is set inshnf | g. If both the
IPC_CREATDbIt and thelPC_EXCL bit are set irshnf | g, and key has a shared memorygseent identi-
fier associated with it alreadfpe operation will fail.

If a newv shared memory segment is created, the data structure associated witkhir{ihedsstructure, see
shmctl (2)) is initialized as follows:

* shm_perm.cuidndshm_perm.uicre set to the effev® ud of the calling process.
* shm_perm.gi@indshm_perm.cgidre set to the effevi gd of the calling process.
* shm_perm.modis set to the lower 9 bits sthnf | g.
* shm_Ipid shm_nattchshm_atimeand shm_dtimeare set to 0.
» shm_ctimas set to the current time.
» shm_segsis set to the value dfi ze.

RETURN VALUES

Upon successful completion a positisared memory segment identifier is returned. Otherwise, -1 is
returned and the global varialdernois set to indicate the error.

ERRORS
[EACCES$ A shared memory segment is already associated kdithand the caller has no per
mission to access it.
[EEXIST] Both IPC_CREATandIPC_EXCL are set irshnf | g, and a shared memorygmaent
is already associated wikiey.
[ENOSPC A new dhared memory identifier could not be created because the system limit for the
number of shared memory identifiers has been reached.
[ENOENT IPC_CREATIs not set inshnf | g and no shared memory segment associated with
key was found.
[ENOMEM There is not enough memory left to create a shared memgmesé of the requested
size.
SEE ALSO

ipcrm (1),ipcs (1), mmag2), shmat (2), shmctl (2), ftok (3)
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STANDARDS
Theshmget system call conforms t&/OpenSystem Interfaces and Headers IssuexSK5”).

HISTORY
Shared memory segments appeared in the first relea$&dfSystem VUNIX.

NetBSD 3.0 May 13, 2004 2
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NAME
shutdown — shut down part of a full-dupleconnection

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>
i nt
shutdown (i nt s, int how);
DESCRIPTION
The shutdown () call causes all or part of a full-dugleonnection on the socket associated vgitto be

shut devn. Thehow argument specifies which part of the connection will be shwnddPermissibleralues
are:

SHUT_RD further recees will be disallowed.
SHUT_WR further sends will be disallowed.
SHUT_RDWR further sends and reass will be disallowed.

RETURN VALUES
A O is returned if the call succeeds, —1 if it fails.

ERRORS
The call succeeds unless:
[EBADH s is not a valid descriptor.
[EINVAL] The howargument is imalid.
[ENOTCONN The specified socket is not connected.
[ENOTSOCK s is a file, not a socket.

SEE ALSO

connect (2),socket (2)

HISTORY
The shutdown () function call appeared in 888D. The how arguments used to be simply 0, 1, and&, b
now havenamed values as specified XppenPortability Guide Issue 4 XPG4”).
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NAME
sigaction  — software signal facilities

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <signal.h>
i nt
sigaction (int sig, const struct sigaction Orestrict act,
struct sigaction Orestrict oact);

DESCRIPTION
The system defines a set of signals that may beedsdi to a processSignal delvery resembles the occur
rence of a hardware interrupt: the signal is blocked from further occurrence, the current procgsssconte
saved, and a ne one is hiilt. A process may specifyl@ndlerto which a signal is deléered, or specify that
a dgnal is to bdgnored A process may also specify that a default action is to les tak the system when a
signal occurs.A signal may also bdélodked, in which case its delery is postponed until it isinbloded.
The action to be taken on dadiy is determined at the time of dediy. Normally, Sgnal handlers xecute
on the current stack of the process. This may be changed, on a per-handler basis, so that signals are taken on
a pecialsignal stack

Signal routines>ecute with the signal that caused theirdcationblodked, but other signals may yet occur

A global signal masldefines the set of signals currently blocked fromveslito a process. The signal mask

for a process is initialized from that of its parent (normally empty). It may be changed with a
sigprocmask (2) call, or when a signal is dedred to the processSignal masks are represented using the
sigset_type; thesigsetops (3) interface is used to modify such data.

When a signal condition arises for a process, the signal is added to a set of signals pending for théf process.
the signal is not currentlylodked by the process then it is dedfed to the process. Signals may beaedid

ary time a process enters the operating system (e.g., during a system calgyttagetfap, or clock inter

rupt). If multiple signals are ready to be defied at the same time,yadgnals that could be caused by traps

are delvered first. Additional signals may be processed at the same time, with each appearing to interrupt
the handlers for the previous signals before their first instructibhe.set of pending signals is returned by
thesigpending (2) function. When a caught signal is defied, the current state of the process i&daa

new signal mask is calculated (as described below), and the signal handiekidin Thecall to the handler

is arranged so that if the signal handling routine returns normally the process will resgm@e in the

context from before the signal’celivery. If the process wishes to resume in a different context, then it must
arrange to restore the previous context itself.

struct sigactiorincludes the following members:

void ( Oka_sigaction)(int sig, siginfo_t [info, void Cetx);
void ( Oka_handler)(int sig);

sigset t sa_mask;

int sa_flags;

When a signal is deféred to a process awesignal mask is installed for the duration of the process’ signal
handler (or until asigprocmask (2) call is made). This mask is formed by taking the union of the current
signal mask, the signal to be defied, and the signal mask associated with the handler tovbkedh
sa_mask

sigaction () assigns an action for a specific signiilact is non-zero, it specifies an actiddlG_DFL,
SIG_IGN, or a handler routine) and mask to be used wherverdtig the specified signallf oact is non-
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zero, the previous handling information for the signal is returned to the user.

Once a signal handler is installed, it remains installed until ansigaction () call is made, or an
execve (2) is performed. A signal-specific default action may be reset by settiag handl er to
SIG_DFL. The de#ults are process termination, possibly with core dump; no action; stopping the process;
or continuing the process. See the signal listvoétr each signad’ default action. If sa_handl er is set

to SIG_DFL, the deéult action for the signal is to discard the signal, and if a signal is pending, the pending
signal is discardedven if the signal is magd. Ifsa_handl er is set toSIG_IGN, current and pending
instances of the signal are ignored and discarded.

Options may be specified by settisgy flags

SA_NODEFER If set, then the signal that caused the handler taxemuted is not added to the list of
block signals. Please note tis#i_nask takes precedencever SA_NODEFERso hat
if the specified signal is blocked a_rask, thenSA_NODEFERill have ro efect.

SA_NOCLDSTORP If set when installing a catching function for tBE5CHLDsignal, theSIGCHLDsignal
will be generated only when a child process exits, not when a child process stops.

SA_NOCLDWAIT If set, the system will not create a zombie when the cRitd,éut the child process will
be automatically waited forThe same effect can be achég by stting the signal han-
dler for SIGCHLDto SIG_IGN.

SA _ONSTACK If set, the system will deler the signal to the process orsignal stak, specified with
sigaltstack (2).

SA_RESETHAND If set, the default action will be reinstated when the signal is first posted.

SA _RESTART  Normally, if a sgnal is caught during the system calls listed Welthe call may be
forced to terminate with the err@&INTR, the call may return with a data transfer
shorter than requested, or the call may be restarted. Restarting of pending calls is
requested by setting tHeA RESTARTDhIit in sa_f | ags. The affected system calls
include open (2), read (2), write (2), sendto (2), recvfrom (2), sendmsg(2) and
recvmsg (2) on a communications channel or arstievice (such as a terminal, but not
a reqular file) and during avait (2) orioctl (2). However, calls that hae dready
committed are not restartedjthinstead return a partial success (for example, a short
read count).

After afork (2) orvfork (2) all signals, the signal mask, the signal stack, and the
restart/interrupt flags are inherited by the child.

The execve (2) system call reinstates the delt action for all signals which were
caught and resets all signals to be caught on the user stack. Ignored signals remain
ignored; the signal mask remains the same; signals that restart pending system calls con-
tinue to do so.

Seesignal (7) for comprehense list of supported signals.

SA_SIGINFO If set, the signal handler function will receialditional information about the caught
signal. Analternatve handler that gets passed additional arguments will be called
which is nameda_si gacti on. Thesi g agument of this handler contains the sig-
nal number that was caughthe i nf o agument contains additional signal specific
information which is listed irsiginfo (2). Thect x argument is a pointer to the
ucontext (2) context where the signal handler will return to.

SA_NOKERNINFOThis flag is releant only toSIGINFO, and turns of printing kernel messages on the tty
It is similar to theNOKERNINF@®lag intermios (4).
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Only functions that are async-signal-safe can safely be used in signal handlsignake(7) for a com-
plete list.

NOTES
The mask specified iact is not allowed to bloclSIGKILL or SIGSTOP. This is enforced silently by the
system.

RETURN VALUES
A 0 value indicates that the call succeed@d-1 return value indicates an error occurred armto is set to
indicate the reason.

ERRORS
sigaction () will fail and no n&v signal handler will be installed if one of the following occurs:
[EFAULT] Either act or oact points to memory that is not a valid part of the process address
space.
[EINVAL] si g is not a valid signal number.
[EINVAL] An attempt is made to ignore or supply a handleSIGKILL or SIGSTOPR.
[EINVAL] The sa_flagsword contains bits other thaBA NOCLDSTQPSA_NOCLDWAIT
SA_NODEFER SA_ONSTACK SA_RESETHAND SA_RESTART and
SA_SIGINFO.
SEE ALSO

kill  (1),kill (2), ptrace (2), sigaltstack (2),siginfo  (2), sigprocmask (2), sigsuspend (2),
setimp (3), sigsetops  (3),tty (4),signal (7)

STANDARDS

The sigaction () function conforms tolSO/IEC 9945-1:1990 (POSIX1"). The SA_ ONSTACKand
SA_RESTARTlags are Berkeleextensions, @ailable on mosBSD-derived systems.
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SIGALTSTACK (2) NetBSDSystem Calls Manual SIGALTSTK (2)

NAME
sigaltstack — set and/or get signal stack context

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <signal.h>

typedef struct sigaltstack {
void [Es_sp;
size_t ss_size;
int ss_flags;
} s tack t;
i nt
sigaltstack (const stack_t Orestrict ss,stack_t Orestrict o0ss);

DESCRIPTION
sigaltstack () allows users to define an alterwatitdack on which signals are to be processéds is
non-zero, it specifies a pointer to and the size ©ifjaal stak on which to delier signals, and tells the sys-
tem if the process is currentlxeeuting on that stack. When a sigsadttion indicates its handler should
execute on the signal stack (specified withigaction  (2) call), the system checks to see if the process is
currently executing on that stacklf the process is not currentlxeeuting on the signal stack, the system
arranges a switch to the signal stack for the duration of the signal haecietition.

If SS_DISABLE s setinss_f | ags, ss_sp andss_si ze are ignored and the signal stack will be dis-
abled. Tying to disable an as gack will causesigaltstack to return —1 witherrno set toEINVAL.

A disabled stack will cause all signals to be taken on the regular user stack. If the stack is later re-enabled
then all signals that were specified to be processed on an alledstk will resume doing so.

If oss is non-zero, the current signal stack state is returiiég.ss_f | ags field will contain the alue
SS_ONSTACH the process is currently on a signal stack 88d DISABLE if the signal stack is currently
disabled.

NOTES
The \alueSIGSTKSZ s defined to be the number of bytes/chars traildvbe used to eer the usual case
when allocating an alternaé sack area. The following code fragment is typically used to allocate an alter
native gack.

if ((sigstk.ss_sp = malloc(SIGSTKSZ)) == NULL)
/ O error return o

sigstk.ss_size = SIGSTKSZ;

sigstk.ss_flags = 0;

if (sigaltstack(&sigstk,0) < 0)
perror(“sigaltstack");

An alternatve goproach is preided for programs with signal handlers that require a specific amount of stack
space other than the default size. ThRIgMINSIGSTKSZis defined to be the number of bytes/chars that
is required by the operating system to implement the alteeng#ick feature. In computing an alterwati
stack size, programs should addiNSIGSTKSZ to their stack requirements to alldor the operating sys-

tem overhead.

Signal stacks are automatically adjusted for the direction of staeklgemnd alignment requirementSig-
nal stacks may or may not be protected by the hangland are nofgrown” automatically as is done for the
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normal stack. If the stackverflows and this space is not protected unpredictable results may occur.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERROESaItstaCk () will fail and the signal stack context will remain unchanged if one of thenfioligpoccurs.
[EFAULT] Either ss or oss points to memory that is not a valid part of the process address
space.
[EINVAL] An attempt was made to disable anaegack.
[ENOMEM Size of alternatie gack area is less thanINSIGSTKSZ
SEE ALSO

sigaction  (2),setjimp (3),signal (7)

STANDARDS
Thesigaltstack () function conforms t&/OpenPortability Guide Issue 4, Version 2X¢G4.2").

HISTORY
The predecessor gigaltstack , thesigstack () system call, appeared in 82D.
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siginfo — signal information

SYNOPSIS

#include <signal.h>

DESCRIPTION

siginfo s a structure type which contains information about a signafedeti to a process.

siginfo  includes the following members:

int si_signo;
int si_errno;
int si_code;

si _si gno contains the signal number generated by the system.

If si _errno is non-zero, then it contains a system specific error number associated with this Higmal.
number is defined iarrno (2).

If si _code is less than or equal to zero, the signal was generated by a user process or a user requested ser

vice:

SI_USER

SI_TIMER

SI_ASYNCIO

The signal was generated dl (2). Thesiginfo  structure contains the foiling
additional members:

pid_t si_pid;
uid_t si_uid;

Thesi _pi d field contains the pid of the sending process anditheli d field contains the
user id of the sending process.

The signal was generated because a timer séirgy_settime (2) has gpired. The
siginfo  structure contains the following additional members:

sigval_t si_value;
Thesi _val ue field contains the value set \imner_create  (2).

The signal was generated by completion of an asynchronous /O operHtiesiginfo
structure contains the following additional members:

int si_fd;
long si_band,;

Thesi _f d agument contains the file descriptor number on which the operation was com-
pleted and thesi _band field contains the side and priority of the operation. If the opera-
tion was a normal read, _band will contain POLLIN | POLLRDNORMN an at-of-

band read it will contailPOLLPRI | POLLRDBANDon a rormal write it will contain
POLLOUT | POLLWRNORMnN an at-of-band write it will containPOLLPRI |
POLLWRBAND

If si _code is positive, then it contains a signal specific reasorywite signal was generated:

SIGILL

ILL_ILLOPC lllegd opcode
ILL_ILLOPN llle gd operand

NetBSD 3.0
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SIGFPE

SIGSEGV

SIGBUS

SIGTRAP

SIGCHLD

NetBSD 3.0
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ILL_ILLADR llle gd addressing mode
ILL_ILLTRP lllegd trap
ILL_PRVOPC Privileged opcode
ILL_PRVREG Privileged register

ILL_COPROC
Coprocessor error

ILL BADSTK
Internal stack error

FPE_INTDIV Integer divide by zero
FPE_INTOVF Integer oerflow
FPE_FLTDIV Floating point divide by zero
FPE_FIOOVF Floating point @erflow

FPE_FLTUND
Floating point underflow

FPE_FLTRES Floating poing inexact result
FPE_FLTINV Irvalid Floating poing operation
FPE_FLTSUB Subscript out of range

SEGV_MAPERR
Address not mapped to object

SEGV_ACCERR

Invalid permissions for mapped object

BUS_ADRALN
Invalid address alignment

BUS_ADRERR
Non-existant physical address

BUS_OBJERR
Object specific hardware error

TRAP_BRKPT
Process breakpoint

TRAP_TRACE
Process trace trap

CLD_EXITED Child has exited

May 21, 2007
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CLD_KILLED Child has terminated abnormally but did not create a core file
CLD_DUMPED  Child has terminated abnormally and created a core file
CLD_TRAPPED Traced child has trapped

CLD_STOPPED  Child has stopped

CLD_CONTINUED
Stopped child has continued

SIGPOLL
POLL_IN Data input wailable

POLL_OUT
Output buffers @ailable

POLL_MSG
Input messagevailable

POLL _ERR
1/0O Error

POLL_PRI High priority input gailable

POLL_HUP
Device disconnected

For SIGILL , SIGFPE, and SIGTRAPthesiginfo  structure contains the following additional members:

void [&i_addr;
int si_trap;

si _addr contains the address of the faulting instructionsindt r ap contains a hardare specific reason.
For SIGBUSandSIGSEGVthesiginfo  structure contains the following additional members:

void [&i_addr;
int si_trap;
si _addr contains the address of the faulting datasindt r ap contains a hardware specific reason.
For SIGPOLL thesiginfo  structure contains the following additional members:
int si_fd;
long si_band;
The si _f d agument contains the file descriptor number on which the operaasncampleted and the
si _band field contains the side and priority of the operation as describeg.abo
Finally, for SIGCHLDthesiginfo  structure contains the following additional members:

pid_t si_pid;
uid_t si_uid;
int si_status;
clock_tsi_utime;
clock_tsi_stime;

Thesi _pi d field contains the pid of the process whdatus changed, the _ui d field contains the user
id of the that process, thei _st at us field contains a status code describedvaitpid (2), and the
si _utinme andsi _sti me fields contain the user and system process accounting time.
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STANDARDS
Thesiginfo

HISTORY
Thesiginfo
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type conforms tX/OpenSystem Interfaces and Headers IssuexSKi5”).

functionality first appeared iT&T System V.AUNIX.
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NAME
sigpending — get pending signals

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <signal.h>

i nt
sigpending (si gset _t [Het);

DESCRIPTION
The sigpending  function returns a mask of the signals pending fowedslito the calling process in the
location indicated bget . Signals may be pending becauseythee currently masked, or thare in transi-
tion before deliery (although the latter case is not normally detectable).

RETURN VALUES
A 0 value indicates that the call succeed@d-1 return value indicates an error occurred amto is set to
indicate the reason.

ERRORS
Thesigpending function does not currently detectyaarors.

SEE ALSO
sigaction  (2),sigprocmask (2), signal (7)

STANDARDS
Thesigpending function conforms taSO/IEC 9945-1:1990 (POSIX1").
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NAME
sigprocmask — manipulate current signal mask

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <signal.h>
i nt
sigprocmask (i nt how, const sigset t Orestrict set,
sigset _t Orestrict oset);

DESCRIPTION
The sigprocmask () function examines and/or changes the current signal mask (those signals that are
blocked from deliery). Signalsare blocked if thg are members of the current signal mask set.

If set is not null, the action ofigprocmask () depends on the value of the paraméi@w. The signal
mask is changed as a function of the spec#ied and the current masklhe function is specified byow
using one of the following values:

SIG_BLOCK  The nev mask is the union of the current mask and the speai¢d

SIG_UNBLOCKThe nav mask is the intersection of the current mask and the complement of the specified
set.

SIG_SETMASKThe current mask is replaced by the speciiet.
If oset is not null, it is set to the previous value of the signal mask.

Whenset is null, the value ohow s insignificant and the mask remains unset providing a wayaimiee
the signal mask without modification.

The system quietly disallowBIGKILL or SIGSTOPto be blocked.
RETURN VALUES

A 0 value indicates that the call succeed@d-1 return value indicates an error occurred amto is set to
indicate the reason.

ERRORS
Thesigprocmask () call will fail and the signal mask will be unchanged if one of the following occurs:
[EINVAL] howhas a value other than those listed here.

SEE ALSO

kill  (2),sigaction (2),sigsuspend (2), pthread_sigmask (3), sigsetops (3),signal (7)

STANDARDS
Thesigprocmask () function conforms t¢SO/IEC9945-1:1990 (POSIX1").
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NAME
sigstack — set and/or get signal stack context

SYNOPSIS
#include <signal.h>
i nt
sigstack (const struct sigstack [, struct sigstack D;

DESCRIPTION
Thesigstack () function has been deprecatedand of the interface described gigaltstack (2).

SEE ALSO
sigaltstack (2),signal (7)

HISTORY
Thesigstack function call appeared in 4B&D.
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NAME
sigsuspend — atomically release blocked signals and wait for interrupt

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <signal.h>

i nt
sigsuspend (const sigset_t [&i gmask);

DESCRIPTION
sigsuspend () temporarily changes the blocked signal mask to the set to whighmask points, and then
waits for a signal to amve; on return the preious set of masked signals is restored. The signal mask set is
usually empty to indicate that all signals are to be unblocked for the duration of the call.

In normal usage, a signal is blocked ussigprocmask (2) to bein a critical section, variables modified
on the occurrence of the signal aramined to determine that there is no work to be done, and the process
pauses\aaiting work by usingsigsuspend () with the previous mask returned &igprocmask (2).

RETURN VALUES
Thesigsuspend () function alvays terminates by being interrupted, returning —1 witimo set toEINTR.

SEE ALSO
sigaction  (2),sigprocmask (2), sigsetops (3),signal (7)

STANDARDS
Thesigsuspend function call conforms t¢SO/IEC 9945-1:1990 (POSIX1").
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NAME
sigtimedwait , sigwaitinfo , sigwait — wait for queued signals

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <signal.h>

i nt
sigtimedwait (const sigset t [Orestrict set,siginfo_t Orestrict info,
const struct tinespec Orestrict timeout);

i nt

sigwaitinfo (const sigset_t Orestrict set,siginfo_t Orestrict info);
i nt

sigwait (const sigset t Orestrict set,int Orestrict sig);

DESCRIPTION
sigwaitinfo () andsigwait () return the first pending signal from the set specifiegd®ly. Should

multiple signals fronset be pending, the lowest numbered one is returned. The selection order between

realtime and non-realtime signals is unspecified. If there is no signalsteonpending at the time of the
call, the calling thread is suspended until one of the specified signals is generated.

sigtimedwait () is exactly equal tsigwaitinfo (), exceptti meout specifies the maximum time

interval for which the calling thread will be suspenddti.t i meout is zero (tv_sec == tv_nsec == 0),
sigtimedwait () only checks the currently pending signals and returns immedidfe§ULL is used for
ti meout, sigtimedwait () behaes exactly like sigwaitinfo () in all regards.

If several threads are waiting for avgh dgnal, exactly one of them returns from the signal wait when the
signal is generated.

Behaviour of these functions is unspecified ifyasf the signals irset are unblocked at the time these func-

tions are called.

RETURN VALUES
Upon successful completiamf o is updated with signal information, and the function return©¢her-
wise, -1 is returned and the global variadémo indicates the error.

ERRORS
sigwaitinfo () andsigwait () always succeed.
sigtimedwait () will fail and thei nf o pointer will remain unchanged if:
[EAGAIN] No signal specified iset was generated in the specifi¢d meout .
sigtimedwait () may also fall if:
[EINVAL] The specified i meout was invdid.
This error is only checked if no signal fraat is pending and it would be necessary to wait.

SEE ALSO
sigaction  (2),sigprocmask (2), signal (7)
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STANDARDS

The functionssigtimedwait (), sigwaitinfo (), andsigwait () conform tolEEE Std 1003.1-2001
(“POSIX1").

HISTORY
Thesigtimedwait (), sigwaitinfo (), andsigwait () functions appeared inetBSD 2.0.

AUTHORS
The initial NeBSD implementation of the signal wait functionsasv written by Jaromir Dolecek
(jdolecek@NetBSD.org
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NAME
socket — create an endpoint for communication

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>

i nt
socket (int domain,int type,int protocol);

DESCRIPTION
socket () creates an endpoint for communication and returns a descriptor.

The donmai n parameter specifies a communications domain within which communication weiljpitade;
this selects the protocokrily which should be used. These families are defined in the include file
[$ys/socket.h [ The currently understood formats are:

PF_LOCAL local  (previously UNIX) domain protocols
PF_INET ARPA Internet protocols

PF_INET6 IPv6  (Internet Protocol version 6) protocols
PF_ISO ISO protocols

PF_NS Xerox Network Systems protocols
PF_IMPLINK IMP  host at IMP link layer

PF_APPLETALK AppleTalk protocols
PF_BLUETOOTH Bluetooth protocols

The socket has the indicatég pe, which specifies the semantics of communicati@urrently defined
types are:

SOCK_STREAM
SOCK_DGRAM
SOCK_RAW
SOCK_SEQPACKET
SOCK_RDM

A SOCK_STREAM/pe provides sequenced, reliableptway connection based byte streams. An out-of-
band data transmission mechanism may be suppot&DCK_DGRABbclet supports datagrams (connec-
tionless, unreliable messages of a fixed (typically small) maximum lengtiHOCK_SEQPACKEJocket
may provide a sequenced, reliableptway connection-based data transmission path for datagrameaf fix
maximum length; a consumer may be required to read an entire packet with each read systEniscall.
facility is protocol specific, and presently implemented onlyF#Br NS SOCK_RAWbclets provide access
to internal network protocols and inteces. Thaypes SOCK_RAWwhich is aailable only to the super
user and SOCK_RDMwvhich is planned, but not yet implemented, are not described here.

The pr ot ocol specifies a particular protocol to be used with the eiocklormallyonly a single protocol
exists to support a particular satktype within a gien protocol family. Howeva, it is possible that man
protocols may xst, in which case a particular protocol must be specified in this mamherprotocol num-
ber to use is particular to the communication domain in which communication is eopéale; see
protocols  (5).

Soclets of typeSOCK_STREAIdre full-duple byte streams.A stream socket must be incannectedstate
before ay data may be sent or reeed on it. A connection to another saekis created with eonnect (2)
call. Onceconnected, data may be transferred usesyl (2) andwrite (2) calls or some variant of the
send (2) andrecv (2) calls. When a session has been completetbae (2) may be performedOut-of-
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band data may also be transmitted as describgehith (2) and receied as @scribed irrecv (2).

The communications protocols used to impleme®CCK_STREAMnNsure that data is not lost or dupli-
cated. Ifa gece of data for which the peer protocol hadfdr space cannot be successfully transmitted
within a reasonable length of time, then the connection is considereshlaiol calls will indicate an error

with -1 returns and witlEETIMEDOUTas the specific code in the globalriable errno. The protocols
optionally keep sockets “warm” by forcing transmissions rougidyyeminute in the absence of other acti

ity. An eror is then indicated if no response can be elicited on an otherwise idle connectionxiended
period (e.g., 5 minutes)A SIGPIPE signal is raised if a process sends on a broken stream; this causes
nave processes, which do not handle the signal, to exit.

SOCK_SEQPACKEsDclets emply the same system calls 8©CK_STREARDbclets. Theonly difference
is thatread (2) calls will return only the amount of data requested, agdemaining in the arriving paek
will be discarded.

SOCK_DGRARNd SOCK_RAWoclets allav sending of datagrams to correspondents nameseid (2)
calls. Datagramare generally recegd with recvfrom (2), which returns the next datagram with its return
address.

An fentl (2) call can be used to specify a process group toveeesIGURGsignal when the out-of-band
data arnves. Itmay also enable non-blocking I/0 and asynchronous notification of/éftseviaSIGIO .

The operation of soehs is controlled by socketuid options These options are defined in the file
[$sys/socket.h [ The setsockopt (2) andgetsockopt (2) system calls are used to set and get
options, respeatéely.

RETURN VALUES

A -1 is returned if an error occurs, otherwise the return value is a descriptor referencing the socket.

ERRORS

Thesocket () call fails if:
[EACCES$ Permission to create a socket of the specified type and/or protocol is denied.

[EAFNOSUPPORT The addressaimily (domain) is not supported or the specified domain is not supported
by this protocol family.

[EMFILE] The per-process descriptor table is full.

[ENFILE] The system file table is full.

[ENOBUF$ Insufficient tuffer space is \ailable. Thesoclet cannot be created until Sofent
resources are freed.

[EPROTONOSUPPORT
The protocol &mily is not supported or the specified protocol is not supported within
this domain.

[EPROTOTYPE The socket type is not supported by the protocol.

SEE ALSO

accept (2),bind (2), connect (2),getsockname (2),getsockopt (2),ioctl (2),listen (2),
poll (2),read (2),recv (2),select (2),send (2),setsockopt (2),shutdown (2), socketpair (2),
write (2), getprotoent  (3)

Stuart Sechresfi\n Introductory 4.4BSD Interprocess Communication Tutor{@ee
/usr/share/doc/psd/20.ipctut )
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Samuel J. Leffler, Robert S. Fabry, William N. Joy, Phil LapsleyweStéller, and Chris TorekAdvanced
4.4BSD IPC Tutorial (seelusr/share/doc/psd/21.ipc )

HISTORY
Thesocket () function call appeared in 83D.
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NAME
socketpair — create a pair of connected sockets

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/socket.h>
i nt
socketpair (int d,int type,int protocol ,int [5v);
DESCRIPTION
The socketpair () call creates an unnamed pair of connectedeteck the specified domadh of the

specifiedt ype, and using the optionally specifigd ot ocol . The descriptors used in referencing thesne
sockets are returned &v[0] andsv[1]. Thetwo sockets are indistinguishable.

RETURN VALUES
A O is returned if the call succeeds, —1 if it fails.

ERRORS
The call succeeds unless:
[EMFILE] Too mary descriptors are in use by this process.
[ENFILE] The system file table is full.
[EAFNOSUPPORT The specified address family is not supported on this machine.

[EPROTONOSUPPORT
The specified protocol is not supported on this machine.

[EOPNOTSUHP  The specified protocol does not support creation of socket pairs.
[EFAULT] The addressv does not specify a valid part of the process address space.

SEE ALSO
pipe (2),read (2), write (2)

HISTORY
Thesocketpair () function call appeared in 483D.

BUGS

This call is currently implemented only for th®CAL domain. Mag operating systems only accept a
pr ot ocol of PF_UNSPECso hat should be used insteadRi _L OCALfor maximal portability.
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NAME
stat ,Istat ,fstat — get file status

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/stat.h>
i nt
stat (const char [path, struct stat [&b);
i nt
Istat (const char [path, struct stat [&b);
i nt
fstat (int fd, struct stat [Eb);
DESCRIPTION
Thestat () function obtains information about the file pointed toplay h. Read, write or ecute permis-

sion of the named file is not required, but all directories listed in the path name leading to the file must be
searchable.

Istat () is like stat () except in the case where the named file is a symbolic link, in whicHstaise ()
returns information about the link, whidégat () returns information about the file the link references.

Thefstat () function obtains the same information about an open file known by the file dedcdptor

The sb argument is a pointer to st at structure as defined Hgys/stat.h O(shawvn below) and into
which information is placed concerning the file.

struct stat {

dev_t st_dev; / O device containing the file o

ino_t st_ino; / O file’s serial number o

mode_t st_mode; / O file’s mode (protection and type) o

nlink t st nlink; / O number of hard links to the file o

uid_t st_uid; / O user-id of owner o

gid_t st_gid; / O group-id of owner o

dev_t st_rdev; / O device type, for device special file o
#if defined(_ NETBSD_SOURCE)

struct timespec st_atimespec; / O time of last access o

struct timespec st_mtimespec; / O time of last data modification o

struct timespec st_ctimespec; / O time of last file status change o
#else

time_t st_atime; / O time of last access o

long st_atimensec; / 00 nsec of last access o

time_t st_mtime; / O time of last data modification o

long st_mtimensec; / O nsec of last data modification o

time_t st_ctime; / O time of last file status change o

long st_ctimensec; / 0O nsec of last file status change o
#endif

off t st_size; / O file size, in bytes o

blkent t st blocks; / O blocks allocated for file o

blksize_t st_blksize; / O optimal file sys 1/O ops blocksize o

uint32_t st_flags; / O user defined flags for file o
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uint32_t st_gen; / O file generation number o
#if defined(_ NETBSD_SOURCE)

struct timespec st_birthtimespec; / O time of inode creation o
#else

time_t st_birthtime; / O time of inode creation o

long st_birthtimensec; / 0 nsec of inode creation o
#endif

h
The time-related fields &ft ruct st at are as follows:

st_atime Time when file data &as last accessed. Changed byrttienod(2), utimes (2) and
read (2) system calls.

st_mtime Time when file data &s last modified. Changed by timknod(2), utimes (2) and
write  (2) system calls.

st_ctime Time when file status was last changed (file metadata modificaGb@nged by the
chflags (2), chmod(2), chown(2), link (2), mknod(2), rename (2), unlink (2),
utimes (2) andwrite (2) system calls.

st_birthtime Time when the inode was created.
If NETBSD_SOURCE defined, the time-related fields are defined as:
#if defined(. NETBSD_SOURCE)

#define st_atime st_atimespec.tv_sec
#define st_atimensec st_atimespec.tv_nsec
#define st_mtime st_mtimespec.tv_sec
#define st_ mtimensec st_mtimespec.tv_nsec
#define st_ctime st_ctimespec.tv_sec
#define st_ctimensec st_ctimespec.tv_nsec
#define st_birthtime st_birthtimespec.tv_sec
#define st_birthtimensec st_birthtimespec.tv_nsec
#endif

The size-related fields of tls¢ r uct st at are as follows:

st_size The size of the file in bytesA directory will be a multiple of the size of tldirent  (5)
structure. Somélesystems (notably ZFS) return the number of enties in the directory
instead of the size in bytes.

st_blksize The optimal 1/0 block size for the file.

st_blocks The actual number of blocks allocated for the file in 512-byte uAsshort symbolic
links are stored in the inode, this number may be zero.

The status information worgt _node has the following bits:

#define S_IFMT 0170000 / O type of file o
#define S_IFIFO 0010000 / [ named pipe (fifo) o
#define S _IFCHR 0020000 / 0O character special o
#define S _IFDIR 0040000 / 0O directory o

#define S_IFBLK 0060000 / [ block special o
#define S _IFREG 0100000 / [ regular O

#define S _IFLNK 0120000 / 0O symbolic link o
#define S IFSOCK 0140000 / 0O socket O

#define S IFWHT 0160000 / 0O whiteout O
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#define S_ISUID 0004000 / O set user id on execution o
#define S_ISGID 0002000 / O set group id on execution o
#define S_ISVTX 0001000 / 00 save swapped text even after use
#define S_IRUSR 0000400 / O read permission, owner o
#define S_IWUSR 0000200 / O write permission, owner o
#define S_IXUSR 0000100 / O execute/search permission, owner
#define S_IRGRP 0000040 / O read permission, group o
#define S_IWGRP 0000020 O write permission, group o
#define S_IXGRP 0000010 / O execute/search permission, group
#define S_IROTH 0000004 / O read permission, other o
#define S_IWOTH 0000002 / O write permission, other o
#define S_IXOTH 0000001 / O execute/search permission, other
For a list of access modes, s@gys/stat.h Claccess (2) andchmod(2).
The status information worgkt _f | ags has the following bits:
#define UF_NODUMP 0x00000001/ [ do not dump file o
#define UF_IMMUTABLE  0x00000002 / O file may not be changed
#define UF_APPEND 0x00000004 / O writes to file may only append o
#define UF_OPAQUE 0x00000008/ [ directory is opaque wrt. union o
#define SF_ARCHIVED 0x00010000 / O file is archived a
#define SF_IMMUTABLE  0x00020000 / O file may not be changed o
#define SF_APPEND 0x00040000 / O writes to file may only append o

For a description of the flags, se@flags (2).

RETURN VALUES

Upon successful completion a value of O is returned. Otherwise, a value of -1 is retureeth@igdset to

indicate the error.

COMPATIBILITY

Previous versions of the system usedfetiént types for thest dev , st uid
andst_blocks

st _size st blksize
ERRORS

stat () andlstat () will fail if:

[ENOTDIR

fields.

A component of the path prefix is not a directory.

, st_gid

, st_rdev ,
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[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX} characters, or an entire path
name exceedePATH_MAX} characters.

Search permission is denied for a component of the path prefix.

Too mary symbolic links were encountered in translating the pathname.

The named file is a character special or block special file, and the device associated

[ENOENT The named file does not exist.
[EACCES$
[ELOOR
[EFAULT] sb or namepoints to an iwalid address.
[ENXIO]

with this special file does not exist.
[EIO]

An I/O error occurred while reading from or writing to the file system.
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[EBADH A badly formed v-node was encountered. This can happen if a file system information
node is incorrect.

fstat () will fail if:

[EBADH f d is not a valid open file descriptor.

[EFAULT] sb points to an ivalid address.

[EIO] An I/O error occurred while reading from or writing to the file system.
SEE ALSO

chflags (2),chmod(2), chown (2), utimes (2),dir (5),symlink (7)

STANDARDS
Thestat () andfstat () functions conform t¢SO/IEC9945-1:1990 (POSIX 1").

HISTORY
Alstat () function call appeared in 83D.

BUGS

Applying fstat () to a socket (and thus to a pipe) returns a denaffer, except for the blocksize field, and
a wique device and file serial number.
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NAME
statvfs |, statvfsl |, fstatvfs | fstatvfsl — get file system statistics

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/statvfs.h>

i nt

statvfs (const char [path, struct statvfs [buf);

i nt

statvfsl (const char [path, struct statvfs [buf,int flags);

i nt

fstatvfs  (int fd, struct statvfs [buf);

i nt

fstatvfsl  (int fd, struct statvfs [buf,int flags);
DESCRIPTION

statvfs () andstatvfsl () return information about a mounted file systepat h is the path name of
ary file within the mounted file systenbuf is a pointer to atatvfs  structure defined istatvfs  (5).

fstatvfs () andfstatvfsl () return the same information about an open file referenced by descriptor

fd.

Thestatvfsl () andfstatvfsl () functions allev an etra f | ags argument which can b8T_WAIT
andST_NOWAIT WhenST_NOWAITis specified, then only cached statistics are returiiéis can result
in significant savings on non-local filesystems, where gathering statistibgeis a network communication.

The statvfs () andfstatvfs () calls are equilent to the respeate statvfsl () andfstatvfsl ()
calls withST_WAIT specified as thel ags argument.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, —1 is returned and theagiahblalevrno
is set to indicate the error.

ERRORS
statvfs () andstatvfsl () fail if one or more of the following are true:
[ENOTDIR A component of the path prefix pat h is not a directory.

[ENAMETOOLONIGThe length of a component pat h exceedsSNAME_MAXharacters, or the length of
pat h exceedPATH_MAXharacters.

[ENOENT The file referred to bpat h does not exist.

[EACCES$ Search permission is denied for a component of the path pregfixt df.
[ELOOR Too mary symbolic links were encountered in translatpag h.
[EFAULT] buf or pat h points to an imalid address.

[EIO] An I/O error occurred while reading from or writing to the file system.

fstatvfs () andfstatvfsl () fail if one or more of the following are true:

NetBSD 3.0 April 14, 2004 1
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[EBADH f d is not a valid open file descriptor.

[EFAULT] buf points to an ivalid address.

[EIO] An I/0O error occurred while reading from or writing to the file system.
SEE ALSO

statvfs  (5)
HISTORY

Thestatvfs (), statvfsl (), fstatvfs (), andfstatvfsl () functions first appeared ketBSD 3.0 to
replace thestatfs () family of functions which first appeared in 82D.
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NAME
swapctl — modify swap configuration

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
#include <sys/swap.h>

i nt
swapctl (int cnd, void [arg, int nisc)
DESCRIPTION

Theswapctl function is used to add and delete swap devices, and modify their configuration.

The cnd parameter specifies the operation to be perfornfdéekar g andni sc parameters he dfferent
meanings, depending on tbed parameter.

If cnd is SWAP_NSWABe current number of swapuiees in the system is returnedihear g and
n sc parameters are ignored.

If cnd is SWAP_STATSthe current statistics for swap devices are returned imrtigeparameter.
No more thanmi sc swap devices are returnedhe ar g parameter should point to an array of at
leastmi sc struct swapent structures:

struct swapent {

dev_t se dev; / O device id a
int se_flags; / O entry flags o
int se_nblks; / O total blocks a
int se_inuse; / O blocks in use a
int se_priority; [ O priority o
char  se path[PATH_MAX+1]; / O path to entry o
¥
The flags are defined as
SWF_INUSE in use: we have swapped here
SWF_ENABLE enabled: we can swap here
SWF_BUSY busy: 1/0O happening here
SWF_FAKE fake: still being built

If cd is SWAP_ONhear g parameter is used as a pathname of a file to enablgpsvg to. The
nm sc parameter is used to set the priority of this swap device.

If cd is SWAP_OFRhear g parameter is used as the pathname of a file to disable swapping from.
Them sc parameter is ignored.

If cnd is SWAP_CTLthear g andm sc parameters ha& the same function as for tI®&VAP_ON
case, except that thehange the priority of a currently enabled swap device.

If cd is SWAP_DUMPDEWe ar g parameter is used as the pathname of a device to use as the
dump device, should the system panic.

If cnd is SWAP_GETDUMPDHENM ar g parameter points to a dev_t, which is filled in by the current
dump device.
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When swapping is enabled on a blockide, the first portion of the disk is left unused tovent ary diskla-
bel present from beingverwritten. Thisspace is allocated from the a&wdevice when th8WAP_ONom-
mand is used.

The priority of a s\ap device can be used to fill faster swap devices before slowerApesrity of 0 is the
highest, with larger numbers having lower priarifor a fuller discussion on swap priotigee theSWAP
PRIORITY section inswapctl (8).

RETURN VALUES
If the cnd parameter iISWAP_NSWA® SWAP_STATSswapctl () returns the number of swapuitees,
if successful. The SWAP_NSWAGmMmand is aays successful. Otherwise it returns O on success and -1
on failure, setting the global varial#ernoto indicate the error.

ERRORS
swapctl () succeeds unless:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnameseededNAME_MAXharacters, or an entire path name
exceeded®ATH_MAXharacters.

[ENOENT The named device does noist. For theSWAP_CTIlcommand, the named\dee is
not currently enabled for swapping.

[EACCES$ Search permission is denied for a component of the path prefix.
[ELOOR Too mary symbolic links were encountered in translating the pathname.
[EPERNI The caller is not the super-user.
[EBUSY The device specified bgr g has already been madesi#able for swapping.
[EINVAL] The device configured bgr g has no associated size, or thal was tnknown.
[ENXIQ] The major device number af g is out of range (this indicates no deviceveriexists
for the associated hardware).

[ENXIO] The block device specified @ar g is not marked as a swap partition in the disklabel.
[EIO] An I/O error occurred while opening the swap device.
[EFAULT] ar g points outside the process’ allocated address space.

SEE ALSO
swapctl (8)

HISTORY

Theswapctl () function call appeared iNetBSD 1.3. These_pat h member was added sbruct swapent
in NetBSD 1.4, when the header file was alsovetb from dm/vm_swap.h [Oto its current location in
[$ys/swap.h [

AUTHORS
The current swap system was designed and implemented by M&theninrg@eterna.com.aiwith help
from Paul Kranenlrg (bk@NetBSD.orgland Leo Véppelmanleo@NetBSD.org and insights from Jason
R. Thorpefhorpej@NetBSD.org
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NAME
symlink — make symbolic link to a file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

i nt
symlink (const char [hanel, const char [hane2);

DESCRIPTION
A symbolic link nane?2 is created tmanmel (nanme2 is the name of the file creatasanel is the string
used in creating the symbolic linkEither name may be an arbitrary path name; the files need neither to be
on the same file system nor to exist.

RETURN VALUES
Upon successful completion, a zero value is returned. If an error occurs, the error code is stanecimd
a —1\alue is returned.

ERRORS
The symbolic link succeeds unless:
[ENOTDIR A component of theane?2 prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT A component of theanme2 path does not exist.

[EACCES$ A component of theanme2 path prefix denies search permission.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EEXIST] nane?2 already exists.

[EIO] An 1/O error occurred while making the directory entry f@me?2, or dlocating the
inode forname2, or writing out the link contents afane?2.

[EROF3 The filename2 would reside on a read-only file system.

[ENOSPC The directory in which the entry for theweymbolic link is being placed cannot be
extended because there is no space left on the file system containing the directory.

[ENOSPC The nav symbolic link cannot be created because there there is no space left on the file
system that will contain the symbolic link.

[ENOSPC There are no free inodes on the file system on which the symbolic link is being cre-
ated.

[EDQUOT The directory in which the entry for theweymbolic link is being placed cannot be

extended because the useduota of disk blocks on the file system containing the
directory has been exhausted.

[EDQUOT The na&v symbolic link cannot be created because the sspiota of disk blocks on
the file system that will contain the symbolic link has been exhausted.
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[EDQUOT The usess quota of inodes on the file system on which the symbolic link is being cre-
ated has been exhausted.
[EIO] An I/O error occurred while making the directory entry or allocating the inode.
[EFAULT] namel or nanme2 points outside the processllocated address space.
SEE ALSO

In (1),link (2),readlink (2),unlink (2), symlink (7)

HISTORY
Thesymlink () function call appeared in 883D.
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NAME
sync — synchronize disk block in-core status with that on disk

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

voi d
sync (voi d);

DESCRIPTION
Thesync () function forces a write of dirty (modifieduffers in the block bffer cache out to diskThe ler-
nel keeps this information in core to reduce the number of disk I/O transfers required by the #stem.
information in the cache is lost after a system crash, kernel tloflash  ensures that dirtyuffers are
synced to diskwentually. By default, a dirty luffer is synced after 30 seconds, but some filesyst&pisie
ioflush  features to sync directory data and metadata faster (after 15 and 10 secondsyalgspecti

The functionfsync (2) may be used to synchronize individual file descriptor attributes.

SEE ALSO
fsync (2),sync (8)

HISTORY
A sync () function call appeared in Versior®6&T UNIX .

BUGS
sync () may return before the buffers are completely flushed.
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NAME
sysarch — architecture-dependent system call

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <machine/sysarch.h>
i nt
sysarch (i nt nunber , voi d [args);

DESCRIPTION

SYSARCH (2)

sysarch () performs the architecture-dependent function specifiedumper with the arguments speci-
fied by thear gs pointer. ar gs is a pointer to a structure defining the actual arguments of the function.
Symbolic constants andgament structures for the architecture-dependent functions can be found in the

header fildinachine/sysarch.h 0

The sysarch () system call should ner be @lled directly by user programdnstead, thg should access

its functions using the architecture-dependent library.

RETURN VALUES

See the manual pages for specific architecture-dependent function calls for information about theal+eturn v

ues.

HISTORY
Thesysarch () function call appeared KetBSD 1.0.
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NAME
syscall ,__syscall —indirect system call

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/syscall.h>
#include <unistd.h>

i nt

syscall (int nunber, .. .);

guad_t

__syscall (quad_t numnber, .. .);
DESCRIPTION

syscall () performs the system call whose assembly language interface has the speaified with the
specified aguments. Symbolicconstants for system calls can be found in the header

[$ys/syscall.h [0 The__syscall form should be used when one or more of the parameters is a 64-bit

argument to ensure that argument alignment is correct. This system call is useful for tegtygtam calls
that do not hee entries in the C library.

RETURN VALUES
The return values are defined by the system call beitoged. Ingeneral, a O returralue indicates success.
A -1 return value indicates an errand an error code is storedernrno.

HISTORY
Thesyscall () function call appeared in 888D.

BUGS
There is no way to simulate system calls thatehaultiple return values such agpe (2).

Since architectures return 32 bit and 64 bit results in different registers, it may be impossible to portably con-
vert the result of _syscall () to a 32bit alue. or instance sparc returns 32 bit values in %00 and 64 bit
values in %00:%01 (with %00 containing the most significant part) so a 32 bit right shift of the result is
needed to get a correct 32 bit result.

Due to ABI implementation diérences in passing struct or union type arguments to system calls between
different processors, all system calls pass instead pointers to such structs or venonser the documen-

tation of the system call mentions otherwiSéne cowersion between passing structs and unions is handled
normally via userland stubs. The correct arguments for the kernel entry points for each system call can be
found in the header fil&ys/syscallargs.h O
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NAME
timer_create =~ — create a per-process timer

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <time.h>
#include <signal.h>
i nt
timer_create  (cl ockid_t clockid, struct sigevent Orestrict evp,
timer_t Orestrict timerid);

DESCRIPTION
Thetimer_create () function creates a per-process timer using the clock specified é¢h doki d argu-
ment. Ifit succeeds, thémer_create () function fills in thet i mer i d argument with an id associated
with the timer created that can be used by other timer related €aksc| ocki d must be a valid clock id
as defined iiime.h [ The timer is created in a disarmed state.

An optional (non-NULL) sigevent agument can be specified by thep argument. Iftheevp agument is
NULL, then it defaults tsi gev_noti fy set toSIGEV_SIGVAL andsi gev_val ue set toti meri d.
Seesiginfo  (2) for accessing those values from a signal handler.

NOTES
Timers are not inherited aftef@k (2) and are disarmed and deleted byrec (3).

RETURN VALUES
If successful, théimer_create () function returns 0, and fills in the nmer i d argument with the id of
the nev timer that was created. Otherwise, it returns —1, andesets to indicate the error.

ERRORS
Thetimer_create () function will fail if:
[EAGAIN] The system is out of resources to satisfy this request, or the process has created all the
timers it is allowed.
[EINVAL] The argument! ocki d is not a valid clock id.
SEE ALSO

clock_getres  (2),clock_gettime  (2),clock_settime  (2),timer_delete  (2),
timer_getoverrun (2),timer_gettime  (2), timer_settime (2)

STANDARDS
IEEE Std 1003.1b-1993 POSIX1"), IEEE Std 1003.1i-1995 @0SIX1")
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NAME
timer_delete — delete a per-process timer

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <time.h>

i nt
timer_delete  (timer_t timerid);

DESCRIPTION
The timer_delete () functions deletes the timer specified in tHereri d agument. Thet i nmeri d
argument must point to valid timer id, created thyer_create  (2). If the deletion is successful, the
timer is disarmed and deleted. Pending notificatieamts (signals) may or may not be detied.

RETURN VALUES
If successful, théimer_delete () functions returns 0. Otherwise, it returns -1, and set® to indi-

cate error.
ERRORS

Thetimer_delete () function will fail if:

[EINVAL] The argument i meri d is not a valid timer id.
SEE ALSO

timer_create  (2),timer_getoverrun (2),timer_gettime  (2), timer_settime (2)

STANDARDS
IEEE Std 1003.1b-1993 POSIX1"), IEEE Std 1003.1i-1995 @€0SIX1")
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NAME
timer_settime , timer_gettime , timer_getoverrun — process timer manipulation

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <time.h>
i nt
timer_settime (timer_t timerid,int flags,
const struct itimerspec Orestrict tim,
struct itimerspec Orestrict otim;
i nt
timer_gettime  (tiner_t tinerid, struct itimerspec [Xim;
i nt
timer_getoverrun (timer_t timerid);

DESCRIPTION
The timer_settime () sets the nextxpiration time of the timer with id i neri d to thei t _val ue
specified in the i magument. Ifthe value is 0, the timer is disarmed. If thguamentot i mis notNULL
the old timer settingas are returned. If fHeags argument is set tdaIMER_RELTIMEthen the gpiration
time is set to the alue in nanoseconds specified in them argument from the time the call to
timer_settime () was made. If thé | ags amgument is set tdIMER_ABSTIME then the gpiration
time is set to be equal to the difference between the clock associated with thisrtdriee value specified

in thet i mamgument. Ifthat time has already passed, then the call succeeds, and the expiration notification

occurs.
Ifthei t _i nt erval of theti margument is non-zero, then the timer reloads upon expiration.

Thetimer_gettime () function returns the current settings of the timer specified byither i d argu-
ment in the i margument.

Only one notification went (signal) can be pending for avgn timer and process. If a timer expires while
the signal is still queued for dedry, then the werrun counter for that timer is increased. The counter can
store values up t@ELAYTIMER_MAX When the signal is finally dekred to the process, then the
timer_getoverrun () function can be used to retreethe oserrun counter for the timer specified in the
ti meridargument.

NOTES
Expiration time values arevadlys rounded up to the resolution of the tirsy a mtification will never be
sent before the requested timéalues returned in thet i margument oftimer_settime () orinthetim
amgment oftimer_gettime () are subject to the ab® rounding effect and might not exactly match the
requested values by the user.

RETURN VALUES
If successful, thetimer_gettime () and timer_settime () functions return 0, and the
timer_getoverrun () function returns thexpiration overrun count for the specified timeftherwise,
the functions return -1, and s&#tno to indicate the error.
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ERRORS
Thetimer_gettime (), timer_getoverrun (), andtimer_settime () functions will fail if:

[EINVAL] The agumentti meri d does not correspond to ali timer id as returned by
timer_create () or that timer id has been deletedtioger_delete ().

Thetimer_settime () function will fail if:

[EINVAL] A nanosecond field in thiei mstructure specified a value less than zero or greater than
or equal to 10e9.

SEE ALSO
clock_gettime  (2),timer_create  (2),timer_delete  (2)

STANDARDS
IEEE Std 1003.1b-1993 POSIX1"), IEEE Std 1003.1i-1995 @€0SIX1")
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NAME
truncate ,ftruncate = — truncate a file to a specified length

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
truncate (const char [path, off _t |ength);
i nt
ftruncate (int fd, off _t Iength);

DESCRIPTION
truncate () causes the file named pgt h or referenced by d to have a &e ofl engt h bytes. Ifthe file
previously was larger than this size, the extra data is discatflédvas previously shorter thdrengt h, its
size is increased to the specified value and the extended area appears as if it were zero-filled.

With ftruncate (), the file must be open for writing; fotruncate (), the process must & write per
missions for the file.

RETURN VALUES
A value of 0 is returned if the call succeeds. If the @léfa -1 is returned, and the globatiableerrno
specifies the error.

ERRORS
Error return codes commontiwncate () andftruncate () are:
[EISDIR ] The named file is a directory.
[EROF3 The named file resides on a read-only file system.
[ETXTBSY The file is a pure procedure (shared text) file that is beiecuéed.
[EIO] An I/O error occurred updating the inode.
[ENOSPC There was no space in the filesystem to complete the operation.

Error codes specific touncate () are:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLONGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.

[EACCES$ Search permission is denied for a component of the path prefix, or the named file is
not writable by the user.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EFAULT] pat h points outside the processllocated address space.

Error codes specific tiiruncate () are:
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[EBADH Thef d is not a valid descriptor.
[EINVAL] Thef d references a socket, not a file, or thitis not open for writing.
SEE ALSO
open (2)
STANDARDS
Use oftruncate () to extend a file is an IEEE Std 1003.1-2004 " (“POSIX.1") extension, and is

thus not portable. Files can be extended in a portable way seekingléesikg(2)) to the required size and
writing a single character witlrrite  (2).

HISTORY
Thetruncate () andftruncate () function calls appeared in 82D.

BUGS
These calls should be generalized tovaltanges of bytes in a file to be discarded.
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NAME
ucontext — user context

SYNOPSIS
#include <ucontext.h>

DESCRIPTION
ucontext t  is a structure type which is used to describe the gbutiea thread of control within the
execution of a process.

ucontext t  includes the following members:

ucontext t O uc_link
sigset_t uc_sigmask
stack _t uc_stack
mcontext_t uc_mcontext

Theuc_I| i nk member points to the comtethat will be resumed after the function specified when modify-
ing a context usingnakecontext (3) has returnedlIf uc_I i nk is a null pointerthen the context is the
main context, and the process will exit with an exit status of O upon return.

The uc_si gmask member is the set of signals that are béatkvhen the context is agdted. Further
information can be found isigprocmask (2).

The uc_st ack member defines the stack used by the cont&urtherinformation can be found in
sigaltstack (2).

Theuc_ntont ext member defines the machine state associated with the context; it may consist of general
registers, floating point mgsters and other machine-specific information. Its description is beyond the scope
of this manual page; portable applications should not access this structure member.

SEE ALSO
_exit (2),getcontext (2),setcontext (2), sigaltstack (2), sigprocmask (2),
makecontext (3), swapcontext (3)

STANDARDS
Theucontext_t  type conforms t&X/OpenSystem Interfaces and Headers IssuexSKi5”).

HISTORY
Themakecontext () andswapcontext () functions first appeared AT&T System V.AUNIX.
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NAME
umask — set file creation mode mask

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/stat.h>

node _t
umask(mode_t nunask);

DESCRIPTION
Theumask() routine sets the procesdile mode creation mask taumask and returns the previous value of
the mask. The 9 low-order access permission bitsuofask are used by system calls, includiogen (2),
mkdir (2), mkfifo (2) and mknod(2) to turn of corresponding bits requested in file modéee
chmod(2)). Thisclearing allows each user to restrict the default access to his files.

The default mask value is S_IWGRP|S OWH (022, write access for the owner only). Child processes
inherit the mask of the calling process.

RETURN VALUES
The previous value of the file mode mask is returned by the call.

ERRORS
Theumask() function is alvays successful.

SEE ALSO
chmod(2), mkdir (2), mkfifo (2), mknod(2), open (2)

STANDARDS
Theumask() function conforms teSO/IEC 9945-1:1990 (POSIX1").
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NAME
undelete — attempt to receer a celeted file

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
undelete (const char [pat h);

DESCRIPTION
Theundelete () function attempts to rewer the deleted file named Ipat h. Currently this works only
when the named object is a whiteout in a union filesystéhe system call renves the whiteout causing
ary objects in a lower layer of the union stack to become visible once more.

Eventually the undelete  functionality may beg@anded to other filesystems able to vecaleleted files
such as the log-structured filesystem.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is returead@isdset to
indicate the error.

ERRORS
Theundelete () succeeds unless:
[ENOTDIR A component of the path prefix is not a directory.
[EINVAL] The pathname contains a character with the high-order bit set.

[ENAMETOOLONGA component of a pathname exceeded 255 characters, or an entire patixcesdec
1023 characters.

[EEXIST] The path does not reference a whiteout.

[ENOENT The named whiteout does not exist.

[EACCE$ Search permission is denied for a component of the path prefix, or write permission is
denied on the directory containing the name to be undeleted.

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EPERNI The directory containing the name is marked gtiekd the containing directory is not
owned by the effecte wser ID.

[EIO] An I/O error occurred while updating the directory entry.

[EROF3 The name resides on a read-only file system.

[EFAULT] pat h points outside the processllocated address space.

SEE ALSO

unlink  (2), mount_union (8)

HISTORY
An undelete function call first appeared in 88D -Lite.
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NAME
unlink — remove drectory entry

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>
i nt
unlink (const char [pat h);

DESCRIPTION
Theunlink () function remwees the link named byat h from its directory and decrements the link count
of the file which was referenced by the linlk.that decrement reduces the link count of the file to zero, and
no process has the file open, then all resources associated with the file are reclaimed. If one or more process
have te file open when the last link is rewed, the link is remeed, but the remeal of the file is delayed
until all references to it va been closed.

RETURN VALUES
Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
Theunlink () succeeds unless:
[ENOTDIR A component of the path prefix is not a directory.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.

[EACCES$ Search permission is denied for a component of the path prefix, or write permission is
denied on the directory containing the link to be reedo

[ELOOR Too mary symbolic links were encountered in translating the pathname.

[EPERNI The named file is a directory and théeefive wser ID of the process is not the super

user the file system containing the file does not permit the usalafik () on a
directory or the directory containing the file is marked sficénd neither the contain-
ing directory nor the file to be remal ae owned by the effeste wser ID.

[EBUSY The entry to be unlinked is the mount point for a mounted file system.
[EIO] An I/O error occurred while deleting the directory entry or deallocating the inode.
[EROF3 The named file resides on a read-only file system.
[EFAULT] pat h points outside the processllocated address space.
SEE ALSO

close (2),link (2),rmdir (2),symlink (7)

STANDARDS
Theunlink () function conforms téSO/IEC9945-1:1990 (POSIX 1").
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HISTORY
An unlink () function call appeared in Versiom®&T UNIX .
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NAME
utimes , lutimes , futimes — set file access and modification times

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/time.h>

i nt

utimes (const char [path, const struct timeval tinmes[2]);
i nt

lutimes (const char [path, const struct tineval tines[2]);
i nt

futimes (int fd, const struct timeval tines[2]);

DESCRIPTION

The access and modification times of the file nameplaiyh or referenced by d are changed as specified
by the argumertti nes.

If ti mes is NULL the access and modification times are set to the current time. The caller must be the

owner of the file, hae permission to write the file, or be the super-user.

If ti mes is nonNULL, it is assumed to point to an array ofdwmeval structures. Theaccess time is set to
the value of the first element, and the modification time is set taathe uf the second element. The caller
must be the owner of the file or be the super-user.

In either case, the inode-change-time of the file is set to the current time.

lutimes () is like utimes () except in the case where the named file is a symbolic link, in which case

lutimes () changes the access and modification times of the link, wiiitees () changes the times of the
file the link references.

RETURN VALUES

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is retureat@isdset to
indicate the error.

ERRORS
utimes () andlutimes () will fail if:

[EACCES$ Search permission is denied for a component of the path prefix; or thes argu-
ment iSNULL and the d&ctive wser ID of the process does not match the owner of the
file, and is not the super-usand write access is denied.

[EFAULT] pat h orti mes points outside the processllocated address space.
[EIO] An I/O error occurred while reading or writing the affected inode.
[ELOOR Too mary symbolic links were encountered in translating the pathname.

[ENAMETOOLORNGA component of a pathnamexceeded{NAME_MAX}characters, or an entire path
name exceedePATH_MAX} characters.

[ENOENT The named file does not exist.
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[ENOTDIR
[EPERN

[EROFS

NetBSD System Calls Manual UTIMES (2)

A component of the path prefix is not a directory.

Thet i mes argument is noNULL and the calling processHfective wser ID does not
match the owner of the file and is not the super-user.

The file system containing the file is mounted read-only.

futimes () will fail if:

[EBADH
[EACCE$

[EFAULT]
[EIO]
[EPERN

[EROF$

SEE ALSO

f d does not refer to a valid descriptor.

Thet i mes agument isNULL and the d&ctive wser ID of the process does not match
the owner of the file, and is not the super-ua®t write access is denied.

t i mes points outside the processllocated address space.
An I/O error occurred while reading or writing the affected inode.

Thet i mes argument is noNULL and the calling processHfective wser ID does not
match the owner of the file and is not the super-user.

The file system containing the file is mounted read-only.

stat (2),utime (3),symlink (7)

HISTORY

The utimes () function call appeared in 83D. The futimes () function call appeared iNetBSD 1.2.
Thelutimes () function call appeared KetBSD 1.3.

NetBSD 3.0
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NAME
utrace — insert user record in ktrace log

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/param.h>
#include <sys/time.h>
#include <sys/uio.h>
#include <sys/ktrace.h>
i nt
utrace (const char [ abel , void [addr, size_t |en);

DESCRIPTION
Adds a record to the process trace with information supplied by Tikerrecord is identified byabel and

containsl en bytes from memory pointed to laddr . This call only has an effect if the calling process is
being traced.

RETURN VALUES

Upon successful completion, a value of 0 is returned. Otherwise, a value of -1 is returaat@isdset to
indicate the error.

ERRORS
[ENOSY$ Currently running kernel was compiled witholtrace (2) support (option
KTRACE).
[EINVAL] Specified data lengthen was bigger tharKTR_USER_MAXLEN
SEE ALSO

kdump(1), ktrace (1), ktruss (1),fktrace (2),ktrace (2),options (4)

HISTORY

The utrace () system call first appeared feeBSD2.2. It was added toNetBSD in NetBSD 1.6. The
| abel argument is &leBSD extension.
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NAME
uuidgen — generate uwiersally unique identifiers

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/types.h>
#include <sys/uuid.h>
i nt
uuidgen (struct uuid [store,int count);

DESCRIPTION
Theuuidgen () system call generate®unt universally unique identifiers (UUIDs) and writes them to the
buffer pointed to byt or e. The identifiers are generated according to the syntax and semantics of the DCE
version 1 \ariant of unversally unique identifiers. See baldor a more in-depth description of the identi-
fiers. Whemo IEEE 802 address isallable for the node field, a random multi-cast address is generated for
each iwocation of the system callAccording to the algorithm of generating time-based UUIDs, this will
also force a ng random clock sequence, thereby increasing the likelihood for the identifier to be unique.

When multiple identifiers are to be generated,ubiglgen () system call will generate a set of identifiers
that is dense in such aawthat there is no identifier that is larger than the smallest identifier in the set and
smaller than the largest identifier in the set and that is not already in the set.

Universally unique identifiers, also known as globally unique identifiers (GUIDgg &dinary representa-
tion of 128-bits. The grouping and meaning of these bits is described by the following structure and its
description of the fields that folkoit:

struct uuid {

uint32_t time_low;
uintlé t time_mid;
uintlé t time_hi_and_version;
uint8_t clock_seq_hi_and_reserved;
uint8_t clock_seq_low;
uint8_t node[_UUID_NODE_LEN];
%
time_low The least significant 32 bits of a 60-bit timestamp. This field is stored in the
native byte-order.
time_mid The least significant 16 bits of the most significant 28 bits of the 60-bit time-
stamp. Thidield is stored in the nag byte-order.
time_hi_and_version The most significant 12 bits of the 60-bit timestamp mubtggewith a 4-bit

version number The version number is stored in the most significant 4 bits of
the 16-bit field. This field is stored in the watibyte-order.

clock_seq_hi_and_reservedhe most significant 6 bits of a 14-bit sequence number mukiplaith a
2-bit variant \alue. Notethat the width of the ariant value is determined by
the variant itself. Identifiers generated by thédgen () system call hae
variant value 10b the variant alue is stored in the most significant bits of the
field.
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clock_seq_low The least significant 8 bits of a 14-bit sequence number.

node The 6-byte IEEE 802 (M&) address of one of the interfaces of the node. If no
such interface exists, a random multi-cast address is used instead.

The binary representation is sengtio byte ordering. Any multi-byte field is to be stored in the local or
native byte-order and identifiers must be weried when transmitted to hosts that do not agree on the byte-
order The specification does notWwever document what this means in concrete terms and is otherwise
beyond the scope of this system call.

RETURN VALUES
Upon successful completion, the value 0 is returned; otherwisalihe v1 is returned and the globakiv
ableerrnois set to indicate the error.

ERRORS
Theuuidgen () system call can fail with:
[EFAULT] The buffer pointed to bgt or e could not be written to for gror dl identifiers.
[EINVAL] Thecount argument is less than 1 or larger than the hard upper limit of 2048.
SEE ALSO

uuidgen (1), uuid (3)
STANDARDS
The identifiers are represented and generated in conformance with the DCE 1.1 RPC specifibation.

uuidgen () system call is itself not part of the specification.

HISTORY
Theuuidgen () system call first appearedfnreeBSD5.0 and was subsequently addedié&tBSD 2.0.
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NAME
vfork — spawn n&v process in a virtual memory efficient way

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

pid_t
vfork (voi d);

DESCRIPTION
The vfork  system call creates awerocess that does notvea rew virtual address space, but rather
shares address space with the parent, tmidiag potentially &pensve wmpy-on-write operations normally
associated with creating am@rocess. lis useful when the purpose foffk (2) would hare keen to create
a rew g/stem context for aaxecve (2). Thevfork system call differs fronfork (2) in that the child ber
rows the parent’ memory and thread of control until a call égecve (2) or an exit (either by a call to
_exit (2) or abnormally). The parent process is suspended while the child is using its resources.

Thevfork system call returns O in the chiédddontext and (later) the pid of the child in the parsrintext.

Thevfork system call can normally be used juselitrk (2). It does not work, heever, to return while
running in the childs corte from the procedure that calletbrk () since the wentual return fronvfork ()
would then return to a no longer existent stack frame. Be careful, also, toes#ll (2) rather than
exit (3) if you cant execve (2), sinceexit (3) will flush and close standard 1/0 channels, and thereby
mess up the standard I/O data structures in the parent prqéass with fork (2) it is wrong to call
exit (3) since buffered data would then be flushed twice.)

RETURN VALUES
Same as fofork (2).

ERRORS
Same as fofork (2).

SEE ALSO
execve (2),fork (2),sigaction (2),wait (2)

HISTORY
Thevfork () function call appeared in 38D. In 44BSD, the semantics were changed to only suspend the
parent. Theriginal semantics were reintroducedNet8SD 1.4.

BUGS
Users should not depend on the memory sharing semantifisrlof () as other wys of speeding up the fork
process may be deloped in the future.

To avoid a possible deadlock situation, processes that are children in the middiok a() are neer sent
SIGTTOUor SIGTTIN signals; ratheroutput orioctl  (2) calls are allowed and input attempts result in an
end-of-file indication.
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NAME
wait , waitpid ,wait4 ,wait3 — wait for process termination

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <sys/wait.h>
pid_t
wait (i nt [t at us);
pid_t
waitpid (pid_t wpid,int [ktatus,int options);
#include <sys/resource.h>
pid_t
wait3 (int [Btatus,int options, struct rusage [fusage);
pid_t
wait4 (pid_t wpid,int [Status,int options, struct rusage [tusage);

DESCRIPTION
Thewait () function suspendsxecution of its calling process unsit at us information is &ailable for a
terminated child process, or a signal is reai Onreturn from a successfulait () call, thest at us area
contains termination information about the process that exited as defined belo

The wait4 () call provides a more general interface for programs that need to wait for certain child pro-
cesses, that need resource utilization statistics accumulated by child processes, or that requirf loptions.
other wait functions are implemented usungjt4 ().

Thewpi d parameter specifies the set of child processes for whiclaito iwpi d is —1, the call waits for
ary child process.If wpi d is 0, the call waits for anchild process in the process group of the callér
wpi d is greater than zero, the calhits for the process with processidi d. If wpi d is less than -1, the
call waits for ag process whose process group id equals the absolute valpé of

Thest at us parameter is defined b&lo
Theopt i ons parameter contains the bitwise OR oy afithe following options:

WNOHANG This option is used to indicate that the call should not block if there are no processes that wish
to report status.

WUNTRACEDD this option is set, children of the current process that are stopped duSI@®TaIN ,
SIGTTOU SIGTSTP, or SIGSTOPsignal also hee their status reported.

WALTSIG  If this option is specified, the call will wait only for processes that are configured to post a sig-
nal other tharsIGCHLDwhen thg exit. If WALTSIGis not specified, the call will ait only
for processes that are configured to #I&CHLD

__WCLONE This is an alias foWWALTSIG It is provided for compatibility with the Linuxlone (2) API.

WALLSIG If this option is specified, the call willait for all children rgardless of what exit signal tiie
post.

__ WALL This is an alias foWWALLSIG It is provided for compatibility with the Linuxlone (2) API .
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If rusage is non-zero, a summary of the resources used by the terminated process and all its children is
returned (this information is currently nataiable for stopped processes).

When theWWNOHANGption is specified and no processes wish to report stadits, () returns a process id
of 0.

Thewaitpid () call is identical tavait4 () with anr usage value of zero. The oldewait3 () call is the
same asvait4 () with awpi d value of -1.

The following macros may be used to test the mannexibbethe process. Note that these macxseet
thest at us value itself, not a pointer to thet at us value. Oneof the first three macros wilveluate to a
non-zero (true) value:

WIFEXITED(st at us)
True if the process terminated normally by a callégit (2) orexit (3).

WIFSIGNALEDst at us)
True if the process terminated due to receipt of a signal.

WIFSTOPPERst at us)
True if the process has not terminateat, las stopped and can be restarted. This macro can be true
only if the wait call specified th&UNTRACEBption or if the child process is being traced (see
ptrace (2)).

Depending on the values of those macros, the following macros produce the remaining status information
about the child process:

WEXITSTATUSst at us)
If WIFEXITED(st at us) is true, &auates to the M-order 8 bits of the argument passed to
_exit (2) orexit (3) by the child.

WTERMSI@Gt at us)
If WIFSIGNALELst at us) is true, ealuates to the number of the signal that caused the termina-
tion of the process.

WCOREDUIgR at us)
If WIFSIGNALEQst at us) is true, ealuates as true if the termination of the process was accom-
panied by the creation of a core file containing an image of the process when the signal w
receved.

WSTOPSIGst at us)
If WIFSTOPPERst at us) is true, evaluates to the number of the signal that caused the process to
stop.

NOTES
Seesigaction  (2) for a list of termination signalsA status of 0 indicates normal termination.

If a parent process terminates without waiting for all of its child processes to terminate, the remaining child
processes are assigned the parent process 1 ID (the init process ID).

If a signal is caught while grof thewait () calls is pending, the call may be interrupted or restarted when
the signal-catching routine returns, depending on the optionseict &r the signal; selmtro (2), System
call restart.

RETURN VALUES

If wait () returns due to a stopped or terminated child process, the process ID of the child is returned to the
calling process. Otherwise, a value of -1 is returnedeammb is set to indicate the error.
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If wait4 (), wait3 () orwaitpid () returns due to a stopped or terminated child process, the process ID of
the child is returned to the calling proceskthere are no children not previouslwaited, -1 is returned

with errno set to[ ECHILD]. Otherwise,if WNOHANIS specified and there are no stopped or exited chil-
dren, O is returned. If an error is detected or a caught signal aborts the edlle afv—1 is returned and
errnois set to indicate the error.

ERRORS
wait () will fail and return immediately if:
[ECHILD] The calling process has no existing unwaited-for child processes.
[EFAULT] The st at us orr usage aguments point to an ilggd address. (Mayot be detected

before exit of a child process.)

[EINTR] The call was interrupted by a caught signal, or the signal did net lee
SA_RESTARTlag set.

In addition,wait3 (), wait4 (), andwaitpid () will fail and return immediately if:

[EINVAL] An invalid value was specified farpt i ons.

SEE ALSO
_exit (2),sigaction  (2)

STANDARDS
Thewait () andwaitpid () functions conform taSO/IEC 9945-1:1990 (POSIX 1"); thewait3 () function
conforms toX/Open Portability Guide Issue 4 XPG4”); wait4 () is an &tension. TheWCOREDU P
macro and the ability to restart a pendivajt () call are extensions to the POSIX interface.

HISTORY
A wait () function call appeared in Versiom®6&T UNIX .
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NAME
write , writev , pwrite , pwritev = — write output

LIBRARY
Standard C Library (libc, —Ic)

SYNOPSIS
#include <unistd.h>

ssize t
write (int d, const void [buf, size_t nbytes);

ssize t
pwrite (int d, const void [buf,size_ t nbytes, off_t offset);

#include <sys/uio.h>

ssize t
writev (int d, const struct iovec Oov,int iovcnt);

ssize t
pwritev (int d, const struct iovec Oov,int iovcnt,off_t offset);

DESCRIPTION
write () attempts to writembyt es of data to the object referenced by the descrigtétom the luffer
pointed to bybuf. writev () performs the same actionytbgathers the output data from thevcnt
buffers specified by the members of thev array: iov[0], io/[1], ..., iov[iovent-1]. pwrite () and

pwritev () perform the same functions, but write to the specified position in the file without modifying the

file pointer.
For writev () andpwritev (), thei ovec structure is defined as:

struct iovec {
void [ov_base;
size_tiov_len;

h

Eachi ovec entry specifies the base address and length of an area in memory from which data should be

written. writev () andpwritev () will always write a complete area before proceeding to the next.

On objects capable of seeking, thate () starts at a position \ggn by the pointer associated with(see

Iseek (2)). Uponreturn fromwrite (), the pointer is incremented by the number of bytes which were writ-

ten.

Objects that are not capable of seekingags write from the current positioriThe value of the pointer asso-
ciated with such an object is undefined.

If the real user is not the supaser thenwrite () clears the set-user-id bit on a file. Thisvergs penetra-
tion of system security by a user who “captures” a writable set-user-id file owned by the super-user.

If write () succeeds it will update the st_ctime and st_mtime fields of therfida-data (sestat (2)).

When using non-blocking 1/0 on objects such as stsckhat are subject to Wocontrol, write () and

writev () may write fewer bytes than requested; the return value must be noted, and the remainder of the

operation should be retried when possible.
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RETURN VALUES
Upon successful completion the number of bytes which were written is returned. Otherwise a -1 is returned
and the global variablerrnois set to indicate the error.

ERRORS

write (), writev (), pwrite (), andpwritev () will fail and the file pointer will remain unchanged if:

[EBADH d is not a valid descriptor open for writing.

[EPIPE] An attempt is made to write to a pipe that is not open for readingybpracess.

[EPIPE] An attempt is made to write to a socket of tff@CK_STREARhat is not connected
to a peer socket.

[EFBIG] An attempt was made to write a file thateeds the processfile size limit or the
maximum file size.

[EFAULT] Pat of i ov or data to be written to the file points outside the prosediscated
address space.

[EINVAL] The pointer associated withwas regdive.

[EINVAL] The total length of the 1/O is more than can be expressed by the ssize_t return value.

[ENOSPC There is no free space remaining on the file system containing the file.

[EDQUOT The uses quota of disk blocks on the file system containing the file has been
exhausted.

[EIO] An I/O error occurred while reading from or writing to the file system.

[EINTR] A signal was receed before ay data could be written to a slodevice. See
sigaction  (2) for more information on the interaction between signals and system
calls.

[EAGAIN] The file was marked for non-blocking 1/0, and no data could be written immediately.

In addition,writev () andpwritev () may return one of the following errors:

[EINVAL] i ovcnt was less than or equal to O, or greater tfi@V_MAX} .
[EINVAL] One of thel ov_I en values in the ov array was ngdive.
[EINVAL] The sum of thé ov_I| en values in thd ov array werflowed a 32-bit integer.

pwrite () andpwritev () calls may also return the following errors:

[EINVAL] The specified file offset iswalid.
[ESPIPE] The file descriptor is associated with a pipe, socket, or FIFO.
SEE ALSO

fentl  (2),Iseek (2),open (2), pipe (2),poll (2),select (2),sigaction (2)

STANDARDS
The write () function is expected to conform tBEE Std 1003.1-1988 POSIX1"). Thewritev () and
pwrite () functions conform t&/OpenPortability Guide Issue 4, Version 2XfG4.2").

HISTORY

The pwritev () function call appeared iNetBSD 1.4. Thepwrite () function call appeared iAT&T
System VA UNIX. Thewritev () function call appeared in 83D. Thewrite () function call appeared in

NetBSD 3.0 December 30, 2002 2



WRITE (2) NetBSD System Calls Manual WRITE (2)

Version 6AT&T UNIX .
CAVEATS
Error checks should explicitly test for —1. Code such as
while ((nr = write(fd, buf, sizeof(buf))) > 0)

is not maximally portable, as some platforms walléor nbytesto range betweerSSIZE_MAX and
SIZE_MAX - 2, in which case the return value of an etfree write () may appear as a gaive rumber
distinct from —1. Proper loops should use

while ((nr = write(fd, buf, sizeof(buf))) I= -1 && nr I= 0)
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NAME
x86_64 get mtrr ,x86_64 set mtrr  — access Memory Type Range Registers

LIBRARY
x86_64 Architecture Library (libx86_64, —Ix86_64)

SYNOPSIS
#include <sys/types.h>
#include <machine/sysarch.h>
#include <machine/mtrr.h>
i nt
x86_64 get mtrr  (struct mrr [Chtrrp,int [h);
i nt
x86_64 set mtrr  (struct mrr [Chtrrp,int [h);

DESCRIPTION
These functions provide an interface to the MTR&sters found on 686-class processors for controlling
processor access to memory ranges. This is most useful for accessieg dach as video accelerators on
pci (4) andagp(4) buses. Br example, enabling write-combining allows bus-write transfers to be com-
bined into a lager transfer before burstinge the tus. Thiscan increase performance of write operations
2.5 times or more.

ntrrp is a pointer to one or more mtrr structures, as described.bdloe n agument is a pointer to an
integer containing the number of structures pointed torblyr p. For x86_64_set mtrr () the intger
pointed to byn will be updated to reflect the actual number of MTRRs successfully Bat.
x86_64 get mtrr () no more tham structures will be copied out, and the gee value pointed to by
will be updated to reflect the actual number of valid structuresvedrieA NULL agument tont r r p will
result in just the number of MTRRsailable being returned in the integer pointed taby

The argumentrt r r p has the following structure:

struct mtrr {
uinté4_t base;

uinté4 _tlen;

uint8_t type;

int flags;

pid_t owner;
%
The location of the mapping is described by its physical base addresand lengtien. Valid values for
typeare:

MTRR_TYPE_UC uncached memory
MTRR_TYPE_WC use write-combining
MTRR_TYPE_WT use write-through caching
MTRR_TYPE_WP write-protected memory
MTRR_TYPE_WB use write-back caching

Valid values forflagsare:

MTRR_PRNATE
own range, reset the MTRR when the current process exits
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MTRR_FIXED use fixed range MTRR
MTRR_VALID entry is valid

Theownermember is the PID of the user process which claims the mapping. It is only valid if MTRR_PRI-
VATE is ®tinflags To dear/reset MTRRs, useflagsfield without MTRR_VALID set.

RETURN VALUES

Upon successful completion zero is returned, otherwise -1 is returned on failure, and theaglabl v

errnois set to indicate the erroifhe integer value pointed to loywill contain the number of successfully
processed mtrr structures in both cases.

ERRORS
[ENOSY$ The currently running kernel or CPU has no MTRR support.

[EINVAL] The currently runningdrnel has no MTRR support, or one of the mtrr structures pointed to by
ntrrpisinvalid.

[EBUSY No unused MTRRs arevalable.

HISTORY

The x86_64 get mtrr () andx86_64_set mtrr () were dened from their i386 counterparts, which
appeared ilNetBSD 1.6.
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NAME
x86_64 iopl — change the x86_64 1/O privilegevig

LIBRARY
x86_64 Architecture Library (libx86_64, —Ix86_64)

SYNOPSIS
#include <sys/types.h>
#include <machine/sysarch.h>

i nt
x86_64 iopl (int iopl);

DESCRIPTION
x86_64 iopl () sets the x86_64 1/0 milege level to the value specified biyopl . This call is restricted
to the super-user.

RETURN VALUES
Upon successful completiom86_64_iopl () returns 0. Otherwise, a value of -1 is returned and the
global variableerrnois set to indicate the error.

ERRORS
x86_64 iopl () will fail if:

[EPERNI The caller was not the supeser or the operation was not permitted at the current security
level.

WARNING
You can really hose your machine if you enable usestldO and write to hardware ports without care.
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